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Lieff Cabraser Heimann & Bernstein, LLP
275 Battery Street, 29th Floor
San Francisco, CA 94111-3339

t 415.956.1000
f 415.956.1008
Brendan P. Glacki
October 19, 2022 rendan . Glackin
bglackin@lchb.com
VIA PERSONAL SERVICE
DISH Network Corporation
¢/o W. Erik Carlson
9601 S Meridian Blvd.

Englewood, CO 80112

RE: Dale et al. v. Deutsche Telekom AG, T-Mobile US, Inc., and Softbank
Group Corp., Case No. 1:22-cv-03189 (N.D. I11.)

To Whom It May Concern:

Pursuant to Rule 45 of the Federal Rules of Civil Procedure, I write on behalf of
Plaintiffs in the above-captioned matter to issue the attached subpoena requesting production of
the documents detailed therein. Production instructions are also detailed in the attached
subpoena.

This subpoena has been authorized by the Court to give DISH Network
Corporation (“DISH”) information about specific categories of information it should preserve
for potential discovery in this matter. For the avoidance of any doubt, please also preserve all
phone records of individuals relevant to the above-captioned matter. Plaintiffs are willing to
meet and confer to discuss the timing and scope of production. DISH is not obligated to object
or produce discovery at this time. As a placeholder, the subpoena requires a response 30 days
after DISH receives notice that the Rule 26(f) conference in this case has been completed. After
that conference has occurred, however, we will be happy to discuss with you an extension of that
date if necessary. If you have any questions or would like to discuss your preservation
obligations, I can be reached at (415) 956-1000 or bglackin@lchb.com.

%Very truly yours,

Brendan P. Glackin

2465211.4

San Francisco New York Nashville Munich www.lieffcabraser.com
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AO 88B (Rev. 02/14) Subpoena to Produce Documents, Information, or Objects or to Permit Inspection of Premises in a Civil Action

UNITED STATES DISTRICT COURT

for the
Northern District of Illinois

Anthony Dale et al.,

Plaintiff
v

Deutsche Telekom AG, T-Mobile US, Inc., and
Softbank Group Corp.

Defendant

Civil Action No. 1:22-cv-03189

ks

SUBPOENA TO PRODUCE DOCUMENTS, INFORMATION, OR OBJECTS
OR TO PERMIT INSPECTION OF PREMISES IN A CIVIL ACTION

To: Dish Network Corporation c/o W. Erik Carlson
9601 S Meridian Blvd., Englewood, CO 80112

{Name of person to whom this subpoena is directed)

é Production: YOU ARE COMMANDED to produce at the time, date, and place set forth below the following
documents, electronically stored information, or objects, and to permit inspection, copying, testing, or sampling of the
material: Please see the attached Schedule A, detailing your document production obligations in this

matter. You are not obligated to object or produce discovery at this time. The subpoena requires a respaonse
30 days after you receive notice that the Rule 26(f) conference in this case is completed.

Place: Brendan P. Glackin {bglackin@lchb.com) Date and Time:
275 Battery Street, 28th Floor 30 days after you receive notice that the Rule
San Francisco, CA 94111 ) | 26(f) conference is completed ]

O Inspection of Premises: YOU ARE COMMANDED to permit entry onto the designated premises, land, or
other property possessed or controlled by you at the time, date, and location set forth below, so that the requesting party
may inspect, measure, survey, photograph, test, or sample the property or any designated object or operation on it.

Place: Date and Time:

The following provisions of Fed. R. Civ. P. 45 are attached — Rule 45(c), relating to the place of compliance;
Rule 45(d), relating to your protection as a person subject to a subpoena; and Rule 45(e) and (g), relating to your duty to
respond to this subpoena and the potential consequences of not doing so.

CLERK OF COURT
OR
s/ Brendan P. Glackin

Sig;at_ure of Clerk or Deputy Clerk Attorney’s signature

The name, address, e-mail address, and telephone number of the attorney representing (name of party) Anthony Dale et al.

(Plaintiffs) , Who issues or requests this subpoena, are:

Brendan P. Glackin, 28th Floor, 275 Battery Street, San Francisco, CA 94111; bglackin@lchb.com; (415) 956-1000

Notice to the person who issues or requests this subpoena
If this subpoena commands the production of documents, electronically stored information, or tangible things or the
inspection of premises before trial, a notice and a copy of the subpoena must be served on each party in this case before
it is served on the person to whom it is directed. Fed. R. Civ. P. 45(a)(4).
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AO 88B (Rev. 02/14) Subpoena to Produce Documents, Information, or Objects or to Permit Inspection of Premises in a Civil Action (Page 2)

Civil Action No. 1:22-cv-03189

PROOF OF SERVICE
(This section should not be filed with the court unless required by Fed, R. Civ. P. 45.)

I received this subpoena for (name of individual and title, if any)

on (date)

O3 I served the subpoena by delivering a copy to the named person as follows:

on (date)

O Ireturned the subpoena unexecuted because:

Unless the subpoena was issued on behalf of the United States, or one of its officers or agents, I have also
tendered to the witness the fees for one day’s attendance, and the mileage allowed by law, in the amount of

$

My fees are $ for travel and $ for services, for a total of § 0.00

I declare under penalty of perjury that this information is true.

Date:

Server’s signature

Printed name and title

Server’s address

Additional information regarding attempted service, etc.:
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AO 88B (Rev. 02/14) Subpoena to Produce Documents, Information, or Objects or to Permit Inspection of Premises in a Civil Action(Page 3)

Federal Rule of Civil Procedure 45 (¢), (d), (e), and (g) (Effective 12/1/13)

(c) Place of Compliance,

(1) For a Triul, Hearing, or Deposition. A subpoena may command a
person to attend a trial, hearing, or deposition only as follows:
(A) within 100 miles of where the person resides, is employed, or
regularly transacts business in person; or
(B) within the state where the person resides, is employed, or regularly
transacts business in person, if the person
(i)} is a party or a party’s officer; or
{ii) is commanded to attend a trial and would not incur substantial
expense.

(2) For Other Discovery. A subpoena may command:

(A) production of documents, electronically stored information, or
tangible things at a place within 100 miles of where the person resides, is
employed, or regularly transacts business in person; and

(B) inspection of premises at the premises to be inspected.

(d) Protecting a Person Subject to a Subpeena; Enforcement.

(1) Avoiding Undue Burden or Expense; Sanctions. A party or attorney
responsible for issuing and serving a subpoena must take reasonable steps
to avoid imposing undue burden or expense on a person subject to the
subpoena. The court for the district where compliance is required must
enforce this duty and impose an appropriate sanction—which may include
lost earnings and reasonable attorney’s fees—on a party or attorney who
fails to comply.

(2) Command to Produce Materials or Permit Inspection,

(A) Appearance Not Required. A person commanded to produce
documents, electronically stored information, or tangible things, or to
permit the inspection of premises, need not appear in person at the place of
production or inspection unless also commanded to appear for a deposition,
hearing, or trial.

(B) Objections, A person commanded to produce documents or tangible
things or to permit inspection may serve on the party or attorney designated
in the subpoena a written objection to inspecting, copying, testing, or
sampling any or all of the materials or to inspecting the premises—or to
producing electronically stored information in the form or forms requested.
The objection must be served before the earlier of the time specified for
compliance or 14 days after the subpoena is served. If an objection is made,
the following rules apply:

(i) At any time, on notice to the commanded person, the serving party
may move the court for the district where compliance is required for an
order compelling production or inspection.

(ii) These acts may be required only as directed in the order, and the
order must protect a person who is neither a party nor a party’s officer from
significant expense resulting from compliance.

(3) Quashing or Modifying a Subpoena. ‘
(A) When Required. On timely motion, the court for the district where

compliance is required must quash or modify a subpoena that:

(i) fails to allow a reasonable time to comply;

(ii) requires a person to comply beyond the geographical limits
specified in Rule 45(c);

(iii) requires disclosure of privileged or other protected matter, if no
exception or waiver applies; or

(iv) subjects a person to undue burden.

(B) When Permitted. To protect a person subject to or affected by a
subpoena, the court for the district where compliance is required may, on
motion, quash or modify the subpoena if it requires:

() disclosing a trade secret or other coufidential research,
development, or commercial information; or

(ii) disclosing an unretained expert’s opinion or information that does
not describe specific ocourrences in dispute and results from the expert’s
study that was not requested by a party.

(C) Specifying Conditions as an Alternative. In the circumstances
described in Rule 45(d)(3)(B), the court may, instead of quashing or
modifying a subpoena, order appearance or production under specified
conditions if the serving party:

(i) shows a substantial need for the testimony or material that cannot be
otherwise met without undue hardship; and

(i) ensures that the subpoenaed person will be reasonably compensated.

(e) Duties in Responding te a Subpeena.

(1) Producing Documents or Electronically Stored Information. These
procedures apply to producing documents or electronically stored
information:

(A) Documenis. A person responding to a subpoena to produce documents
must produce them as they are kept in the ordinary course of business or
must organize and labet them to correspond to the categories in the demand.

(B) Form for Producing Electronically Stored Information Not Specified.
If a subpoena does not specify a form for producing electronically stored
information, the person responding must produce it in a form or forms in
which it is ordinarily maintained or in a reasonably usable form or forms.

(C) Electronically Stored Information Produced in Only One Form. The
person responding need not produce the same electronically stored
information in more than one form.

(D) Inaccessible Electronically Stored Information. The person
responding need not provide discovery of electronically stored information
from sources that the person identifies as not reasonably accessible because
of undue burden or cost. On motion to compel discovery or for a protective
order, the person responding must show that the information is not
reasonably accessible because of undue burden or cost. If that showing is
made, the court may nonetheless order discovery from such sources if the
requesting party shows good cause, considering the limitations of Rule
26(b)(2)(C). The court may specify conditions for the discovery.

(2) Claiming Privilege or Protection. )

(A) Information Withheld. A person withholding subpoenaed information
under a claim that it is privileged or subject to protection as trial-preparation
material must:

(i) expressly make the claim; and

(i) describe the nature of the withheld documents, communications, or
tangible things in a manner that, without revealing information itself
privileged or protected, will enable the parties to assess the claim.

(B) Information Produced. If information produced in response to a
subpoena is subject to a claim of privilege or of protection as
trial-preparation material, the person making the claim may notify any party
that received the information of the claim and the basis for it. After being
notificd, a party must promptly return, scquester, or destroy the specified
information and any copies it has; must not use or disclose the information
until the claim is resolved; must take reasonable steps to retrieve the
information if the party disclosed it before being notified; and may promptly
present the information under seal to the court for the district where
compliance is required for a determination of the claim, The person who
produced the information must preserve the information until the claim is
resolved.

(g) Contempt.

The court for the district where compliance is required—and also, after a
motion is transferred, the issuing court—may hold in contempt a person
who, having been served, fails without adequate excuse to obey the
subpoena or an order related to it.

For access to subpoena materials, see Fed. R. Civ. P. 45(a) Committee Note (2013).
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SCHEDULE A

DEFINITIONS

Throughout these discovery Requests, including the Definitions, the words used in the
masculine gender include the feminine, and the words used in the singular include the plural.

The following Definitions apply to these Requests:

1. “Affiliate MVNOs” refers to any mobile virtual network operators that provide
service using leased facilities or leased capacity purchased from the T-Mobile US, Inc. or Sprint
Corporation mobile networks between January 1, 2010 and present.

2. “Agreement” means any oral or written contract, arrangement or understanding,
whether formal or informal, between two or more persons, together with all modifications and
amendments thereto.

3. “All” should be construed to include the collective as well as the singular, and

means “‘each,” “any,” and “every.”

4. “AT&T” refers to AT&T Inc. and its parents and subsidiaries.
5. “CMA?” refers to cellular market areas.
6. “Communication” means oral or written communications of any kind, including

without limitation, electronic communications, e-mails, facsimiles, telephone communications,
correspondence, exchanges of written or recorded information, or face-to-face meetings.
7. “The Company” refers to the present-day, merged entity T-Mobile US, Inc., as

well as both the pre-merger entities T-Mobile US, Inc. and Sprint Corporation.

8. “CPUC?” refers to the California Public Utilities Commission.
9. “DISH” refers to DISH Network Corporation and any parents or subsidiaries.
10. “Document” includes, without limitation, the original (or identical duplicate

when the original is not available) and all non-identical copies (whether non-identical because of

2467823.1
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notes made on copies or attached comments, annotations, marks, :cransmission notation, or
highlighting of any kind) and drafts of all writings, whether handwritten, typed, printed or
otherwise produced, and includes, without limitation, letters, correspondence, memoranda, legal
pleadings, notes, reports, agreements, electronically stored information, calendars, diaries, travel
or expense records, summaries, records, messages or logs of telephone calls, conversations or
interviews, telegrams, instant messages, text messages (SMS or other), electronic chaté, Slacks
(or similar programs), mailgrams, facsimile transmissions (including cover sheets and
confirmations), electronic mail, minutes or records of meetings, compilations, notebooks,
laboratory notebooks, work papers, books, pamphlets, brochures, circulars, manuals,
instructions, sales, advertising or promotional literature or materials, ledgers, graphs, charts, blue
prints, drawings, sketches, photographs, film and sound reproductions, tape recording"_s, or any
other tangible materials on which there is any recording or writing of any sort. The term also
includes the file, folder tabs, and/or containers and labels appended to, or associated with, any
physical storage device associated with each original and/or copy of all documents requested
herein.

11. “DOJ” refers to the United States Department of Justice and any division, section,
office, or subdivision thereof, including but not limited to the Antitrust Division.

12. “DOJ Consent Decree” refers to the final judgement entered by the Court in
United States et al. v. Deutsche Telekom AG et al., No. 1:19-cv—02232—'fJK (D.D.C. Apr“. 1,
2020), ECF No. 85. |

13. Electronically Stored Information (“ESI”) includes, without limitation, the
following:

a. activity listings of electronic mail receipts and/or transmittals;

2467823.1
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b. output resulting from the use of any software program, including without
limitation, word processing documents, spreadsheets, database files,
charts, graphs and outlines, electronic mail, Slack (or similar program) or
bulletin board programs, operating systems, source code, PRF files, PRC
files, batch files, ASCII files, and all miscellaneous media on which they
reside and regardless of whether such electronic data exist in an active file,
deleted file, or file fragment; and

C. any and all items stored on computer memories, hard disks, floppy disks,
CD-ROM, magnetic tape, microfiche, or on any other vehicle for digital
data storage and/or transmittal, including without limitation, cloud storage
systems, a personal digital assistant, such as an iPhone, Palm Pilot,
Blackberry, Treo or other device.

14.  “FCC” refers to the United States Federal Communications Commission and any
division, section, office, or subdivision thereof, including the Commissioners and their offices.

15.  “FTC” refers to the United States Federal Trade Commission and any division,
section, office, or subdivision thereof, including individual Commissioners and their offices.

16.  “Including” is used to illustrate a Request with particular types of documents
requested, and should not be construed as limiting the Request in any way.

17. “Meeting” means, without limitation, any assembly, encounter, or
contemporaneous presence (whether in person—indoor or outdoor—or via any electronic
computer-assisted, digital, analog, or telephonic method of communication) of two or more
persons for any purpose, whether planned, arranged, scheduled or not.

18.  “MNSA” refers to the original 2020 Master Network Services Agreement
between T-Mobile US, Inc. and DISH.

19. “Or” should be construed to require the broadest possible response, and should be
read as “and/or.”

20. “Person” includes, without limitation, any natural person, corporation,
partnership, limited liability company, proprietorship, joint venture, association, government

entitil, and any other form of legal or business entity.

2467823.1



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 9 of 236 PagelD #:6250

27 ¢

21.  “Relating to,” “referring to,” “regarding,” or “with respect to” mean, without
limitation, discussing, describing, reflecting, dealing with, pertaining to, analyzing, evaluating,
estimating, constituting, concerning, containing, mentioning, studying, surveying, projecting,
assessing, recording, summarizing, criticizing, reporting, commenting or otherwise involving, in
whole or in part.

22, *“Retail Mobile Wireless Market” refers to the market for retail mobile wireless
telecommunications services for cellular phones. It includes all such services offered to
consumers or small businesses, but it does not include plans offered to large business customers
(i.e. “enterprise” plans), plans offered to government customers, or plans for non-phone
connected devices, such as smartwatches and tablets.

23.  “Second Request” refers to a discovery procedure, pursuant to the Hart-Scott-
Rodino Antitrust Improvements Act of 1976, by which the Federal Trade Commission and the
Department of Justice’s Antitrust Division investigate mergers and acquisitions which may yield
anticompetitive consequences. Second Requests are also known as “Requests for Additional

Information and Documentary Materials.”

24, “Small business” refers to any business that purchases from the Retail Cell

H
.

Service Market, but does not purchase an enterprise plan.

25.  “Sprint” refers to Sprint Corporation and its parents and subsidiaries.

26.  “States’ Pre-Merger Case” refers to all stages of and proceedings relatéd to New
York v. Deutsche Telekom AG, 439 F. Supp. 3d 179 (S.D.N.Y. 2020), including, but rot limited
to, the pre-filing investigation conducted by the States.

27. “Subscriber” refers to all account holders and authorized users of a mobile

wireless provider’s network. “Subscriber-level data” refers to information generated in

2467823.1
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connection with a subscriber’s use of a mobile wireless provider’s applications or network or
otherwise exchanged between a subscriber and mobile wireless provider.

28.  “Subsidiary,” “affiliate,” and “joint venture” refer to any entity or person in which
You have any financial or ownership interest.

29. “The Transaction” refers to the merger of T-Mobile and Sprint proposed in April
2018 and consummated in April 2020. Any requests that mention the merger should be broadly
construed to encompass documents or ESI generated leading up to proposal dating back to
January 1, 2010, between proposal and consummation, and after consummation.

30.  “T-Mobile” refers to T-Mobile US, Inc. and its parents and subsidiaries.

31. “Verizon” refers to Verizon Communications Inc. and its parents and subsidiaries.

32. “You” or “Your” means the responding DISH Network Corporation and its
predecessors, successors, subsidiaries, departments, divisions, affiliates, and/or agents
(including, without limitation, any third-party recruiﬁ'r_;ig, hiring, staffing, or headhunting firm),
together with ali present and former directors, officers, employees, agents, representatives, or
any persons acting or purporting to act on behalf of You.

INSTRUCTIONS

1. You are directed to make available for inspection and copying all of the
documents requested herein at the offices of Lieff Cabraser Heimann & Bernstein, LLP, 275
Battery Street, 28™ Floor, San Francisco, California 94111-3339, or electronically to Plaintiffs’
counsel, within thirty (30) days of receiving notice of completion of the Rule 26(f) conference in
this matter.

2. In producing documents, You are to furnish all documents or things in Your

possession, custody or control, regardless of whether such documents are possessed directly by

2467823.1



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 11 of 236 PagelD #:6252

You or Your employees, agents, parent companies, subsidiaries, affiliates, investigators or by
Your attorneys or their employees, agents or investigators.

3. All documents shall be produced in the same order as they are kept or maintained
by You in the ordinary course of Your business. All documents, other than electronically stored
information, shall be produced in the file folder, envelope or other container in which the
documents are kept or maintained. If for any reason the container cannot be produced, You
should produce copices of all labels or other identifying marks which may be present on the
container.

4. If a document was prepared in several copies, or if additio;lal copies were
thereafter made, and if any such copies were not identical or are no longer identical by reason of
subsequent notation or modification of any kind whatsoever, including, without limitation,
handwritten notations on the front or back of the document, all such non-identical copies shall be
produced.

5. Documents shall be produced in such fashion as to identify the department,
branch or office in whose possession they were located and, where applicable, the natural person
in whose possession they were found and the business address of each document’s custodian(s).

6. If a document once existed and subsequently has been lost, destroyed or is

otherwise missing, You should provide sufficient information to identify the document and state,

in writing, the details, including whether the document:

a. is lost or missing;
b. has been destroyed and, if so, by whom and at whose request;
C. has been transferred or delivered, voluntarily or involuntarily, to another

person or entity and at whose request; or

d. has been otherwise disposed of.

2467823.1
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7. In each instance in which a document once existed and subsequently is lost,
missing, destroyed, or otherwise disposed of, explain the circumstances surrounding the

disposition of the document, including, but not limited to:

a. the identity of the person or entity who last possessed the document;
b. the date or approximate date of the document’s disposition; and
c. the identity of all persons who have or had knowledge of the document’s
contents.
8. If any document responsive to any of these requests is privileged, and the

document or any portion of the document requested is withheld based on a claim of privilege,
provide a statement of the claim of privilege and all facts relied upon in support of that claim,

including the following information:

a, the reason for withholding the document;

b. the date of such communication;

C. the medium of such communication;

d. the general subject matter of such communication (such description shall

not be considered a waiver of Your claimed privilege);

€. the identity of any document that was the subject of such communication
and the present location of any such document;

f. the identity of the persons involved in such communication;

g the identity of any document which records, refers, or relates to such
communication and present location of any such document; and

h. the number or numbers of these requests for production of documents to
which such information is responsive.

9. Documents attached to one another should not be separated. Each document
requested should be produced in its entirety and without deletion, redaction or excisions, except
as qualified by Instruction 8 above, regardless of whether You consider the entire document or

only part of it to be relevant or responsive to these document requests. If You have redacted any

2467823.1
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portion of a document, stamp the word “REDACTED” beside the redacted information on each
page of the document which You have redacted. Any redactions to document,s. produced should
be identified in accordance with Instruction 8 above.

10. Al datasets or databases that contain subscriber-level data should include a
unique, stable personal identifier that remains the same for each individual across time, all plans,
and all datasets or databases in which that individual appears. If different datasets or databases
feature different unique identifiers, You should provide a data crosswalk that contains, for each
individual, all of their identifiers in the data, as well as the associated dataset or databa:ise.

11.  All data should be provided in machine-readable format. When possible given
file size, data should be provided in *.csv, .txt, .xls, .xIsx, .ods, or other native flat file format.
Data may also be delivered as a collection of flat files. Alternatively, if data cannot be produced
in a machine-readable format, data may be produced as code sufficient to create machine-
readable files.

12. - All documents produced should be numbered sequentially, with a unique number
on each page, and with a prefix identifying the party producing the document.

13.  The “Relevant Time Period” applicable to these Requests is (1) January 1, 2010 to
the present for documents, unless specifically stated otherwise in the request; and (2) January 1,
2010 for data, unless specifically stated otherwise in the request. Each request shall be
interpreted to include all documents that relate to the Relevant Time Period, even if such
documents were prepared or published outside of the Relevant Time Period. If a document
prepared before this period is necessary for a correct or complete understanding of any document

covered by a request, You must produce the earlier document as well. If any document is

2467823.1
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undated and the date of its preparation cannot be determined, the document shall be produced if
otherwise responsive to the request.

14.  These document requests are continuing and therefore require You (or any person
acting on Your behalf) to furnish supplemental responses whenever You (or any person acting on
Y our behalf) obtain additional information called for by the request. Each supplemental
response shall be served on Plaintiffs no later than thirty (30) days after the discovery of the
additional information.

DOCUMENT REQUESTS

Governmental Proceedings and Litigation

1. All documents and ESI produced to, submitted to, seized by, or received from the
DOJ, the FCC, the FTC, or any other governmental, Congressional, administrative, regulatory or
investigative body of the United States, District of Columbia, or any state of the United States
concerning the Transaction, including but not limited to:

a. all civil investigative demands, Second Requests, subpoenas and requests
for documents You have received from the United States Department of
Justice or any governmental, Congressional, administrative, regulatory or
investigative body of the United States, District of Columbia, or any state
of the United States concerning the Transaction;

b. all position papers, white papers, prepared remarks (including any drafts
of such papers or remarks), and associated backup data and code given,
submitted or presented or intended to be given, submitted or presented to
any governmental body;

c. all documents and ESI related to approval of the Transaction by the
Federal Communications Commission;

d. all documents related to approval of the Transaction by the CPUC;

e. all transcripts, notes summaries, and recordings of oral testimony created
in connection with any federal or state regulatory review of the
Transaction, whether or not procured by Civil Investigative Demand,
Second Request or other compulsory process; or

2467823.1
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f. all communications between You and any governmental body regarding
the Transaction, including without limitation, documents concerning
search methodologies for custodial and non-custodial sources and
documents concerning or constituting Y our narrative responses to
interrogatories or questions posed by the United States Department of
Justice or any governmental, Congressional, administrative, regulatory or
investigative body of the United States, District of Columbia, or any state
of the United States concerning the Transaction.

2. All documents and ESI produced by You in the States’ Pre-Merger Case,
including but not limited to documents and EST produced by You during any pre-filing
investigation.

3. Beginning in January 2010, all documents and ESI submitted to, or seized by, the
DOJ, the FCC, the FTC, or any other governmental, Congressional, administrative, or regulatory
body of the United States, the District of Columbia, or any state of the United States concerning
potential and attemijted mergers between AT&T, Sprint, and/or T-Mobile, as well as any
communications related to these potential mergers, including:

a. internal communications, including internal communications within

Sprint; and
b. communications with third-parties, including but not limited to AT&T,

Deutsche Telekom AG, and Softbank.

4, All communications relating to the Transaction, including the DOJ Consent
Decree and the States’ Pre-Merger Case, between DISH and any employee, executive, director,
or representative of any of the following since January 1, 2010:

a. the DOIJ;
b. the FCC; or

c. any state law enforcement or regulatory authority, including but not
limited to:

i. the CPUC; or

10
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il. the office of the Attorney General for the State of California, the
State of Colorado, the State of Michigan, the State of Maryland,
the State of Connecticut, the State of Minnesota, the State of
Mississippi, the State of New York, the State of Nevada, the State
of Hawaii, the State of Illinois, the State of Oregon, the
Commonwealth of Pennsylvania, the State of Texas, the
Commonwealth of Virginia, the State of Wisconsin, the
Commonwealth of Massachusetts, or the District of Columbia.

5. All documents and ESI submitted to or received from, and communications with,

the monitoring trustee appointed January 13, 2020 to oversee the DOJ Consent Decree, or any

individual working for that trustee, including any communications relating to the Transaction,

even those that prédate the appointment of the trustee.

Third-Party Access to the Company’s Network

6. All communications, slide decks, reports, memos, and any other kind of document

regarding, related to, planning, or responding to the planned shutdown of Sprint’s 3G CDMA

network and Sprint’s LTE network,

7. All communications since January 1, 2018, relating to any of the following:

a.

the Transaction, including the DOJ Consent Decree and the States’ Pre-
Merger Case;

any aspect of DISH or DISH’s retail wireless customers’ access to T-
Mobile’s wireless communications network, including but not limited to
pricing, utilization, download speeds, coverage, and planned 3G'network
shutdown;

any of the terms of the MNSA, including any subsequent ameﬁ&ments,
even if “Master Network Services Agreement” or “MNSA” does not
appear in the communication; or

any proposed or adopted revision to the MSNA, even if “Master Network
Services Agreement” or “MNSA” does not appear in the communication,
including negotiations over amendments to these terms. All
communications should be included, whether or not they resulted in an
amendment.

8. All communications with any affiliate MVNO relating to any of the following:

2467823.1

11
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a. network speed, reliability, or disruptions;

b. details of business arrangement, including but not limited to spectrum
license or consumer pricing;

c. network rollout, including 4G and 5G rollout; or
d. the Transaction.
DISH’s Network
9. All documents, ESI, and communicatioﬂns related to spectrum auctions or

spectrum purchases, or spectrum acquisition.

10.  All internal assessments since January 1, 2016 related to 5G, including but not
limited to 5G investment, rollout, maintenance, performance, consumer purchases, enterprise
purchases, promotion, or competition, either internally or between YO;.I and any employee,
executive, or representative of any of the following:

a. Deutsche Telekom AG;

b. Softbank;
c. AT&T;
d. Verizon,;

e. affiliate MVNOs; or

f. any regulator, including the FCC, the DOJ, the FTC, the CPUC, or any
other federal, state or local regulator.

11. All documents and ESI since January 1, 2017 related to 5G, including but not
limited to 5G investment, rollout, maintenance, performance, consumer purchases, enterprise
purchases, promotion, or competition.

12. All documents and ESI since January 1, 2017 related to the cost of providing

service, including the cost of 5G rollout, as well as all internal models that analyze cost.

12
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Merger and Market Analvsis

13.  All documents and ESI related to competition in the retail mobile wireless market,
including but not limited to retail mobile wireless pricing, quality adjusted pricing, market share,
the effect of the Transaction, innovations in plan introductions, discounting, sales, network
coverage, network speed, network investment, or spectrum purchases, or competitive intelligence
documents or SWOT analysis

14.  All documents and ESI concerning, analyzing or discussing the Transaction,
including its presumed, anticipated, likely, or actual effects on competition for retail mobile
wireless service, including, without limitation, the Transaction’s presumed, anticipated likely, or
actual effects on pricing, spectrum acquisition, rollout rates, quality of service, prices charged
to MVNOs for network access, or any provider’s market share.

15.  All documents and ESI concerning Your pricing of retail mobile wireless service.

16.  All documents and ESI concerning providing service for MVNOs, including
pricing and other contract revisions.

17.  All communications with AT&T, Verizon, Sprint, T-Mobile or any MVNOs since

January 1, 2017, or between T-Mobile and Sprint prior to April 1, 2020, relating to any of the

following:
a. the Transaction;
b. retail mobile wireless plan pricing, including discounting;
c. spectrum acquisition;
d. rollout rates of services over time and region, including rollout of 5G;
e. quality of service, including download/upload speed, latency, and packet
loss;
f. prices charged to MVNOs for network access;

13
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g. retail mobile wireless plan subscriber numbers, usage levels, and churn
rates; or
h. Jjoint technology investment or operations efforts with either company

relating to mobile wireless telecommunications.

18.  All documents, including agendas, minutes, notes, or memoranda, of any industry
trade association meeting pertaining to wireless mobile telecommunications services.

19.  All documents concerning trends or analysis of customer complaints or customer
satisfaction either specific to Your wireless mobile telecommunications services subscribers or
market wide.

Network, Coverage, and Retail Plan Information

20. All documents related to the practice of bundling of phones and/or other devices
with service, including SMS messaging, data plans, phone minutes, etc.

21.  Monthly subscriber-level plan data (in machine-readable format such as *.csv,
* txt, xls, xlsx, .ods, or other native flat file format) on all of Your U.S. retail mobile plan
subscribers, including individuals and small businesses, between 2010 to present. This data

should include, by subscriber:

a. Subscriber name

b. date of most recent contract initiation;

c. all contract renewal dates;

d. original contract price, broken into original monthly price and original

monthly data allowance;

e. all other discounts, promotional benefits, or other benefits received by
subscriber, including but not limited to free or discounted phones (specify
model and brand of phone, where applicable);

f. original contract features and plan characteristics, including but not
limited to contract type (e.g., pre-paid/post-paid), high speed data access,
terms of 5G data access, and any entertainment access;

14
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EXHIBIT B
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From: Leong. Amber
To: Hill Brakefield; Yin, Clifford; Patch, Richard Vittoria, Cathy; Flood. Laura; Dallas, Melissa
Cc: jaf@kenlaw.com; knf@kenlaw.com; Gary |. Smith, Jr.; Swathi Bojedla
Subject: RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH
Date: Friday, May 31, 2024 6:36:35 PM
Attachments: image001.png
image002.png

Thanks, Hill. Received. I'll confer with Cliff and see if his trial schedule has changed, but as of now,
we won't be available until 9pm pst these next few weeks. Let us know if that may work.

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield <hbrakefield@hausfeld.com>

Sent:Friday, May 31, 2024 2:46 PM

To:Yin, Clifford <cyin@coblentzlaw.com>; Leong, Amber <aleong@coblentzlaw.com>; Patch,
Richard <rpatch@coblentzlaw.com>; Vittoria, Cathy <cvittoria@coblentzlaw.com>; Flood, Laura
<Iflood@coblentzlaw.com>; Dallas, Melissa <mdallas@coblentzlaw.com>

Cc:jaf@kenlaw.com; knf@kenlaw.com; Gary I. Smith, Jr. <GSmith@hausfeld.com>; Swathi Bojedla
<shojedla@hausfeld.com>

Subject:[EXTERNAL] Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Counsel,

Please see the attached correspondence. We would also like to get a meet and confer back on the
calendar. Please let us know your availability next week.

Regards,

HILL BRAKEFIELD

Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

Not admitted to the DC Bar. Supervised by Partners of the Firm.

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
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have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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EXHIBITC
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From:

To:

Cc:

Subject:
Date:
Attachments:

Leong. Amber
Swathi Bojedla; Yin. Clifford; Hill Brakefield; Patch, Richard Vittoria, Cathy; Flood. Laura; Dallas. Melissa

jaf@kenlaw.com; knf@kenlaw.com; Gary |. Smith, Jr.
RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH
Monday, June 10, 2024 2:29:42 PM

image001.png
image002.png

Thanks, Swathi. That works for me.

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedla <sbojedla@hausfeld.com>
Sent:Monday, June 10, 2024 12:28 PM

To: Leong, Amber <aleong@coblentzlaw.com>; Yin, Clifford <cyin@coblentzlaw.com>; Hill Brakefield

<hbrakefield@hausfeld.com>; Patch, Richard <rpatch@coblentzlaw.com>; Vittoria, Cathy
<cvittoria@coblentzlaw.com>; Flood, Laura <Iflood@coblentzlaw.com>; Dallas, Melissa
<mdallas@coblentzlaw.com>

Cc:jaf@kenlaw.com; knf@kenlaw.com; Gary I. Smith, Jr. <GSmith@hausfeld.com>
Subject:[EXTERNAL] RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

I'll send a calendar invite for 2 ET/11 PT, if that works. Feel free to invite anybody else from your

team who can make it. Thank you Amber.

SWATHI BOJEDLA

Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct

Pronouns: she/her/hers

888 16th Street, N.W.

Suite 300

Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying

or disclosing it.
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From:Leong, Amberateong@coblentzlaw.com

Sent:Monday, June 10, 2024 3:22 PM

To: Swathi Bojedlasbojedla@hausfeld.cor Yin, Cliffordeyin@coblentzlaw.com) Hill Brakefield
<hbrakefield@hausfeld.cos) Patch, Richardpatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com Flood, Lauralf®od@coblentzlaw.com Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.comknf@kenlaw.comGary I. Smith, JIGESmith@hausfeld.com
Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Hi Swathi —

I’'m available to meet and confer later this week, and | am generally open Thursday or Friday. Let me
know if there’s an amenable time conducive to both coasts. | am less familiar with and have less
institutional knowledge than ClIiff or Richard on DISH. However, I've been in discussions with the
client too on the answers to your questions below and will be available to discuss.

I'm looking forward to moving this along.

Best,
Amber

Amber Leond Associate
Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.comn

Sent:Monday, June 10, 2024 12:11 PM

To: Yin, Clifford syin@coblentzlaw.com Leong, Amberateong@coblentzlaw.cor Hill Brakefield
<hbrakefield@hausfeld.cos Patch, Richardpgatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com) Flood, Lauralff®od@coblentzlaw.com Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.coknf@kenlaw.comGary I. Smith, JrtG&Smith@hausfeld.com
Subject:[EXTERNAL] RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Cliff, agree to disagree on whether offering midnight ET as a meet and confer time is a true attempt
to schedule a meet and confer.

We can be available at Amber’s convenience this week to continue our meet and confer efforts. We
would like to know, in particular, what (if any) documents and data remain from the pre-merger
investigation and litigation, as that impacts any pre-merger discovery, and whether Dish is prepared
to provide structured data samples of its customer and plan databases so we can work towards
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structured data production. Amber, please let us know what times may work for you.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct

Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Yin, Clifford gyin@coblentzlaw.com

Sent: Saturday, June 8, 2024 11:43 PM

To: Swathi Bojedlasbojedla@hausfeld.com Leong, Amberateong@coblentzlaw.cosm Hill
Brakefield kbrakefield@hausfeld.cos Patch, Richardgatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com Flood, Laurafod@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.conknf@kenlaw.comGary I. Smith, JrGSmith@hausfeld.com

Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Swathi:

Thank you for your email and your patience. | know my (and Richard’s) trial schedule is not
an issue or a problem that you created.

We disagree with your statement that DISH has delayed meeting and conferring for months.
In fact, DISH has been offering to meet and confer, repeatedly, over the last several weeks.
While | have not been available to meet and confer during business hours -- because | have
been in trial — | have nevertheless offered to participate in a meet and confer after hours (in
other words, after 14 hours of trial, trial preparation and witness prep sessions) in order to try
to move things along.

You say that there are four other attorneys besides me on Amber’s email. | am not sure to
whom you are referring. Richard Patch is one of my partners but he is in the same trial as me.
Cathy Vittoria and Laura Flood are our respective secretaries.

Next week, | have a partial day of trial testimony on Friday, June 14. | can participate in a
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meet and confer on Friday afternoon at 3 pm PT (in addition to after 9 pm PT Monday through
Thursday). If none of those dates and times work for you, then go ahead and have a meet and
confer with just Amber.

Thank you,
Cliff Yin

Clifford Yin| Partner
Coblentz Patch Duffy & Bass LLP
415-677-5240 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.com

Sent: Thursday, June 6, 2024 10:19 AM

To: Leong, Amberateong@coblentzlaw.com Hill Brakefieldrbrakefield@hausfeld.cos Yin,
Clifford <yin@coblentzlaw.com Patch, Richardpatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com Flood, Laurafod@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.conknf@kenlaw.comGary I. Smith, JrGSmith@hausfeld.com
Subject:[EXTERNAL] RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Amber-

Dish has delayed meeting and conferring for months now. It's not acceptable to wait another few
weeks to re-engage on a subpoena that was served last year. There are four other attorneys from
your firm besides Cliff included in your email. There must be another attorney in your capable firm
who can meet and confer with us to keep these discussions going, to allow us to get some answers
about whether documents and data from the pre-merger litigation exist, and to start producing
structured data samples.

Please provide us a date to meet and confer during business hours next week.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct
Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300
Washington, DC 20006
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+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.comn

Sent:Friday, May 31, 2024 7:37 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com) Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathycvittoria@coblentzlaw.com Flood, Laura
<Iflood@coblentzlaw.cormt Dallas, Melissardallas@coblentzlaw.com
Cc:jaf@kenlaw.coknf@kenlaw.comGary I. Smith, JrIGEmith@hausfeld.com Swathi Bojedla

<sbojedla@hausfeld.com
Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Thanks, Hill. Received. I'll confer with Cliff and see if his trial schedule has changed, but as of now,
we won't be available until 9pm pst these next few weeks. Let us know if that may work.

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.com

Sent:Friday, May 31, 2024 2:46 PM

To:Yin, Clifford gyin@coblentzlaw.com Leong, Amberaeong@coblentzlaw.cos Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathycvittoria@coblentzlaw.com) Flood, Laura
<flood@coblentzlaw.comt Dallas, Melissarxdallas@coblentzlaw.com
Cc:jai@kenlaw.conknf@kenlaw.comGary |. Smith, JrIGEmith@hausfeld.cosm Swathi Bojedla

<sbhojedla@hausfeld.com
Subject:[EXTERNAL] Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Counsel,

Please see the attached correspondence. We would also like to get a meet and confer back on the
calendar. Please let us know your availability next week.

Regards,

HILL BRAKEFIELD

Associate
hbrakefield@hausfeld.com
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888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

Not admitted to the DC Bar. Supervised by Partners of the Firm.

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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EXHIBIT D
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From: Leong. Amber
To: Swathi Bojedla; Yin. Clifford; Hill Brakefield; Patch, Richard Vittoria, Cathy; Flood. Laura; Dallas. Melissa
Cc: jaf@kenlaw.com; knf@kenlaw.com; Gary |. Smith, Jr.
Subject: RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH
Date: Wednesday, July 3, 2024 1:32:18 PM
Attachments: image001.png
image002.png
Swathi and Hill —

We wanted to circle back on a few matters from the meet and confer:
1. We anticipate providing our first production set of documents later in July. These documents

consist of documents DISH had produced to the DOJ, CPUC, and other agency investigations,
as they are currently maintained, in DISH'’s systems. As we discussed, this is not a complete
reproduction and we do not take a position as to the relevancy of these documents in the
instant case. Nevertheless, we believe that these documents will be responsive not only to
RFPs 1-4, but may be responsive to some of the other Requests. As stated in the last meet and
confer, it may be helpful for Plaintiffs to review this initial production before we re-visit some
of the other Requests.
a. As you had requested, the general temporal scope of these documents is

approximately Nov. 2020 to November 2021, with a few recent documents as well.

2. As to your question about Boost subscribers, the reason DISH does not have pre-merger or
post-merger subscribers is because, pursuant to the Transition Agreement, the subscriber
data was hosted on T-Mobile’s data system until about mid-2023. Any available data through
that date, if it now exists at all, would be with T-Mobile, not with DISH. It appears that any
customer structured data requests for DISH would only be mid-2023 onwards.

Let us know if you'd like to discuss further. Wishing you both a hapﬁ? elgkend.

Regards,
Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From:Leong, Amber

Sent:Monday, June 10, 2024 12:30 PM

To: Swathi Bojedla <sbojedla@hausfeld.com>; Yin, Clifford <cyin@coblentzlaw.com>; Hill Brakefield
<hbrakefield@hausfeld.com>; Patch, Richard <rpatch@coblentzlaw.com>; Vittoria, Cathy
<cvittoria@coblentzlaw.com>; Flood, Laura <LFlood@coblentzlaw.com>; Dallas, Melissa
<mdallas@coblentzlaw.com>

Cc:jaf@kenlaw.com; knf@kenlaw.com; Gary I. Smith, Jr. <GSmith@hausfeld.com>

Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH
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Thanks, Swathi. That works for me.

Amber Leond Associate
Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.comn

Sent:Monday, June 10, 2024 12:28 PM

To:Leong, Amberateong@coblentzlaw.com Yin, Cliffordgyin@coblentzlaw.com Hill Brakefield
<hbrakefield@hausfeld.cor Patch, Richardgatch@caoblentzlaw.com) Vittoria, Cathy
<cvittoria@coblentzlaw.com Flood, Laura#od@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.conmknf@kenlaw.comGary I. Smith, IrGSmith@hausfeld.com
Subject:[EXTERNAL] RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

I'll send a calendar invite for 2 ET/11 PT, if that works. Feel free to invite anybody else from your
team who can make it. Thank you Amber.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct

Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.comn

Sent:Monday, June 10, 2024 3:22 PM

To: Swathi Bojedlasbojedla@hausfeld.cor Yin, Cliffordcyin@coblentzlaw.com) Hill Brakefield
<hbrakefield@hausfeld.cos Patch, Richardpatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com) Flood, Laural®od@coblentzlaw.com Dallas, Melissa
<mdallas@coblentzlaw.com



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 40 of 236 PagelD #:6281

Cc:jaf@kenlaw.comknf@kenlaw.comGary I. Smith, JIGESmith@hausfeld.com
Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Hi Swathi —

I’'m available to meet and confer later this week, and | am generally open Thursday or Friday. Let me
know if there’s an amenable time conducive to both coasts. | am less familiar with and have less
institutional knowledge than ClIiff or Richard on DISH. However, I've been in discussions with the
client too on the answers to your questions below and will be available to discuss.

I’'m looking forward to moving this along.

Best,
Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.com

Sent:Monday, June 10, 2024 12:11 PM

To: Yin, Clifford syin@coblentzlaw.com Leong, Amberateong@coblentzlaw.cor Hill Brakefield
<hbrakefield@hausfeld.cos Patch, Richardpatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com) Flood, Lauraffood@coblentzlaw.cowt Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.comknf@kenlaw.comGary I. Smith, JrGEmith@hausfeld.com
Subject:[EXTERNAL] RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

CIliff, agree to disagree on whether offering midnight ET as a meet and confer time is a true attempt
to schedule a meet and confer.

We can be available at Amber’s convenience this week to continue our meet and confer efforts. We
would like to know, in particular, what (if any) documents and data remain from the pre-merger
investigation and litigation, as that impacts any pre-merger discovery, and whether Dish is prepared
to provide structured data samples of its customer and plan databases so we can work towards
structured data production. Amber, please let us know what times may work for you.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
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+1 202-540-7150 direct
Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Yin, Clifford gyin@coblentzlaw.com
Sent: Saturday, June 8, 2024 11:43 PM

To: Swathi Bojedlasbojedla@hausfeld.com Leong, Amberateong@coblentzlaw.cosm Hill
Brakefield kbrakefield@hausfeld.cos Patch, Richardgatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com Flood, Laurafod@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.com

Cc:jaf@kenlaw.conknf@kenlaw.comGary I. Smith, JrGSmith@hausfeld.com

Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Swathi:

Thank you for your email and your patience. | know my (and Richard’s) trial schedule is not
an issue or a problem that you created.

We disagree with your statement that DISH has delayed meeting and conferring for months.
In fact, DISH has been offering to meet and confer, repeatedly, over the last several weeks.
While | have not been available to meet and confer during business hours -- because | have
been in trial — | have nevertheless offered to participate in a meet and confer after hours (in
other words, after 14 hours of trial, trial preparation and witness prep sessions) in order to try
to move things along.

You say that there are four other attorneys besides me on Amber’s email. | am not sure to
whom you are referring. Richard Patch is one of my partners but he is in the same trial as me.
Cathy Vittoria and Laura Flood are our respective secretaries.

Next week, | have a partial day of trial testimony on Friday, June 14. | can participate in a
meet and confer on Friday afternoon at 3 pm PT (in addition to after 9 pm PT Monday through
Thursday). If none of those dates and times work for you, then go ahead and have a meet and
confer with just Amber.

Thank you,
Cliff Yin
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Clifford Yin| Partner

Coblentz Patch Duffy & Bass LLP
415-677-5240 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.con

Sent: Thursday, June 6, 2024 10:19 AM

To:Leong, Amberateong@coblentzlaw.com Hill Brakefieldixbrakefield@hausfeld.cos Yin,
Clifford <yin@coblentzlaw.com) Patch, Richardpatch@coblentzlaw.com Vittoria, Cathy
<cvittoria@coblentzlaw.com Flood, Lauralfod@coblentzlaw.com Dallas, Melissa
<mdallas@caoblentzlaw.com

Cc:jaf@kenlaw.coipknf@kenlaw.comGary I. Smith, JrGSmith@hausfeld.com
Subject:[EXTERNAL] RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Amber-

Dish has delayed meeting and conferring for months now. It's not acceptable to wait another few
weeks to re-engage on a subpoena that was served last year. There are four other attorneys from
your firm besides Cliff included in your email. There must be another attorney in your capable firm
who can meet and confer with us to keep these discussions going, to allow us to get some answers
about whether documents and data from the pre-merger litigation exist, and to start producing
structured data samples.

Please provide us a date to meet and confer during business hours next week.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct

Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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From:Leong, Amberateong@-caoblentzlaw.comn

Sent: Friday, May 31, 2024 7:37 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com) Flood, Laura
<Iflood@coblentzlaw.cor Dallas, Melissarxdallas@coblentzlaw.com
Ccjaf@kenlaw.conknf@kenlaw.comGary I. Smith, JrGEmith@hausfeld.cosmn Swathi Bojedla

<sbhojedla@hausfeld.com
Subject:RE: Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Thanks, Hill. Received. I'll confer with Cliff and see if his trial schedule has changed, but as of now,
we won't be available until 9pm pst these next few weeks. Let us know if that may work.

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.com

Sent:Friday, May 31, 2024 2:46 PM

To: Yin, Clifford gyin@coblentzlaw.com Leong, Amberaeong@coblentzlaw.cow Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com Flood, Laura
<Iflood@coblentzlaw.comt Dallas, Melissardallas@coblentzlaw.com
Ccijaf@kenlaw.coknf@kenlaw.comGary I. Smith, JrtGEmith@hausfeld.com Swathi Bojedla

<shojedla@hausfeld.com
Subject:[EXTERNAL] Dale, et al. v. Duetsche Telekom AG, et al. -- Subpoena to DISH

Counsel,

Please see the attached correspondence. We would also like to get a meet and confer back on the
calendar. Please let us know your availability next week.

Regards,

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
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hausfeld.com
Not admitted to the DC Bar. Supervised by Partners of the Firm.

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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EXHIBITE
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From: Leong. Amber
To: Swathi Bojedla; Hill Brakefield; Yin, Clifford; Patch, Richard Flood. Laura, Dallas. Melissa Phan, Kim
Cc: Valdes, Jose
Subject: RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.
Date: Thursday, November 7, 2024 5:15:59 PM
Attachments: image001.png
image002.png

2024-11-07 Letter to Swathi Bojedla re Subpoena to DISH Network LLC-c.pdf

Swathi — please see our response to your O&t.1eger.

Thank you,
Amber

Amber Leond Associate
Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From:Leong, Amber

Sent:Monday, October 28, 2024 12:32 PM

To: Swathi Bojedla <sbojedla@hausfeld.com>; Hill Brakefield <hbrakefield@hausfeld.com>; Yin,
Clifford <cyin@coblentzlaw.com>; Patch, Richard <rpatch@coblentzlaw.com>; Flood, Laura
<LFlood@coblentzlaw.com>; Dallas, Melissa <mdallas@coblentzlaw.com>; Phan, Kim
<kphan@coblentzlaw.com>

Cc:Valdes, Jose <jvaldes@coblentzlaw.com>

Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Thank you, Swathi. Received.

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.comn
Sent:Monday, October 28, 2024 12:11 PM

To:Leong, Amberateong@coblentzlaw.com Hill Brakefieldrbrakefield@hausfeld.cos Yin,
Clifford <yin@coblentzlaw.com) Patch, Richardpgatch@coblentzlaw.com Flood, Laura
<lflood@coblentzlaw.cor Dallas, Melissarxdallas@coblentzlaw.comPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josgwldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.
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Amber, please see the attached correspondence concerning the data fields provided.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct

Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.com
Sent: Friday, October 18, 2024 3:37 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com) Patch,
Richard gpatch@coblentzlaw.com Flood, Laura#ood@coblentzlaw.cory Dallas, Melissa
<mdallas@caoblentzlaw.comPhan, Kimkphan@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.corm Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill:
10:30 am PT, 1:30 PM ET on Thursday, October 24 works for us. Could you please circulate a call-in?

It would facilitate our conversations if, prior to the call, we had some sense of what we would
discuss. | am assuming we will discuss the proposed data fields. If you had any questions about
them, let us know, and we can try to check with DISH beforehand.

We had some questions to discuss as well.

1. Request nos. 8, 10, 14, 16, 17 use the term “affiliate MVNQO’s.” The Subpoena defines
“Affiliate MVNOSs” as “any mobile virtual network operators that provide service using leased
facilities or leased capacity purchased from the T-Mobile US, Inc. or Sprint Corporation mobile
networks between January 1, 2010 and present.” By definition, therefore, the term “Affiliate
MVNO” does not include any MVNO that accesses or purchases capachy3tdimetwork.
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In any case, you keep suggesting that DISH is on an “island,” in other words, different from the other
third party carriers. What MVNO information, if any, has T-Mobile or AT&T agreed to provide?

2. Request No. 15 relates to pricing for retail mobile wireless plans since 2017. DISH did not
provide retail mobile services going back that far (as you know), and it acquired the prepaid wireless
accounts from T-Mobile as part of the merger. What documents have you obtained, if any, from T-
Mobile — the actual party in this case -- related to their pricing of those prepaid plans prior to the
merger? What do you think you can obtain from DISH that you cannot obtain from T-Mobile?

Thank you,

Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.com

Sent: Thursday, October 17, 2024 3:39 PM

To: Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Flood, Laura#ood@coblentzlaw.cory Dallas, Melissa
<mdallas@caoblentzlaw.comPhan, Kimkphan@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.corm Valdes, Josevaldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

We are available to meet and confer on Thursday (10/24) 1-3pm (EDT). Let us know your availability
during that window, and | can circulate a calendar invite. We will address the numerous inaccuracies in
your email in separate correspondence.

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com
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This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.comn

Sent: Thursday, October 17, 2024 5:07 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com) Patch,
Richard gpatch@coblentzlaw.com Flood, Lauralfood@coblentzlaw.cort Dallas, Melissa
<mdallas@caoblentzlaw.comPhan, Kimkphan@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.corm Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill:

As we discuss in more detail below, we vehemently disagree with the statements you make in your
October 15, 2024 email. From the beginning of this matter, DISH has continually worked in good
faith to locate and produce documents, meet and confer, and answer your questions. DISH is the
first third-party to have produced documents; DISH has now made multiple document productions;
and this week, it will provide its proposed data fields even though you never responded to its
request to meet and confer beforehand.

You indicated you are available to meet and confer today and tomorrow. We are not available. We
suggest that you review our proposed date fields and then set up a meet and confer thereafter. We
are available Thursday, October 24 or early the week of October 28.

Contrary to your assertions, DISH has not failed to respond, has not delayed and has not abused the
meet and confer process. You cite no specifics, and you cannot. Every step of the way, DISH has
gone above and beyond. It is Plaintiffs, not DISH, who have delayed.

o0 On February 2, 2024, DISH served its responses to the subpoena but did not hear
anything from Plaintiffs until nearly a month later (February 27).

o During a March 14, 2024 meet and confer call, Plaintiffs counsel acknowledged that
the subpoena was very broad and agreed to send a letter narrowing certain
requests by March 21, 2024. We did not receive that letter until two months later,
on May 31, 2024.

o On March 27, 2024, following Judge Durkin issuing his ruling granting T-Mobile’s
motion to seek an interlocutory appeal and noting the burdensome discovery
obligations on non-parties, DISH reached out to your office. Plaintiffs waited an
entire month, until April 24, 2024, to respond.

o During a June 13, 2024 meet and confer, Plaintiffs’ counsel stated they would
provide structured data fields exemplars. We did not receive what data fields T-
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Mobile was producing in this case until September 19, 2024 (three months later).

0 On September 27, we agreed to provide proposed data fields and asked for a meet
and confer on October 3 and 4. We did not hear from you until three weeks later
(on October 15, 2024).

Your delays are coupled with constantly shifting positions.

o During an August 1, 2024 meet and confer, your focus related to pre-merger data
for Boost Mobile. You then shifted focus to obtaining data rtivar DISH entities
separate from the T-Mobile and Sprint merger.

o In connection with a September 6, 2024 meet and confer, DISH was prepared to
meet and confer about several of your questions (about DISH’s subscriber data,
pre-merger documents, and our positions on the various Requests), but in that
meet and confer, you shifted focus again stating there was never a formal response
to the May 31, 2024 letter (raised for the first time).

0 On September 19, 2024, your focus was on obtaining proposed data fields from
DISH. We responded that we would provide those proposed data fields (and made
a second document production that included pre-merger documents), but your
most recent email does not discuss those data fields at all.

As to your contention that we have not responded to the May 31, 2024 letter, we disagree with

that. We have discussed that letter several times in our meet and confer discussions, and it was our
belief that we would continue those meet and confer discussions after you had reviewed our
productions. We are certainly not at an impasse, as you claim.

Nor did that May 31, 2024 letter appear to refine and narrow the saspeDISH and appears to

be generically applied to all non-parties. For example, DISH informed Plaintiffs there are few pre-
merger documents given that DISH was not a mobile wireless carrier until after the merger.
Nevertheless, the letter continues to seek out broad document requests, all of which are not limited
in temporal scope continue to go back to 2011 with the exception of RFP No. 11. As yet another
example, the revised Request No. 15 asks for, inter alia, pricing plans and customer feedback since
2017—this did not exist for DISH.

On another issue, we do want to make a few points clear. In your May 31, 2024 letter, you asked us
to provide an update on whether DISH possesses responsive documents to several requests,
including Request Nos. 35 and 36. With regard to request no. 35 (“All documents provided to,
transmitted to, received from, or concerning Plaintiffs”), you should have any documents (if they
exist), and since, to our knowledge, none of the plaintiffs were ever customers of DISH, we have no
way of locating those documents without doing a company-wide search, which we will not do and
are not required to do. The same is true for that portion of document request no. 36 that seeks
communications with class members, who are, by definitiotDISH customers.



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 51 of 236 PagelD #:6292

It appears premature to certify our responses at this point when Plaintiffs have not clarified their
requests, which still appear overly broad and unduly burdensome on DISH. This is particularly
significant after Judge Cole’s order emphasizing burden and proportionality given that this merger
has been approved and vetted, and Plaintiffs are not entitled to “a lot of discovery” merely because
the merger is “fishy.” ECF No. 206 at 6. “[JJust because counsel . . . insist[s] that there are 50 or 60
stones to be looked under, does not mean [you] get to look under every one of tlieiat’s.

Please let us know when you want to meet and confer after reviewing our proposed data fields.
Thank you,
Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.con

Sent: Thursday, October 17, 2024 8:58 AM

To:Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@caoblentzlaw.com) Flood, Laura
<lflood@coblentzlaw.cor Dallas, Melissarxdallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com Valdes, Josevaldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Counsel, please let us know your availability for the meet and confer to discuss DISH’s structured data.

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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From: Hill Brakefield sbrakefield@hausfeld.comn
Sent: Tuesday, October 15, 2024 5:47 PM

To: Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com) Flood, Laura
<lflood@coblentzlaw.cor Dallas, Melissardallas@coblentzlaw.comn

Cc:Swathi Bojedlasbojedla@hausfeld.corm Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Amber,

Apologies for the delayed response; | was out of the country when you sent this, and it got lost in my
backlog of emails. We are available to meet and confer this week on Thursday (10/17) 2:30-3:30pm or
Friday (10/18) 10:00am-4pm. Please let us know which works for you and | will circulate a calendar invite.

Please also be prepared to discuss DISH’s supplemental document production. Specifically, are the 79
documents DISH produced on September 27, 2024, the only remaining documents in DISH’s possession,
custody, or control which are responsive to Plaintiffs’ Subpoena Request Nos. 1-57? If DISH possesses
any additional documents responsive to the full scope of those requests, please be prepared to explain
the continued withholding of those documents.

We also still have not received a response to the letter Swathi sent five months ago proposing to narrow
certain of Plaintiffs’ Requests to accommodate DISH’s objections. The lack of response at this juncture—
particularly after we voiced our concern about the lack of a response in the parties’ September 6 meet
and confer and again in my September 19 email—can only be interpreted as a refusal to engage with
Plaintiffs to resolve the parties’ dispute. This puts DISH on an island as the only third-party unwilling to
negotiate a resolution to its subpoena.

As we explained during our meet and confer last month, a process whereby DISH produces a trickle of
documents and then expects Plaintiffs to further discuss the scope of their Requests after each
production is untenable. That only serves to introduce delay in this case, and it is an abuse of the meet
and confer process. We are at an impasse and will proceed with seeking judicial enforcement of the
subpoena.

Regards,

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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From:Leong, Amberateong@-caoblentzlaw.comn
Sent: Friday, September 27, 2024 5:27 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com) Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com) Flood, Laura
<Iflood@coblentzlaw.cor Dallas, Melissarxdallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill:
Thank you for your email.

This email was the first time that you provided to us the data fields that T-Mobile is apparently
producing in this case. It appears that you provided those data fields to the other third parties
earlier for some reason.

Given your email, it seems like your first priority is receiving from DISH proposed data fields. We will
agree to provide proposed data fields but need to meet and confer with you about them. How
about a meet and confer call on either Thursday, October 3 or Friday, October 4

We are also producing a second production today with BatedDN8id00004149— DISH00006252.
Please note that those tagged Highly Confidential have also been tagged AEO. You can find them as
follows:

BOX LINKhattps://coblentzlaw.box.com/s/0fc98c96ksmmbur54zf6c3tqusgc7sh&ou will receive
a password to open the zip file in a separate email from our team shortly.

Thank you,

Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.comn
Sent: Thursday, September 19, 2024 1:08 PM

To: Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
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Richard spatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com Flood, Laura
<flood@coblentzlaw.cori Dallas, Melissaxxdallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com
Subject:[EXTERNAL] Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Counsel,

T-Mobile granted us permission to share with you on an outside counsel only basis the data fields it is
producing in this case. The attached, Highly Confidential data dictionary lists those fields. We hope this
will guide you as you work with DISH to pull the data responsive to Plaintiffs’ requests.

We have either already received or anticipate shortly receiving data samples from the other third parties
to which we issued subpoenas. DISH remains the lone party that has not meaningfully engaged in
discussions to the resolve Plaintiffs’ outstanding subpoenas.

We are disappointed that we still do not have a response on the narrowing Plaintiffs’ proposed on May
31. If DISH would like to avoid the costs of court intervention, please provide us with a data sample by the
end of this month. Further delay—particularly considering the progress seen from other third parties—is
highly prejudicial to Plaintiffs.

Regards,

HILL BRAKEFIELD

Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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Clifford E. Yin
D (415) 677-5240
cyin@coblentzlaw.com

November 7, 2024

VIA ELECTRONIC MAIL ONLY

Swathi Bojedla, Esq.
HAUSFELD LLP

888 16th Street NW, Suite 300
Washington D.C. 20006
sbojedla@hausfeld.com

Re: Subpoena to DISH in _Dale et al. v. Deutsche Telekom AG , No. 1:22-cv-03189
(N.D. llI.): Structured Data

Dear Swathi:
We write in response to your October 28, 2024 letter.

You have asked DISH to provide a data sample. DISH is happy to do so and can do so
within 10 days of the parties’ executing a data security agreement. DISH will not insist that such
agreement be part of any protective order, but because the sample of structured data (“Data
Sample”) — and eventually the full structured data -- contains highly confidential personally
identifiable information (“PI11”) and highly proprietary information, DISH needs to ensure that
whomever on your side! has access to this Data Sample and has in place what DISH believes
to be standard and basic data security protocols. We understand that you have been
discussing the terms of such a data security agreement with other third parties. To facilitate and
expedite our discussions on that topic, we are willing to agree to those same terms, which we
include below.

a. Physical Access Control: Reasonably preventing unauthorized
persons from gaining access to Confidential or Highly Confidential
Information;

b. Logical Access Control: Reasonably preventing Confidential or

Highly Confidential Information from being used without
authorization, including, but not limited to, the use of passwords;

C. Data Access Control: Reasonably ensuring that persons entitled to

1 This would include any individual or organization that will be receiving any Structured Data
containing PII, including, but not limited to, Hausfield, Hausfield’s experts and consultants, and
whomever else Plaintiffs’ counsel transmits the Structured Data.
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November 7, 2024
Page 2

use Confidential or Highly Confidential Information gain access only
to such Confidential or Highly Confidential Information as they are
entitled to access in accordance with their access rights, and that,
in the course of processing or use and after storage, Confidential or
Highly Confidential Information cannot be read, copied, modified or
deleted without authorization.

d. Data Transfer Control: Reasonably ensuring that Confidential or
Highly Confidential Information cannot be read, copied, modified or
deleted without authorization during electronic transmission,
transport or storage on storage media, and that the target entities
for any transfer of Confidential or Highly Confidential Information by
means of data transmission facilities can be established and
verified.

e. Entry Control: Reasonably ensuring the establishment of an audit
trail to document whether and by whom Confidential or Highly
Confidential Information have been entered into, modified in, or
removed from Confidential or Highly Confidential Information
processing systems.

f. Control of Instructions: Reasonably ensuring that Confidential or
Highly Confidential Information are processed solely in accordance
with instructions from the Receiving Party or its Counsel.

2. Information Security Program: A Receiving Party and its authorized
designees entitled to handle Confidential or Highly Confidential Information
must:

a. Establish and maintain an information security program that is
designed: (i) to ensure the security and confidentiality of
Confidential or Highly Confidential Information; (ii) to protect against
any anticipated threats or hazards to the security or integrity of
Confidential or Highly Confidential Information; (iii) to protect
against unauthorized access to, or use of, Confidential or Highly
Confidential Information; (iv) to ensure the proper disposal of
Confidential or Highly Confidential Information; and (v) to ensure
that all Contractors of the Receiving Party, if any, comply with all of
the foregoing. In no case shall the safeguards of the information
security program be less stringent than then-current industry
standard good practices as defined in the ISO 27001, NIST 800-53
“Moderate,” or Cobit 5 control frameworks. To the extent a
Receiving Party does not have a written information security
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program, it may comply with this provision by having the
Confidential or Highly Confidential Information hosted and
managed by an eDiscovery vendor or another provider that
maintains a compliant information security program.

Maintain Confidential or Highly Confidential Information in
electronic format in a secure litigation support site(s) that applies
standard industry practices regarding data security, including but
not limited to application of access control rights to those persons
entitled to access Confidential or Highly Confidential Information
under this Order;

Employ continuous threat monitoring tools and practices designed
to detect and address potential security threats in real time. These
practices shall include regular scanning of networks, applications,
and systems for vulnerabilities; continuous monitoring of system
logs, event data, and user activities for anomalous or suspicious
behavior; the use of advanced threat detection technologies such
as Endpoint Detection and Response (EDR) and Security
Information and Event Management (SIEM) tools to proactively
identify and mitigate threats.

Maintain an effective Intrusion Detection System (IDS) and
Intrusion Prevention System (IPS) to continuously monitor all
networks, systems, and environments where sensitive information
is stored, transmitted, or processed. This system must monitor
network traffic for unauthorized access attempts, unusual activity,
and potential breaches; utilize signature-based and anomaly-based
detection mechanisms to identify potential threats; and generate
alerts for suspicious activity, which must be promptly investigated
and remediated.

Ensure that all access, transmission, and modification of sensitive
data are auditable. This includes maintaining detailed audit logs of
all data access, processing activities, and security incidents;
ensuring that logs include information on the user, time of access,
and the specific actions taken; preserving audit logs for at least five
(5) years or until the conclusion of the litigation, whichever is longer.

Employ encryption methods compliant with Federal Information
Processing Standards (FIPS) to protect the confidentiality and
integrity of sensitive information. Data must be encrypted both at
rest and in transit. Data at rest (stored on physical or electronic
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media or any system) shall be encrypted using Advanced
Encryption Standard (AES) with a key size of at least 256 bits. Data
in transit shall be encrypted using Transport Layer Security (TLS)
1.2 or higher. When transmitting, discussing, or excerpting any
portion of data received for this matter, Parties and designees shall
use secure and encrypted channels used for business purposes;
they shall not transmit, discuss, or store any information related to
this data on unsecured or personal communication channels.

Maintain any Confidential or Highly Confidential Information that exists in
hard-copy format in a secure location with access limited to persons
entitled to access Confidential or Highly Confidential Information.

Furthermore, the Sample and any other Structured Data containing PII
must be maintained in a distinct database, separate from any other
documents, including those produced by a Producing Party in a separate
litigation. A Receiving Party may not co-mingle Protected Material with
materials from any other litigation or matter. A Receiving Party may not
upload or input any Protected Material, including excerpts from Protected
Material, into any generative artificial intelligence system (e.g. ChatGPT,
Google Bard, etc.). The obligations and restrictions of this paragraph apply
even where the data or the Protected Material has been anonymized.

Outside Counsel Attorney Eyes’ Only: Limit the Structured Data and the
Sample to only outside counsel attorneys (and any consultants and
vendors who have also agreed to these terms). This includes but is not
limited to Outside Counsel only of Defendant T-Mobile.

When you confirm these terms are acceptable, we can prepare an agreement that

contains them.

In your October 28, 2024 letter, you had some initial questions about the proposed data
fields. We think many, if not all, of your questions will be answered when you review the Data
Sample. Nevertheless, to facilitate our conversations, we answer your questions below.

1. Base Plan Description: As you will see when you review the Data Sample, this

field contains a description of the subscriber’s core/base retail wireless

plan. Example value: “Unlimited Data, Talk & Text + 12GB/mo. Hotspot Each
Line for up to 5 Lines (TI);” or $50 Unlimited Data, Talk & Text + 40GB of 5G/4G
Data Each Line for up to 5 Lines (TI).”

2. Value Added Services: As you will see when you review the Data Sample, the

charges made to subscribers for all services (base plan plus value added
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services) will be included in specific data fields, including “Transaction Type,”
which include categories for charges in other fields including “Product Name”
(which will include Value Added Services such as Device Insurance), “Product
Description,” and “Transaction Amount.”

3. Combined Statistical Area: Combined Statistical Area is a geographic footprint
that DISH derives internally from the NPA+NXX (i.e., area code and next three
digits) of the subscriber’'s phone number. Example values might include:
“Jacksonville”; “East Texas”; or “West Virginia”. It is unrelated to
CMA. However, as discussed further below, because the data was pulled from
different data bases, the code names may have been modified. In lieu of a field
for Combined Statistical Area, there is a field for zip codes instead.

4, Base Plan Code: This field contains a unique identifier for the subscriber’s
core/base retail wireless plan. Example value: “000072”.

5. Account Funds Balance: The “funds bucket” is a dollar amount of funds that the
customer has put into their account that can be used to pay any amount owed to
Boost. Because the majority of Boost customers are in a prepaid billing model,
there is a natural separation of charges and payments. Customers can place
funds into their Boost account “fund bucket” whenever they wish and Boost will
use those funds to pay any bills that are generated.

6. Account Credit Balance: The “credit bucket” is a dollar amount of Boost-issued
credits, e.g., from customer service or marketing promotions. It is available to
customers to pay any amount owed to Boost but is tracked separately from the
“funds bucket” for accounting purposes.

7. Network Provider Name: The Network Provider Name field will show the network
on which a Boost subscriber has been provisioned.

A Boost subscriber may be provisioned on the AT&T, T-Mobile, or DISH 5G
Network, depending on a number of factors, including device, SIM card, and
geographic location. As DISH continues its 5G network deployment and
commercializes and grows customer traffic on its 5G Network, DISH has
operated Boost primarily as a mobile virtual network operator (MVNO) and is
transitioning to a mobile network operator (MNO). Boost subscribers that have
compatible devices and SIM cards with its 5G Network in markets where it has
reached voice over new radio (“VoNR”) are provisioned on the DISH 5G network.
Under DISH's “Intelligent Provisioning” system for accounting, the DISH 5G
Network is referred to as “MNOIP” because DISH is operating as an MNO with
respect to those customers. “MNOIP” has the same definition across data
elements and refers to customers provisioned to DISH’s 5G
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10.

11.

12.

Network. Subscribers will remain provisioned on the same network regardless of
their location/roaming.

Under its Master Network Services Agreement with T-Mobile and Network
Services Agreement with AT&T, DISH may activate Boost customers who are not
eligible for provisioning on the DISH 5G network onto the AT&T or T-Mobile
networks for MVNO services. The “Network Provider Name” field for those
customers will illustrate which network (T-Mobile or AT&T) the customer’s SIM
card is assigned to and the “IP Network Name” will illustrate which network the
customer is assigned to for accounting purposes under DISH’s agreements with
AT&T and T-Mobile, respectively. In practice, those values will be the same.

IP_Network Name: As discussed above, IP Network Name refers to “Intelligent
Provisioning,” an internal designation that Boost uses for accounting purposes. It
will be the same as “Network Provider Name.” IMSI is a unique hash identifier for
the subscriber on the assigned network.

IMSI: See response to Questions 7 and 8, above. IMSI is a unique identifier for
a subscriber on their assigned network.

SUBSCRIBER CREATION DATE & MIGRATED FROM TSA FLAG: “DOP”
stands for “Digital Operator Platform.” It is the internal name that Boost uses for
the technology stack that was developed by DISH to operate DISH’s Retail
Wireless business. The terminology is used to distinguish the platform in
opposition to “TSA,” or “Transition Services Agreement,” which refers to the
legacy Sprint systems that were operating Boost on DISH’s behalf until the TSA
was terminated on July 1, 2023.

GENESIS FLAG: “Project Genesis” refers to a specific service plan first launched
in 2022 in select cities where DISH’s 5G network was available for data service.
For more information, see https://www.genesis5g.com/.

WHOLESALE PLAN CODE: This is a subscriber-level identifier for customers
that Boost services on an MVNO basis that illustrates how DISH is billed for the
subscriber based on the wholesale MVNO agreements in place with T-Mobile or
AT&T. Example value: “QCI-9 PPU".

The Data Sample extracts a randomized sample of Boost Mobile subscribers from June
1, 2023 to October 31, 2024. The Data Sample will consist of five different sheets (since the
information is maintained in different systems) that have a total of 72 separate fields. The
sheets are organized in the following groups of information: subscriber data; account data;
value added services data; bill ledger of the account; and usage data. Because of how the Data
is stored and extracted, the Data Sample fields are not an exact match with the Data Dictionary.
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For example, the fields labeled Combined Statistical Area, Genesis Flag, and IP Network Name
in the Data Dictionary will not appear as specifically identified columns; that information will be
contained in different columns. There is a column specifically for zip codes which addresses the
Combined Statistical Area field; Genesis is reflected in plan descriptions if a Boost Mobile
subscriber has opted into this type of plan; and IP Network Name is covered in Network
Provided Name (as discussed above in Responses to Questions 7 & 8).

Conversely and relatedly, because the sheets were pulled from different systems, there
are additional fields or modified field names not contained in the Data Dictionary that we have
included because we believe it is responsive to the Subpoena, including VAS Plan Code, VAS
Plan Name, VAS Product, and Subscription Offer Status. Similarly, while we previously listed
“Purchase Channel” and “Retail Store ID” as fields, the Data Sample will instead have fields for
“First Purchase Order Channel” and “First Purchase Order Location ID.”

We believe that, except as specified below, the information contained in the Data
Sample contains the majority of the information that we understand you are requesting in
Document Request No. 21 for the time period specified above, and that you will be able to
obtain the vast majority of the information requested in Document Request Nos. 24 and 25 from
the full set of structured data for the time period specified above. If they do not, we are happy to
discuss what information you think is missing.

You asked what information will not be included in the Data Sample. The Data Sample
will not include subscriber name (we are anonymizing the Data Sample) or subscriber age (for
pre-paid customers, DISH does not collect that information during the sign-up period, and for
post-paid customers, that information, if collected at all for credit check purposes, is not
maintained with other subscriber data). In place of subscriber name and number, we will
provide a unique identifier for a subscriber so that you can determine it as a separate subscriber
and a separate account. The Data Sample will not include details of each specific plan opted
into by each subscriber, as that is publicly available information and readily attainable by
Plaintiffs and is not regularly maintained with the information that will be provided with the Data
Sample.

Very truly yours,

Clifford E. Yin
CEY:laf

cc: Amber Leong
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From: Leong. Amber

To: Hill Brakefield; Swathi Bojedla; Yin. Clifford; Patch. Richard Flood. Laura; Dallas, Melissg Phan. Kim; Renner
Walker

Cc: Valdes. Jose

Subject: RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Date: Friday, December 13, 2024 7:55:39 PM

Attachments: image001.png
image002.png

DRAFT] Non-Party DISH_Plaintiffs Data Security Agreement-c.docx
2023 10 23 Amended Final Judgment - USA v TMO (4869-6467-7770.1) (3)-c.pdf

Hill:

Thanks for your redlines. DISH is amenable to the edits and accepted them wholesale. We
have provided some additional redlines as follows: (a) because your version deleted
governing definitions, we have added a footnote harmonizing the terms here with the
operative Protective Order; (b) separately, as you may know, there is a governing Amended
Final Judgment in the New York case (attached herein for your reference) that

imposes Firewall Procedures prohibiting T-Mobile and DISH from transmitting competitive
information to each other.

The structured data sample along with possible future productions fall under the category of
competitive information governed by the Amended Final Judgment (see attached at section
XXIII titled “Firewall”). We need to therefore discuss with T-Mobile the firewall protections
that must be in place before they have access to any additional competitive information that
DISH may produce. In the interests of time, we are willing to provide this information to you
now — before we have had those discussions with T-Mobile — on the condition that you do not
provide access to this data to anyone at T-Mobile, including, but not limited to, their inhouse
or outside counsel, until we have notified you that we have resolved the firewall issue with T-
Mobile. Consistent with DISH’s obligations under the Final Amended Judgment, we added
provisions ensuring that Hausfeld will not produce this competitive information to T-Mobile
until those issues are resolved.

Please let us know if you have any further questions. If there are no further edits, feel free to
execute the final for us to sign. Thanks and hope you have a great weekend.

Amber
Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield <hbrakefield@hausfeld.com>

Sent: Tuesday, December 10, 2024 7:28 AM

To:Leong, Amber <aleong@coblentzlaw.com>; Swathi Bojedla <sbojedla@hausfeld.com>; Yin,
Clifford <cyin@coblentzlaw.com>; Patch, Richard <rpatch@coblentzlaw.com>; Flood, Laura
<Iflood@coblentzlaw.com>; Dallas, Melissa <mdallas@coblentzlaw.com>; Phan, Kim
<kphan@coblentzlaw.com>; Renner Walker <rwalker@hausfeld.com>

Cc:Valdes, Jose <jvaldes@coblentzlaw.com>
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Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Amber,

Attached is a revised draft consistent with what Plaintiffs indicated they could agree to with AT&T. Please
let us know if we can finalize this version.

Best,

HILL BRAKEFIELD

Associate
hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.comn

Sent: Tuesday, December 3, 2024 1:28 PM

To: Hill Brakefield kbrakefield@hausfeld.cor Swathi Bojedlaskojedla@hausfeld.com Yin,
Clifford <vin@coblentzlaw.com) Patch, Richardgatch@coblentzlaw.com) Flood, Laura
<Iflood@coblentzlaw.comt Dallas, Melissardallas@coblentzlaw.cornPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josewaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill — we hope you and your team had a pleasant Thanksgiving holiday. See attached the draft data
security agreement memorializing the data security standards. Let us know if you have any changes,
if not, our team can finalize and send over for docusign. Once executed, we’ll provide the structured
data on an AEO outside counsel basis within 10 business days.

Regards,
Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800
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This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From:Leong, Amber

Sent:Wednesday, November 27, 2024 11:32 AM

To: Hill Brakefield kbrakefield@hausfeld.cor Swathi Bojedlaskojedla@hausfeld.com Yin,
Clifford <vin@coblentzlaw.com) Patch, Richardgatch@coblentzlaw.com Flood, Laura
<LFlood@coblentzlaw.cemDallas, Melissarxdallas@coblentzlaw.cornPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josgwaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill — thanks for your response yesterday to our NBuetter. As the letter stated, and as you

alluded to in your email, the proposed security data standards in our letter should be consistent with
(if not identical) to those negotiated with other non-parties so we are hopeful this is a non-issue for
Plaintiffs. Our goal is to have a stop-gap measure and quickly get you the structured data while
parties are negotiating amending the protective order. Our client is out of the office this week for
the holidays and will not be back until next week so we will revert a draft for your review then.

And, as we stated previously, once executed, we will provide the structured data on an outside
counsel AEO basis in ten business days after execution of agreement. Thanks and happy holidays.

Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.com

Sent: Tuesday, November 26, 2024 10:55 AM

To: Leong, Amberateong@coblentzlaw.corm Swathi Bojedlaskojedla@hausfeld.cosm Yin,
Clifford <vin@coblentzlaw.com) Patch, Richardgatch@coblentzlaw.com) Flood, Laura
<lflood@coblentzlaw.cort Dallas, Melissarxdallas@coblentzlaw.camPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josgwaldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Amber,

Thank you for responding to our questions about the data dictionary DISH produced. We will let you know
if we have follow-up questions.

With respect to the data security agreement, DISH had never raised data security protocols as a reason
for withholding data samples. This is clearly just another delay tactic.
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However, we are negotiating the scope of amendments to the protective order with T-Mobile to include
some data security provisions that a more cooperative third party requested. We will keep you updated as
those negotiations progress. If executing a standalone agreement in the meantime will end DISH’s
obstruction, we are happy to execute one. Please send us a draft for consideration.

Regards,

HILL BRAKEFIELD

Associate
hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.comn
Sent: Thursday, November 7, 2024 6:16 PM

To: Swathi Bojedlasbojedla@hausfeld.cor Hill Brakefieldixbrakefield@hausfeld.com Yin,
Clifford <vin@coblentzlaw.com) Patch, Richardgatch@coblentzlaw.com) Flood, Laura
<lflood@coblentzlaw.cory Dallas, Melissardallas@coblentzlaw.comPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josgwaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Swathi — please see our response to your O&t.1ager.

Thank you,
Amber

Amber Leond Associate
Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From:Leong, Amber
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Sent:Monday, October 28, 2024 12:32 PM

To: Swathi Bojedlasbojedla@hausfeld.cor Hill Brakefieldixbrakefield@hausfeld.com Yin,
Clifford <vin@coblentzlaw.com) Patch, Richardgatch@coblentzlaw.com) Flood, Laura
<LFlood@coblentzlaw.comDallas, Melissarxdallas@coblentzlaw.cornPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josewaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Thank you, Swathi. Received.

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Swathi Bojedlasbojedla@hausfeld.com

Sent:Monday, October 28, 2024 12:11 PM

To: Leong, Amberateong@coblentzlaw.corm Hill Brakefieldrbrakefield@hausfeld.cos Yin,
Clifford <yin@coblentzlaw.com Patch, Richardpgatch@coblentzlaw.com Flood, Laura
<Iflood@coblentzlaw.comt Dallas, Melissardallas@coblentzlaw.cormPhan, Kim
<kphan@coblentzlaw.com

Cc:Valdes, Josgwaldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Amber, please see the attached correspondence concerning the data fields provided.

SWATHI BOJEDLA
Partner

sbojedla@hausfeld.com
+1 202-540-7150 direct

Pronouns: she/her/hers

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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From:Leong, Amberateong@-caoblentzlaw.comn
Sent:Friday, October 18, 2024 3:37 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Flood, Laura#ood@caoblentzlaw.cory Dallas, Melissa
<mdallas@caoblentzlaw.comPhan, Kimkphan@caoblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill:
10:30 am PT, 1:30 PM ET on Thursday, October 24 works for us. Could you please circulate a call-in?

It would facilitate our conversations if, prior to the call, we had some sense of what we would
discuss. | am assuming we will discuss the proposed data fields. If you had any questions about
them, let us know, and we can try to check with DISH beforehand.

We had some questions to discuss as well.

1. Request nos. 8, 10, 14, 16, 17 use the term “affiliate MVNQO’s.” The Subpoena defines
“Affiliate MVNOSs” as “any mobile virtual network operators that provide service using leased
facilities or leased capacity purchased from the T-Mobile US, Inc. or Sprint Corporation mobile
networks between January 1, 2010 and present.” By definition, therefore, the term “Affiliate
MVNOQO” does not include any MVNO that accesses or purchases capacyjStaimetwork.

In any case, you keep suggesting that DISH is on an “island,” in other words, different from the other
third party carriers. What MVNO information, if any, has T-Mobile or AT&T agreed to provide?

2. Request No. 15 relates to pricing for retail mobile wireless plans since 2017. DISH did not
provide retail mobile services going back that far (as you know), and it acquired the prepaid wireless
accounts from T-Mobile as part of the merger. What documents have you obtained, if any, from T-
Mobile — the actual party in this case -- related to their pricing of those prepaid plans prior to the
merger? What do you think you can obtain from DISH that you cannot obtain from T-Mobile?

Thank you,

Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.
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From: Hill Brakefield kbrakefield@hausfeld.com

Sent: Thursday, October 17, 2024 3:39 PM

To: Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Flood, Laurd#ood@caoblentzlaw.cory Dallas, Melissa
<mdallas@caoblentzlaw.comPhan, Kimkphan@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.corm Valdes, Josevaldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

We are available to meet and confer on Thursday (10/24) 1-3pm (EDT). Let us know your availability
during that window, and | can circulate a calendar invite. We will address the numerous inaccuracies in
your email in separate correspondence.

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.com
Sent: Thursday, October 17, 2024 5:07 PM

To: Hill Brakefield kbrakefield@hausfeld.cor Yin, Cliffordeyin@coblentzlaw.com) Patch,
Richard fpatch@coblentzlaw.com Flood, Laura#ood@caoblentzlaw.cory Dallas, Melissa
<mdallas@caoblentzlaw.cormPhan, Kimkphan@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill:

As we discuss in more detail below, we vehemently disagree with the statements you make in your
October 15, 2024 email. From the beginning of this matter, DISH has continually worked in good
faith to locate and produce documents, meet and confer, and answer your questions. DISH is the
first third-party to have produced documents; DISH has now made multiple document productions;
and this week, it will provide its proposed data fields even though you never responded to its
request to meet and confer beforehand.
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You indicated you are available to meet and confer today and tomorrow. We are not available. We
suggest that you review our proposed date fields and then set up a meet and confer thereafter. We
are available Thursday, October 24 or early the week of October 28.

Contrary to your assertions, DISH has not failed to respond, has not delayed and has not abused the
meet and confer process. You cite no specifics, and you cannot. Every step of the way, DISH has
gone above and beyond. It is Plaintiffs, not DISH, who have delayed.

o On February 2, 2024, DISH served its responses to the subpoena but did not hear
anything from Plaintiffs until nearly a month later (February 27).

o During a March 14, 2024 meet and confer call, Plaintiffs counsel acknowledged that
the subpoena was very broad and agreed to send a letter narrowing certain
requests by March 21, 2024. We did not receive that letter until two months later,
on May 31, 2024.

o On March 27, 2024, following Judge Durkin issuing his ruling granting T-Mobile’s
motion to seek an interlocutory appeal and noting the burdensome discovery
obligations on non-parties, DISH reached out to your office. Plaintiffs waited an
entire month, until April 24, 2024, to respond.

o During a June 13, 2024 meet and confer, Plaintiffs’ counsel stated they would
provide structured data fields exemplars. We did not receive what data fields T-
Mobile was producing in this case until September 19, 2024 (three months later).

0 On September 27, we agreed to provide proposed data fields and asked for a meet
and confer on October 3 and 4. We did not hear from you until three weeks later
(on October 15, 2024).

Your delays are coupled with constantly shifting positions.

o During an August 1, 2024 meet and confer, your focus related to pre-merger data
for Boost Mobile. You then shifted focus to obtaining data rtivar DISH entities
separate from the T-Mobile and Sprint merger.

o0 In connection with a September 6, 2024 meet and confer, DISH was prepared to
meet and confer about several of your questions (about DISH’s subscriber data,
pre-merger documents, and our positions on the various Requests), but in that
meet and confer, you shifted focus again stating there was never a formal response
to the May 31, 2024 letter (raised for the first time).

o0 On September 19, 2024, your focus was on obtaining proposed data fields from
DISH. We responded that we would provide those proposed data fields (and made
a second document production that included pre-merger documents), but your
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most recent email does not discuss those data fields at all.

As to your contention that we have not responded to the May 31, 2024 letter, we disagree with

that. We have discussed that letter several times in our meet and confer discussions, and it was our
belief that we would continue those meet and confer discussions after you had reviewed our
productions. We are certainly not at an impasse, as you claim.

Nor did that May 31, 2024 letter appear to refine and narrow the saspgeDISH and appears to

be generically applied to all non-parties. For example, DISH informed Plaintiffs there are few pre-
merger documents given that DISH was not a mobile wireless carrier until after the merger.
Nevertheless, the letter continues to seek out broad document requests, all of which are not limited
in temporal scope continue to go back to 2011 with the exception of RFP No. 11. As yet another
example, the revised Request No. 15 asks for, inter alia, pricing plans and customer feedback since
2017—this did not exist for DISH.

On another issue, we do want to make a few points clear. In your May 31, 2024 letter, you asked us
to provide an update on whether DISH possesses responsive documents to several requests,
including Request Nos. 35 and 36. With regard to request no. 35 (“All documents provided to,
transmitted to, received from, or concerning Plaintiffs”), you should have any documents (if they
exist), and since, to our knowledge, none of the plaintiffs were ever customers of DISH, we have no
way of locating those documents without doing a company-wide search, which we will not do and
are not required to do. The same is true for that portion of document request no. 36 that seeks
communications with class members, who are, by definitiotDISH customers.

It appears premature to certify our responses at this point when Plaintiffs have not clarified their
requests, which still appear overly broad and unduly burdensome on DISH. This is particularly
significant after Judge Cole’s order emphasizing burden and proportionality given that this merger
has been approved and vetted, and Plaintiffs are not entitled to “a lot of discovery” merely because
the merger is “fishy.” ECF No. 206 at 6. “[J]ust because counsel . . . insist[s] that there are 50 or 60
stones to be looked under, does not mean [you] get to look under every one of tleiat’s.

Please let us know when you want to meet and confer after reviewing our proposed data fields.
Thank you,

Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP

415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infbymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.comn
Sent: Thursday, October 17, 2024 8:58 AM
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To:Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com) Flood, Laura
<Iflood@coblentzlaw.cor Dallas, Melissarxdallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com Valdes, Josevaldes@coblentzlaw.com
Subject:[EXTERNAL] RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Counsel, please let us know your availability for the meet and confer to discuss DISH’s structured data.

HILL BRAKEFIELD

Associate
hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From: Hill Brakefield sbrakefield@hausfeld.comn
Sent: Tuesday, October 15, 2024 5:47 PM

To: Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com Flood, Laura
<Iflood@coblentzlaw.cor Dallas, Melissardallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.corm Valdes, Josevaldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Amber,

Apologies for the delayed response; | was out of the country when you sent this, and it got lost in my
backlog of emails. We are available to meet and confer this week on Thursday (10/17) 2:30-3:30pm or
Friday (10/18) 10:00am-4pm. Please let us know which works for you and | will circulate a calendar invite.

Please also be prepared to discuss DISH’s supplemental document production. Specifically, are the 79
documents DISH produced on September 27, 2024, the only remaining documents in DISH’s possession,
custody, or control which are responsive to Plaintiffs’ Subpoena Request Nos. 1-57? If DISH possesses
any additional documents responsive to the full scope of those requests, please be prepared to explain
the continued withholding of those documents.

We also still have not received a response to the letter Swathi sent five months ago proposing to narrow
certain of Plaintiffs’ Requests to accommodate DISH’s objections. The lack of response at this juncture—
particularly after we voiced our concern about the lack of a response in the parties’ September 6 meet
and confer and again in my September 19 email—can only be interpreted as a refusal to engage with
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Plaintiffs to resolve the parties’ dispute. This puts DISH on an island as the only third-party unwilling to
negotiate a resolution to its subpoena.

As we explained during our meet and confer last month, a process whereby DISH produces a trickle of
documents and then expects Plaintiffs to further discuss the scope of their Requests after each
production is untenable. That only serves to introduce delay in this case, and it is an abuse of the meet
and confer process. We are at an impasse and will proceed with seeking judicial enforcement of the
subpoena.

Regards,

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com

888 16th Street, N.W.
Suite 300
Washington, DC 20006

+1 202 540 7200
hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.

From:Leong, Amberateong@coblentzlaw.comn
Sent:Friday, September 27, 2024 5:27 PM

To: Hill Brakefield kbrakefield@hausfeld.com Yin, Cliffordeyin@coblentzlaw.com) Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathycvittoria@coblentzlaw.com Flood, Laura
<Iflood@coblentzlaw.comy Dallas, Melissandallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.cor Valdes, Jose@waldes@coblentzlaw.com
Subject:RE: Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Hill:
Thank you for your email.

This email was the first time that you provided to us the data fields that T-Mobile is apparently
producing in this case. It appears that you provided those data fields to the other third parties
earlier for some reason.

Given your email, it seems like your first priority is receiving from DISH proposed data fields. We will
agree to provide proposed data fields but need to meet and confer with you about them. How
about a meet and confer call on either Thursday, October 3 or Friday, October 4
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We are also producing a second production today with Bate<DN&id00004149— DISH00006252.
Please note that those tagged Highly Confidential have also been tagged AEO. You can find them as
follows:

BOX LINKattps://coblentzlaw.box.com/s/0fc98c96ksmmbur54zf6c3tqusgc7sh& ou will receive
a password to open the zip file in a separate email from our team shortly.

Thank you,

Amber

Amber Leond Associate

Coblentz Patch Duffy & Bass LLP
415-268-0535 | Office 415-391-4800

This transmittal is intended solely for use by its addressee, and may contain confidential or legally privileged infoymatieceive
this transmittal in error, please email a reply to the sender and delete the transmittal and any attachments.

From: Hill Brakefield kbrakefield@hausfeld.com

Sent: Thursday, September 19, 2024 1:08 PM

To: Leong, Amberateong@coblentzlaw.com Yin, Cliffordeyin@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Vittoria, Cathyevittoria@coblentzlaw.com Flood, Laura
<Iflood@coblentzlaw.comt Dallas, Melissardallas@coblentzlaw.com

Cc:Swathi Bojedlasbojedla@hausfeld.com
Subject:[EXTERNAL] Data Sample from DISH - Dale, et al. v. Duetsche Telekom AG, et al.

Counsel,

T-Mobile granted us permission to share with you on an outside counsel only basis the data fields it is
producing in this case. The attached, Highly Confidential data dictionary lists those fields. We hope this
will guide you as you work with DISH to pull the data responsive to Plaintiffs’ requests.

We have either already received or anticipate shortly receiving data samples from the other third parties
to which we issued subpoenas. DISH remains the lone party that has not meaningfully engaged in
discussions to the resolve Plaintiffs’ outstanding subpoenas.

We are disappointed that we still do not have a response on the narrowing Plaintiffs’ proposed on May
31. If DISH would like to avoid the costs of court intervention, please provide us with a data sample by the
end of this month. Further delay—particularly considering the progress seen from other third parties—is
highly prejudicial to Plaintiffs.

Regards,

HILL BRAKEFIELD
Associate

hbrakefield@hausfeld.com
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888 16th Street, N.W.
Suite 300

Washington, DC 20006
+1 202 540 7200

hausfeld.com

This electronic mail transmission from Hausfeld LLP may contain confidential or privileged information. If you believe you
have received this message in error, please notify the sender by reply transmission and delete the message without copying
or disclosing it.
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EXHIBIT H
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HAUSFELD.

February 28, 2025 Renner Walker
Partner

33 Whitehall Street
VIA PERSONAL SERVICE 14th Floor
New York, NY 10004
+1 646 362 3075
rwalker@hausfeld.com

Ted Ullyot

TWU Professional Services LLC
909 Montgomery Street, Suite 300
San Francisco, CA 94133
ted@twupslic.com

Re: Amended Subpoena to Ted Ullyot in Dale et al. v. Deutsche Telekom AG etldb. 22-3189
(N.D. 111.)

Dear Mr. Ullyot:

Pursuant to Rule 45 of the Federal Rules of Civil Procedure, | write on behalf of Plaintiffs in the
above-captioned matter to issue the attached subpoena requesting production of the documents
detailed therein. Production instructions are also detailed in the attached subpoena.

This subpoena has been authorized by the Court for service upon you in your capacity as the
Monitoring Trustee appointed by the Court in United States et al. v. Deutsche Telel&@et al,
No. 1:19-cv-02232-TJK (D.D.C. Apr. 1, 2020), ECF No. 139. As further described in Schedule A
of the enclosed, this subpoena seeks electronically stored information and other documents or
records related to T-Mobile’s compliance with the Consent Decree entered in United States et al.
v. Deutsche Telekom Aécluding, but not limited to, T-Mobile’s divestitures to DISH, T-Mobile
and DISH’s commitments to the FCC regarding their network buildouts, and any mobile virtual
network operator agreements between T-Mobile and DISH.

The subpoena requires a response by March 31, 2025. Plaintiffs are willing to meet and confer to
discuss the timing and scope of production. If you have any questions or would like to discuss your
obligations under this subpoena, | can be reached at (646) 362-3075 or rwalker@hausfeld.com.

Kind Regards,

/s/ Renner Walker
Renner Walker

hausfeld.com

AMSTERDAM | BERLIN | BOSTON | BRUSSELS | DUSSELDORF | LONDON | NEW YORK | PARIS | PHILADELPHIA |
SAN FRANCISCO | STOCKHOLM | WASHINGTON, DC
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AO 88B (Rev. 02/14) Subpoena to Produce Documents, Information, or Objects or to Permit Inspection of Premises in a Civil Action

UNITED STATES DISTRICT COURT

for the
Northern District of Illinois

Anthony Dale et al.,

Plaintiff
\

Deutsche Telekom AG, T-Mobile US, Inc., and
Softbank Group Corp.

Defendant

Civil Action No. 1:22-cv-03189

N N N N N N

SUBPOENA TO PRODUCE DOCUMENTS, INFORMATION, OR OBJECTS
OR TO PERMIT INSPECTION OF PREMISES IN A CIVIL ACTION

To: Ted Ullyot, TWU Professional Services LLC, c/o The Corporation Trust Company, 1209 Orange St., Wilmington,
DE 19801

(Name of person to whom this subpoena is directed)

6 Production:YOU ARE COMMANDED to produce at the time, date, and place set forth below the following
documents, electronically stored information, or objects, and to permit inspection, copying, testing, or sampling of the

material: Please see the attached Schedule A, detailing your document production obligations in this
matter. You are not obligated to object or produce discovery at this time. The subpoena requires a response no
later than March 31, 2025.

Place: Nationwide Legal, LLC c/o The Legal Date and Time:
Rush, LLC, 2508 Turnstone Dr., March 31, 2025 at 9:00 am
Wilminaton. DE 19805

Inspection of Premise¥OU ARE COMMANDED to permit entry onto the designated premises, land, or
other property possessed or controlled by you at the time, date, and location set forth below, so that the requesting party
may inspect, measure, survey, photograph, test, or sample the property or any designated object or operation on it.

Place: Date and Time:

The following provisions of Fed. R. Civ. P. 45 are attached — Rule 45(c), relating to the place of compliance;
Rule 45(d), relating to your protection as a person subject to a subpoena; and Rule 45(e) and (g), relating to your duty to
respond to this subpoena and the potential consequences of not doing so.

Date: 02/28/2025

CLERK OF COURT
OR
/s/ Renner Walker

Signature of Clerk or Deputy Clerk Attorney’s signature

The name, address, e-mail address, and telephone number of the attorney representing (name of party) _Anthony Dale et al

(Plaintiffs) , Who issues or requests this subpoena, are:
Renner Walker, 33 Whitehall Street, 14th Floor, New York, NY; rwalker@hausfeld.com; (646) 362-3075

Notice to the person who issues or requests this subpoena
If this subpoena commands the production of documents, electronically stored information, or tangible things or the
inspection of premises before trial, a notice and a copy of the subpoena must be served on each party in this case before
it is served on the person to whom it is directed. Fed. R. Civ. P. 45(a)(4).
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AO 88B (Rev. 02/14) Subpoena to Produce Documents, Information, or Objects or to Permit Inspection of Premises in a Civil Action (Page 2)

Civil Action No. 1:22-cv-03189

PROOF OF SERVICE
(This section should not be filed with the court unless required by Fed. R. Civ. P. 45))

I received this subpoena for (name of individual and title, if any)

on (date)

I served the subpoena by delivering a copy to the named person as follows:

on (date) ; or

I returned the subpoena unexecuted because:

Unless the subpoena was issued on behalf of the United States, or one of its officers or agents, | have also
tendered to the witness the fees for one day’s attendance, and the mileage allowed by law, in the amount of

$

My fees are $ for travel and $ for services, for a total of $ 0.00

I declare under penalty of perjury that this information is true.

Date:

Server's signature

Printed name and title

Server’s address

Additional information regarding attempted service, etc.:
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AO 88B (Rev. 02/14) Subpoena to Produce Documents, Information, or Objects or to Permit Inspection of Premises in a Civil Action (Page 3)

Federal Rule of Civil Procedure 45 (c), (d), (e), and (g) (Effective 12/1/13)

(c) Place of Compliance.

(1) For a Trial, Hearing, or Deposition A subpoena may command a
person to attend a trial, hearing, or deposition only as follows:
(A) within 100 miles of where the person resides, is employed, or
regularly transacts business in person; or
(B) within the state where the person resides, is employed, or regularly
transacts business in person, if the person
(i) is a party or a party’s officer; or
(i) is commanded to attend a trial and would not incur substantial
expense.

(2) For Other DiscoveryA subpoena may command:

(A) production of documents, electronically stored information, or
tangible things at a place within 100 miles of where the person resides, is
employed, or regularly transacts business in person; and

(B) inspection of premises at the premises to be inspected.

(d) Protecting a Person Subject to a Subpoena; Enforcement.

(1) Avoiding Undue Burden or Expense; Sanction&.party or attorney
responsible for issuing and serving a subpoena must take reasonable steps
to avoid imposing undue burden or expense on a person subject to the
subpoena. The court for the district where compliance is required must
enforce this duty and impose an appropriate sanction—which may include
lost earnings and reasonable attorney’s fees—on a party or attorney who
fails to comply.

(2) Command to Produce Materials or Permit Inspection.

(A) Appearance Not RequireA person commanded to produce
documents, electronically stored information, or tangible things, or to
permit the inspection of premises, need not appear in person at the place of
production or inspection unless also commanded to appear for a deposition,
hearing, or trial.

(B) Objections A person commanded to produce documents or tangible
things or to permit inspection may serve on the party or attorney designated
in the subpoena a written objection to inspecting, copying, testing, or
sampling any or all of the materials or to inspecting the premises—or to
producing electronically stored information in the form or forms requested.
The objection must be served before the earlier of the time specified for
compliance or 14 days after the subpoena is served. If an objection is made,
the following rules apply:

(i) At any time, on notice to the commanded person, the serving party
may move the court for the district where compliance is required for an
order compelling production or inspection.

(ii) These acts may be required only as directed in the order, and the
order must protect a person who is neither a party nor a party’s officer from
significant expense resulting from compliance.

(3) Quashing or Modifying a Subpoena.
(A) When Requiredn timely motion, the court for the district where

compliance is required must quash or modify a subpoena that:

(i) fails to allow a reasonable time to comply;

(i) requires a person to comply beyond the geographical limits
specified in Rule 45(c);

(iii) requires disclosure of privileged or other protected matter, if no
exception or waiver applies; or

(iv) subjects a person to undue burden.

(B) When PermittedTo protect a person subject to or affected by a
subpoena, the court for the district where compliance is required may, on
motion, quash or modify the subpoena if it requires:

(i) disclosing a trade secret or other confidential research,
development, or commercial information; or

(if)disclosing an unretained expert’s opinion or information
that does not describe specific occurrences in dispute and results
from the expert’s study that was not requested by a party.

(C) Specifying Conditions as an Alternative the circumstances
described in Rule 45(d)(3)(B), the court may, instead of quashing or
modifying a subpoena, order appearance or production under specified
conditions if the serving party:

(i) shows a substantial need for the testimony or material that cannot be
otherwise met without undue hardship; and
(i) ensures that the subpoenaed person will be reasonably compensated.

(e) Duties in Responding to a Subpoena.

(1) Producing Documents or Electronically Stored Informatiofhese
procedures apply to producing documents or electronically stored
information:

(A) DocumentsA person responding to a subpoena to produce documents
must produce them as they are kept in the ordinary course of business or
must organize and label them to correspond to the categories in the demand.

(B) Form for Producing Electronically Stored Information Not Specified.

If a subpoena does not specify a form for producing electronically stored
information, the person responding must produce it in a form or forms in
which it is ordinarily maintained or in a reasonably usable form or forms.

(C) Electronically Stored Information Produced in Only One FoFire
person responding need not produce the same electronically stored
information in more than one form.

(D) Inaccessible Electronically Stored Informatidrne person
responding need not provide discovery of electronically stored information
from sources that the person identifies as not reasonably accessible because
of undue burden or cost. On motion to compel discovery or for a protective
order, the person responding must show that the information is not
reasonably accessible because of undue burden or cost. If that showing is
made, the court may nonetheless order discovery from such sources if the
requesting party shows good cause, considering the limitations of Rule
26(b)(2)(C). The court may specify conditions for the discovery.

(2) Claiming Privilege or Protection.

(A) Information WithheldA person withholding subpoenaed information
under a claim that it is privileged or subject to protection as trial-preparation
material must:

(i) expressly make the claim; and

(ii) describe the nature of the withheld documents, communications, or
tangible things in a manner that, without revealing information itself
privileged or protected, will enable the parties to assess the claim.

(B) Information Producedf information produced in response to a
subpoena is subject to a claim of privilege or of protection as
trial-preparation material, the person making the claim may notify any party
that received the information of the claim and the basis for it. After being
notified, a party must promptly return, sequester, or destroy the specified
information and any copies it has; must not use or disclose the information
until the claim is resolved; must take reasonable steps to retrieve the
information if the party disclosed it before being notified; and may promptly
present the information under seal to the court for the district where
compliance is required for a determination of the claim. The person who
produced the information must preserve the information until the claim is
resolved.

(9) Contempt.

The court for the district where compliance is required—and also, after a
motion is transferred, the issuing court—may hold in contempt a person
who, having been served, fails without adequate excuse to obey the
subpoena or an order related to

For access to subpoena materials, see Fed. R. Civ. P. 45(a) Committee Note (2013).
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SCHEDULE A

DEFINITIONS

Throughout these discovery Requests, including the Definitions, the words used in the
masculine gender include the feminine, and the words used in the singular include the plural.

The following Definitions apply to these Requests:

1. “Agreement” means any oral or written contract, arrangement or understanding,
whether formal or informal, between two or more persons, together with all modifications and
amendments thereto.

2. “All” should be construed to include the collective as well as the singular, and
means “each,” “any,” and “every.”

3. “Communication” means oral or written communications of any kind, including
without limitation, electronic communications, e-mails, facsimiles, telephone communications,
correspondence, exchanges of written or recorded information, or face-to-face meetings.

4, “Datasite” refers to the data-room maintained by datasite.com that You setup for
the parties to the consent decree to provide documentation to You.

5. “DISH” refers to DISH Network Corporation and any parents or subsidiaries.

6. “DOJ” refers to the United States Department of Justice and any division, section,
office, or subdivision thereof, including but not limited to the Antitrust Division.

7. “D0J Consent Decree” refers to the final judgement, as amended, entered by the
Court in United States et al. v. Desche Telekom AG et a@No. 1:19-cv-02232-TJK (D.D.C. Apr.
1, 2020), ECF No. 139.

8. “Document” includes, without limitation, the original (or identical duplicate when

the original is not available) and all non-identical copies (whether non-identical because of notes
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made on copies or attached comments, annotations, marks, transmission notation, or highlighting
of any kind) and drafts of all writings, whether handwritten, typed, printed or otherwise produced,
and includes, without limitation, letters, correspondence, memoranda, legal pleadings, notes,
reports, agreements, electronically stored information, calendars, diaries, travel or expense
records, summaries, records, messages or logs of telephone calls, conversations or interviews,
telegrams, instant messages, text messages (SMS or other), electronic chats, Slacks (or similar
programs), mailgrams, facsimile transmissions (including cover sheets and confirmations),
electronic mail, minutes or records of meetings, compilations, notebooks, laboratory notebooks,
work papers, books, pamphlets, brochures, circulars, manuals, instructions, sales, advertising or
promotional literature or materials, ledgers, graphs, charts, blue prints, drawings, sketches,
photographs, film and sound reproductions, tape recordings, or any other tangible materials on
which there is any recording or writing of any sort. The term also includes the file, folder tabs,
and/or containers and labels appended to, or associated with, any physical storage device

associated with each original and/or copy of all documents requested herein.

9. Electronically Stored Information (“ESI”) includes, without limitation, the
following:
a. activity listings of electronic mail receipts and/or transmittals;
b. output resulting from the use of any software program, including

without limitation, word processing documents, spreadsheets,
database files, charts, graphs and outlines, electronic mail, Slack
(or similar program) or bulletin board programs, operating
systems, source code, PRF files, PRC files, batch files, ASCII files,
and all miscellaneous media on which they reside and regardless of
whether such electronic data exist in an active file, deleted file, or
file fragment; and

C. any and all items stored on computer memories, hard disks, floppy
disks, CD-ROM, magnetic tape, microfiche, or on any other
vehicle for digital data storage and/or transmittal, including
without limitation, cloud storage systems, a personal digital
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assistant, such as an iPhone, Palm Pilot, Blackberry, Treo or other
device.

10.  “FCC” refers to the United States Federal Communications Commission and any
division, section, office, or subdivision thereof, including the Commissioners and their offices.

11.  “Including” is used to illustrate a Request with particular types of documents
requested, and should not be construed as limiting the Request in any way.

12. “Meeting” means, without limitation, any assembly, encounter, or
contemporaneous presence (whether in person—indoor or outdoor—or via any electronic
computer-assisted, digital, analog, or telephonic method of communication) of two or more persons
for any purpose, whether planned, arranged, scheduled or not.

13.  “Or” should be construed to require the broadest possible response, and should be
read as “and/or.”

14.  “Person” includes, without limitation, any natural person, corporation,
partnership, limited liability company, proprietorship, joint venture, association, government
entity, and any other form of legal or business entity.

15.  “Relating to,” “referring to,” “regarding,” or “with respect to” mean, without
limitation, discussing, describing, reflecting, dealing with, pertaining to, analyzing, evaluating,
estimating, constituting, concerning, containing, mentioning, studying, surveying, projecting,
assessing, recording, summarizing, criticizing, reporting, commenting or otherwise involving, in

whole or in part.

16.  “Sprint” refers to Sprint Corporation and its parents and subsidiaries.
17.  “StoneTurn” refers to StoneTurn Group, LLC and its parents and subsidiaries.
18.  “Subsidiary,” “affiliate,” and “joint venture” refer to any entity or person in which

You have any financial or ownership interest.
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19.  “T-Mobile” refers to T-Mobile US, Inc. and its parents and subsidiaries.

20.  “Trustee” refers to Theodore W. Ullyot, TWU Professional Services LLC, Federal
Arbitration, Inc. (“FedArb”) StoneTurn, Quinn Emanuel Urquhart & Sullivan, LLP, and any agent
or organization assisting Mr. Ullyot in his capacity as monitoring trustee as defined in the DOJ’s
memorandum filed in United States et al. v. Deutsche Telekom AG.gWal 1:19-cv-02232-TJK
(D.D.C. Apr. 1, 2020), ECF No. 51.

21.  “You” or “Your” means the Trustee as defined above or any persons acting or

purporting to act on the Trustee’s behalf.
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INSTRUCTIONS

1. You are directed to make available for inspection and copying all of the documents
requested herein at the offices of Nationwide Legal, LLC c/o The Legal Rush, LLC, 2508
Turnstone Dr., Wilmington, DE 19805, or electronically to Plaintiffs’ counsel, within thirty (30)
days of receiving this subpoena.

2. In producing documents, You are to furnish all documents or things in Your
possession, custody or control, regardless of whether such documents are possessed directly by
You or Your employees, agents, parent companies, subsidiaries, affiliates, investigators or by Your
attorneys or their employees, agents or investigators.

3. All documents shall be produced in the same order as they are kept or maintained
by You in the ordinary course of Your business. All documents, other than electronically stored
information, shall be produced in the file folder, envelope or other container in which the
documents are kept or maintained. If for any reason the container cannot be produced, You should
produce copies of all labels or other identifying marks which may be present on the container.

4. If adocument was prepared in several copies, or if additional copies were thereafter
made, and if any such copies were not identical or are no longer identical by reason of subsequent
notation or modification of any kind whatsoever, including, without limitation, handwritten
notations on the front or back of the document, all such non-identical copies shall be produced.

5. Documents shall be produced in such fashion as to identify the department, branch
or office in whose possession they were located and, where applicable, the natural person in whose
possession they were found and the business address of each document’s custodian(s).

6. If a document once existed and subsequently has been lost, destroyed or is
otherwise missing, You should provide sufficient information to identify the document and state,

in writing, the details, including whether the document:
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a. is lost or missing;
b. has been destroyed and, if so, by whom and at whose request;
C. has been transferred or delivered, voluntarily or involuntarily, to
another person or entity and at whose request; or
d. has been otherwise disposed of.
7. In each instance in which a document once existed and subsequently is lost,

missing, destroyed, or otherwise disposed of, explain the circumstances surrounding the

disposition of the document, including, but not limited to:

a. the identity of the person or entity who last possessed the document;
b. the date or approximate date of the document’s disposition; and
C. the identity of all persons who have or had knowledge of the
document’s contents.
8. If any document responsive to any of these requests is privileged, and the document

or any portion of the document requested is withheld based on a claim of privilege, provide a

statement of the claim of privilege and all facts relied upon in support of that claim, including the

following information:

a.

b.

the reason for withholding the document;
the date of such communication;
the medium of such communication;

the general subject matter of such communication (such
description shall not be considered a waiver of Your claimed
privilege);

the identity of any document that was the subject of such
communication and the present location of any such document;

the identity of the persons involved in such communication;

the identity of any document which records, refers, or relates
to such communication and present location of any such
document; and
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h. the number or numbers of these requests for production of
documents to which such information is responsive.

9. Documents attached to one another should not be separated. Each document
requested should be produced in its entirety and without deletion, redaction or excisions, except as
qualified by Instruction 8 above, regardless of whether You consider the entire document or only
part of it to be relevant or responsive to these document requests. If You have redacted any portion
of a document, stamp the word “REDACTED” beside the redacted information on each page of
the document which You have redacted. Any redactions to documents produced should be
identified in accordance with Instruction 8 above.

10.  All datasets or databases that contain subscriber-level data should include a unique,
stable personal identifier that remains the same for each individual across time, all plans, and all
datasets or databases in which that individual appears. If different datasets or databases feature
different unique identifiers, You should provide a data crosswalk that contains, for each individual,
all of their identifiers in the data, as well as the associated dataset or database.

11.  All data should be provided in machine-readable format. When possible given file
size, data should be provided in *.csv, .txt, .xls, .xlIsx, .ods, or other native flat file format. Data
may also be delivered as a collection of flat files. Alternatively, if data cannot be produced in a
machine-readable format, data may be produced as code sufficient to create machine- readable
files.

12.  All documents produced should be numbered sequentially, with a unique number
on each page, and with a prefix identifying the party producing the document.

13.  The “Relevant Time Period” applicable to these Requests is January 10, 2020, to
the present, unless specifically stated otherwise in the request. Each request shall be interpreted to

include all documents that relate to the Relevant Time Period, even if such documents were

10
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prepared or published outside of the Relevant Time Period. If a document prepared before this
period is necessary for a correct or complete understanding of any document covered by a request,
You must produce the earlier document as well. If any document is undated and the date of its
preparation cannot be determined, the document shall be produced if otherwise responsive to the
request.

14.  These document requests are continuing and therefore require You (or any person
acting on Your behalf) to furnish supplemental responses whenever You (or any person acting on
Your behalf) obtain additional information called for by the request. Each supplemental response
shall be served on Plaintiffs no later than thirty (30) days after the discovery of the additional

information.

11
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DOCUMENT REQUESTS

1. All documents uploaded to the Datasite.

2. Any reports, analyses, recommendations, or findings You have prepared in
connection to your duties as Trustee.

3. All communications between You and DISH.

4. All documents DISH produced to You.

5. Documents sufficient to show what You requested from T-Mobile and DISH,
what T-Mobile and DISH produced in response to those requests, and any notes identifying
which produced documents were responsive to which requests.

6. All interview requests You served and any memoranda memorializing the
substance of the resulting interviews.

7. Any documents or data You have reviewed, collected, or received from DISH or
any third parties regarding the following:

a. the divestiture of Sprint’s prepaid business, spectrum assets, cell sites, and
retail locations to DISH;

b. T-Mobile and DISH’s compliance with their respective buildout
commitments to the FCC,;

C. the full mobile virtual network operator agreement between T-Mobile and
DISH, including any terms, conditions, pricing, utilization, performance,
or disputes; and

d. any transition services agreement between T-Mobile and DISH, including
any terms, conditions, pricing, utilization, performance, or disputes.

8. All communications with third parties related to any investigations, audits,
inspections, tests, assessments, or analyses You conducted or oversaw in connection with Your
duty as Trustee under the DOJ Consent Decree.

9. All documents and ESI produced by, or communications with, DISH or any other

12
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third party related to:

a. T-Mobile’s divestiture of the “Prepaid Assets”, as defined on page 5 of the
DOJ Consent Decree, as required under pages 7-12 of the DOJ Consent
Decree;

b. T-Mobile’s divestiture of the 800 MHz Spectrum License to DISH as
required under pages 12-15 of the DOJ Consent Decree;

C. T-Mobile’s decommissioning of Retail Locations as required under pages
15-17 of the DOJ Consent Decree;

d. T-Mobile’s decommissioning of Retail Locations as required under pages
17-20 of the DOJ Consent Decree;

e. T-Mobile and DISH’s negotiations regarding a potential agreement for T-
Mobile to lease some or all of DISH’s 600 MHz Spectrum Licenses for
deployment.

Dated: February 28, 2025 /s/ Renner Walker

Renner Walker (pro hac vicg
HAUSFELD LLP

33 Whitehall Street, 14th Floor
New York, NY 10004

Phone: (646) 357-1100
rwalker@hausfeld.com

Gary I. Smith Jr. (pro hac vicée
HAUSFELD LLP

600 Montgomery Street, Suite 3200
San Francisco, CA 94111

Phone: (267) 702-2318
gsmith@hausfeld.com

Swathi Bojedla (pro hac vicé
HAUSFELD LLP

888 16th Street NW, Suite 300
Washington, D.C. 20006
Phone: (202) 540-7200
sbojedla@hausfeld.com

Brendan P. Glackin (pro hac vice
Lin Y. Chan (pro hac vice
Nicholas W. Lee (pro hac vice
Sarah D. Zandi (pro hac vicg

13
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Jules A. Ross (pro hac vicg

LIEFF CABRASER HEIMANN & BERNSTEIN, LLP
275 Battery Street, 29th Floor

San Francisco, CA 94111-3339

Phone: (415) 956-1000

bglackin@Ilchb.com

Ichan@Ichb.com

nlee@Ichb.com

szandi@Ichb.com

jross@Ichb.com

Eric L. Cramer (pro hac vicg
Jeremy Gradwohl (pro hac vice
BERGER MONTAGUE PC
1818 Market Street, Suite 3600
Philadelphia, PA 19103

Phone: (215) 875-3000
ecramer@bm.net
jgradwohl@bm.net

Robert Litan (pro hac vicég
BERGER MONTAGUE PC
1001 G St, N.W. Suite 400 East
Washington, D.C. 20001
Phone: (202) 559-9745
rlitan@bm.net

Joshua P. Davis (pro hac vicg
Kyla Gibboney (pro hac vicg
Julie Pollock (pro hac vicé
BERGER MONTAGUE PC

505 Montgomery Street, Suite 625
San Francisco, CA 94111

Phone: (415) 689-9292
jdavis@bm.net
kgibboney@bm.net
jpollock@bm.net

Interim Co-Lead Class Counsel for Plaintiffs and
the Proposed Class

14
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Joel A. Flaxman

ARDC No. 6292818

Kenneth N. Flaxman

ARDC No. 830399

LAW OFFICES OF KENNETH N. FLAXMAN, P.C.
200 S Michigan Avenue, Suite 201

Chicago, IL 60604

Phone: (312) 427-3200

jaf@kenlaw.com

knf@kenlaw.com

Interim Liaison Counsel for Plaintiffs and the
Proposed Class

15
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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON, Case No. 22-cv-3189
JOHNNA FOX, BENJAMIN
BORROWMAN, ANN LAMBERT, Judge Thomas M. Durkin

ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves ang Magistrate Judge Jeffrey Cole
all others similarly situated,

Plaintiffs,
V.

DEUTSCHE TELEKOM AG et al.,

Defendants.

AGREED CONFIDENTIALITY ORDER

The Parties to this Agreed Confidentialityder have agreed toehterms of this Order;
accordingly, it is ORDERED:
1. Scope.All documents, electronically stored infoation, items, and other materials produced
or adduced in the course of discovery, regasgilef the medium or manner generated, stored,
maintained or revealed (including initial disclosjreesponses to discovery requests, deposition
testimony and exhibits), and information derivdatectly therefrom (hereinafter collectively
“documents”), shall be subject tihis Order conaming Confidentialor Highly Confidential
Information as defined below. This Order shall apply to any named Party to this action (including all
of its officers, directors, employees, retained expard outside counsel and their support staff), and
to Non-Parties who agree to be bound by this Order. This Order is subject to the Local Rules of this
District and the Federal Rules of Civil Pealtire on matters of proceduaad calculation of time

periods. This Agreed ConfidentigliOrder shall be apigld in conjunction with, and construed with
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reference to, other orders of the Court conegyrdiscovery, including the Document Production
Protocol Order and the 502(d)d@r entered in this matter.
2. Definitions.

A. “Confidential Information” means any document, or any portion thereof,
designated asCONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER3y the
Producing Party that contains confidahtor proprietary business, commercial,
research, personnel, product or financial content. By way of example only,
Confidential Information may include bigtnot limited to: (a) information prohibited
from disclosure by statute, contractual agreement or orders of the court or regulatory
agencies; (b) information that reveals wadecrets; (c) research, technical,
commercial or financial information that therehas maintained as confidential; (d)
personnel or employment records of a person who is not a Party to the case; or (e)
information that has been designated as Confidkor its equivalent designation in
any prior litigation or regulatory proceeds. Information or documents that are
available to the public may not be dgsted as Confidential Information.

B. “Designating Party’ meansa Party or Non-Party that designates information or
items that it produces in disclosures or in responses to discovery as
“CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDERor “HIGHLY
CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER

C. “Foreign Law Protected Material’ means Documents or other Electronically
Stored Information subject to the lsworders, or rules of a foreign nation or
organization, including but not limited to: Convention on the Taking of Evidence

Abroad in Civil or Commercial M#ers (“The Hague Convention”Japan’s Act on
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the Protection of Personal Information “APPI,” the Directive 95/46/EC of the
European Parliament and of the Council of 24 October 1995 on the Protection of
Individuals with Regard to the Pregsing of Personal Data and on the Free
Movement of Such Data, 1995 0.J281/31) / Regulation (EU) 2016/679 of the
European Parliament and of the Counc2@fApril 2016 on the Protection of Natural
Persons with Regard to the Processh@ersonal Data and on the Free Movement
of Such Data, and repealing Directive 95/46/EGGgneral Data Protection
Regulatiori or “GDPR”) (L119/1), the Federal Data Protection Act of 30 June 2017
(Federal Law Gazette | p. 2097), as last radeel by Article 10 of the Act of 23 June
2021 (Federal Law Gazette I, p. 185822 | p. 1045) (“German Federal Data
Protection Act” or “Bundesdatenschutzgesetz” or “BDS@0t on Data Protection

and Privacy of Telecommunication afalemedia Services (TTDSG) effective
December 1, 2021, Directive 2002/58/ECaasended by Directive 2009/136/EC,
and the Amended Act on the Protection afs@aal Information, Amendment Bill of

the Act on the Protection of Personafdrmation, etc., submitted to the ordinary
session (201st Session) of the Diet on 10th March 2020, as approved by the Diet on
5th June 2020 and promulgated on 12th June 2020.

D. “Highly Confidential Information ” means any document, or any portion thereof,
designated as “HIGHLY CONFIDENTIAL -SUBJECT TO PROTECTIVE
ORDER” by the Producing Party that meets thigecia for Confidential Information
and the disclosure of which may cause injury to the business, commercial,
competitive, financial or legal intereststbé Producing Party or Non-Party. By way

of example only, Highly Confidential Informat may include but is not limited to:
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(a) Foreign Law Protected Mial; (b) current or futurbusiness strategies and other
strategic planning information; (c) projections or plans regarding performance,
budgets, production, output, sales, marketinglistribution practices; (d) research
and development information; (e) maacturing know-how or technology; (f) board

of directors materials and presentatio(g) customer lists or information; (h)
negotiation strategies; (i) proprietary softwaystems, or processes; (j) margin, cost,
and pricing information; (k) intellectual propg; (I) Personal Data or Personally
Identifiable Information; (m) income teveturns (including attached schedules and
forms), W-2 forms and 1099 forms; (n) medical information concerning any
individual; or (o) information that has bedasignated as Highly Confidential or its
equivalent designation in any prior djition or regulatory proceedings. Highly
Confidential Information may also inclugeersonnel files or other Personal Data or
Personally Identifiable Information if apphble privacy law requires heightened
protection.

E. “In-House Counsel means attorneys who are employees &faaty to this action.
In-House Counsel does not include Outstiminsel of Record or any other outside
counsel.

F. “Non-Party” means any natural person, parsiep, corporation, association, or
other legal entity not named as a Party to this action.

G. “Outside Couns€l means attorneys who are not employees Bégy to this action
but are retained to represent or advise a Rauttyis action and haveppeared in this
action on behalf of that Party or are affili@dteith a law firm which has appeared on

behalf of that Party,ral includes support staff.
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A.

“Party” means anyparty to this action, including all of its officers, directors,
employees, consultants, retained expens], Outside Counsel of Record (and their
support staffs).

“Personal Datd or “Personally Identifiable Information” or “Pll” means
information in any format about an identlia individual, including but not limited
to, bank or credit card account numberf@rsonal passwords, information on the
medical or health of an individual, saksecurity numbers, personal information of
minor children, national or state identifiaatinumbers, passport information or other
information of a personal or sensitive nature.

“Producing Party” means any Party or NeRarty that produces document(s) in this
action.

“Protected Material” means anylocumenthat is designated a€ONFIDENTIAL

— SUBJECT TO PROTECTIVE ORDERor “HIGHLY CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER.

“Receiving Party’ means any Party that receivdecument(s) from a Producing

Party.

Designation.

A Party may designate a document @snfidential or Highly Confidential for
protection under this Order by placing affixing the words “CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER®SN the document and on all copies in a
manner that will not interfere with the ibdity of the document in accordance with

the Order Regarding Production Of Electically Stored Information And Paper
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Documents entered in this case. To the extent a document is produced in a form in
which placing or affixing the words “CONFIDENTIAL -SUBJECT TO
PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL — SUBJECT TO
PROTECTIVE ORDER” on the document is not practicable,Rheducing Party
may designate the document as Confidentiélighly Confidential by way of written
communication, including a cover letter, skpeet, or by affixing a label to the
production media containing the documefs. used in this Order, “copies” includes
electronic images, duplicates, extracts, sames or descriptions that contain the
Confidential or Highly Confidential Informatiormhe marking “CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER’r “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDERshall be applied prido or at the time of the
documents are produced or discloséghplying the marking “CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDERto a document does not mean that the
document has any status or protection byistadr otherwise except to the extent and
for the purposes of this OndeAny copies that are madf any documents marked
“CONFIDENTIAL — SUBJECT TO PROTECTIVEORDER” or “HIGHLY
CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER%hall also be so
marked, except that indices, electronic das&s or lists of documents that do not
contain substantial portions or imagesto# text of marked documents and do not
otherwise disclose the substance of the Confidential or Highly Confidential
Information are not required to be marked.

B. Deposition testimony may be designatedCasfidential or Highly Confidential on
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the record, if and as appropriaténless all Parties agree on the record at the time the
deposition testimony is taken, all depositi@stimony taken in this case shall be
treated as Confidential Information for aripé of thirty (30) days after the final
transcript is issued by the court reportecdtinsel for the Party being deposed states
on the record that the deposition testimongwdd be treated as Highly Confidential
Information, such testimony will be treatad Highly Confidential Information for
the thirty (30) day period following the court reporter’s delivertheffinal transcript

to the Party being deposed. Nder than the thirtieth daytaf the final transcript is
delivered by the court repert a Party may serve a Notice of Designation to all
Parties of record andehcourt reporter for the deposition in question as to specific
pages of the transcript that are desd Confidential orHighly Confidential
Information, and thereafter only those portions identified in the Notice of Designation
shall be protected by the terms of thisd@t The court reporter shall thereafter
provide an updated final copy tfe transcript that reflectsy designations of pages

of the transcript as Confidentiar Highly Confidential Information on each

designated page.

4. Protection of Confidential or Highly Confidential Material.

A.

General Protections. A Receiving Party may use material that is disclosed or
produced by another Party or by a Non-Partgannection with this action only for
the prosecution or defense of claims, includamy appeal thereof or the settlement
of this action. Further, Protected Materzy be disclosed only to the categories of
persons and under the conditions described in this Order.

Limited Disclosures.
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1. Unless otherwise ordered by theuct or permitted in writing by the

Producing Party, a Receiving Party may disclose Confidential Information

only to:

a.

Counsel Outside or In House Counsel for the Parties and employees
of such counsel who have respoiigibfor the preparation and trial
of the action;

Parties. Individual Parties and current or former officers, directors or
employees of a Party but only to the extent counsel determines in good
faith basis for believing such Codéntial Information is relevant to
events, transactions, discussia@@nmunications or data about which
the individual Party, current or former officer, director or employee
has knowledge, and disclosure talsundividual Party, current or
former officer, director or employds limited to the portion of the
document about such events, transactions, discussions,
communications, or data, and suearty, current or former officer,
director or employee’s assistant® reasonably necessary to the
conduct of the litigation in which theformation is disclosed. In this
proposed class actiodefendantsConfidential Information may be
disclosed only to the named plaintiffs;

The Court. The Court and its personnel,

Court Reporters and Recorders. Court reporters and recorders
engaged for depositions;

Contractors. Those persons specifically engaged for the limited
purpose of making copies of docurtgenr organizing or processing
documents, including outside vendors hired to process electronically
stored documents amtiscovery technicians;

Consultants and Experts. Consultants, investigators, or experts
employed by the Parties or counsel tbe Parties to assist in the
preparation and trial of this actidnut only after such persons have
completed the certification contained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound,;

Witnesses During depositions or testimony at trial or any hearing,
witnesses in this action to whom disclosure is reasonably necessary,
provided that counsel for the Party intending to disclose the
information has a good faith basis foelieving such Confidential
Information is relevant to events, transactions, discussions,
communications or data about whicle thitness is expected to testify

or about which the witness mayave knowledge. Prior to the
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disclosure, the deposing Party shall ensure that such persons have
completed the certification contained in Attachment A,
Acknowledgment of Understandingnd Agreement to Be Bound.
Witnesses shall not retain a copy of documents containing
Confidential Information, except withesses may receive a copy of all
exhibits marked at their depositiomsconnection with review of the
transcripts. Pages of transcribaéeposition testimony or exhibits to
depositions that are designated as Confidential Information pursuant
to the process set out in thisder must be separately bound by the
court reporter and may not be dis®d to anyone except as permitted
under this Order. The Parties nese their right to object to the
disclosure of Confidential Information to a deposition witness that (i)
has not previously authored or re@® such Confidential Information

(i) who has not, by virtue othe witness’s current or former
employment position, had access to the Confidential Information, or
(iif) where the Confidential Information does not purport to describe
statement(s) made by or conduct utalken by the witness. If a
document purports to describavitness’ statement(s) oonduct, but

the witness was not the author or recipient of the Confidential
Information and did not otherwise have access to it, only the portions
of the Confidential Information necessary to fairly examine the
witness will be disclosed to the witness (e.g., the portions of the
Confidential Information desdying the statement(s) or conduct
purportedly attributable to theitness, date and time information, and
the identity of the individual(s) that is (are) describing the witness’
purported statement(s) or conduct) and the remainder of the
Confidential Information in the doowent shall be redacted. Before a
witness is shown Confidential Information that they were not either
(i) the author or recipient of or (ii) had access to by virtue of the
witness’s curent or former employment, the Confidential Information
will be shown to counsel for the Producing Party to allow the
Producing Party to object to the disslwe, if any. The Party intending

to disclose any document contaig Confidential Information to any
witness who is not (i) the author or recipient of the document or (ii)
had access to the document by virtue of the witness’s current or former
employment may not do so unless and until any objections are
resolved either through mutual agreement or by a court order.
Agreement to allow a particularitwess access to a document is not
and shall not be construed as a waiver of any objections to allowing
access to any other witness.

h. Author or recipient. The author or recipient of the document (not
including a person who received the document in the course of
litigation); and

I. Mock Jury Participants. Mock jury participants may review such
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documents only after such persons have completed the certification
contained in Attachment A, Acknowledgment of Understanding and
Agreement to Be Bound and aftssunsel for the Party making the
disclosure explains that such person is bound to follow the terms of
this Order.

2. Unless otherwise ordereby the courtor permitted in writing by the

Producing Party, a Receiving Party maysclose Highly Confidential

Information only to:

a.

Counsel. Outside Counsel for the Parties and employees of such
counsel or designated In-House counsel agreed to by the Parties who
have responsibility for the prep#éicn and trial of the action, provided

that individuals do not regularly participate in the commercial
business activities of the Party;

The Court. The Court and its personnel;

Court Reporters and Recorders. Court reporters and recorders
engaged for depositions;

Contractors. Those persons specifically engaged for the limited
purpose of making copies of deunants or organizing or processing
documents, including outside vendhised to process electronically
stored documents andsdovery technicians;

Consultants and Experts. Consultants, investigators, or experts
employed by the Parties or counsel the Parties to assist in the
preparation and trial of this actidout only after such persons have
completed the certification contained in Attachment A to this Order;

Witnesses.During depositions or testimony at trial or any hearing,
witnesses in this action to whom disclosure is reasonably necessary,
provided that counsel for the PRarintending to disclose the
information has a good-faith basis for believing such Highly
Confidential Information is relevant to events, transactions,
discussions, communications or data about which the witness is
expected to testify or about whithe witness may have knowledge.
Prior to the disclosure, the deposing Party shall ensure that such
persons have completed the ceréifion contained in Attachment A,
Acknowledgment of Understandingnd Agreement to Be Bound.
Witnesses shall not retain a copy of documents containing Highly
Confidential Information, except wigsses may receive a copy of all
exhibits marked at their depositiomsconnection with review of the
transcripts. Pages of transcribedtimony or exhibits to depositions

10
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that are designated as Highly Confidential Information may not be
disclosed to anyone except as pemxittinder this Order. The Parties
reserve their right to object toealdisclosure of Highly Confidential
Information to a deposition witness that (i) has not previously
authored or received such HighBonfidential Information (ii) who
has not, by virtue of the witnessturrent or former employment
position, had access to the Highly Confidential Information, or (iii)
where the Highly Confidential Information does not purport to
describe statement(s) made byconduct undertaken by the witness.

If a document purports to descri@avitness’ statement(s) or conduct,
but the witness was not the author or recipient of the Highly
Confidential Information and did not otherwise have access to it, only
the portions of the Highly Confidentienformation necessary to fairly
examine the witness will be disclosed to the witness (e.g., the portions
of the Highly Confidential Informatiodescribing the statement(s) or
conduct purportedly attributable tthe witness, date and time
information, and the identity of the individual(s) that is (are)
describing the witness’ purportesdiatement(s) or conduct) and the
remainder of the Highly Confideat Information in the document
shall be redacted. Before a witness is shown Highly Confidential
Information that they were not eith@) the author or recipient of or

(i) had access to by virtue dhe witness’s current or former
employment, the Highly Confidential Information will be shown to
counsel for the Producing Partyathow the Producing Party to object

to the disclosure, if any. The Ramtending to disclose any document
containing Highly Confidential Information to any witness who is not
(i) the author or recipient of the dawent or (ii) had access to the
document by virtue of the witness’s current or former employment
may not do so unless and until any objections are resolved either
through mutual agreement or by a court order. Agreement to allow a
particular witness access todmcument is not and shall not be
construed as a waiver of any objeas to allowing access to any other
witness.

g. Author or Recipient. The author or recipient of the document (not
including a person who received the document solely in the course of
litigation); and

h. Mock Jury Participants. Mock jury participants may review such
documents only after such persons have completed the certification
contained in Attachment A, Acknowledgment of Understanding and
Agreement to Be Bound and aftesunsel for the Party making the
disclosure explains that such person is bound to follow the terms of
this Order.

C. Data Security and Control of Documents Counsel for the parties shall make

11
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reasonable efforts to prevent unauthorieedhadvertent disclosure of Confidential

or Highly Confidential Information.

1.

Standard of Care: The Receiving Partglsimaintain any Protected Material

that is provided under the Confidential®rder in a secure and safe manner
that ensures that access is limited to the persons authorized under this
Confidentiality Order. Thé&keceiving Party shall exercise a standard of due
and proper care with respect to the steragistody, use, and/or dissemination
sufficient under all applicable laws ®afeguard against unauthorized or
inadvertent disclosure of such m@é including the use of eDiscovery
vendors or claims administrators capableahplying with such laws to store
such documents. All such copies, repreithns, extractions, and abstractions
shall be subject to the terms of thisd@r and labeled in the same manner as
the designated material on which tleeg based. The recipient of Foreign Law
Protected Material shall protect these materials with the same degree of care
that they use to protect and safegui@eir own proprietary information. Any

such copies, reproductions, extractionabstractions are subject to the same
restrictions and controls. Further, feoreign Law Protected Material, a Party

will make best efforts to have Proted Material managed or stored with
eDiscovery vendors that maintain an information security program.

Loss of Protected Material or Breach $&curity: If a Receiving Party or
authorized recipient discovers angdoof Protected Material or a breach of
security, including any actual or susfegt unauthorized access, relating to

another Rrty’s Protected Material, ¢h Receiving Party or authorized

12
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recipient shall : (i) promptly provide wten notice to the Producing Party of
such breach; (ii) provide sufficiembformation about the breach that the
Producing Party can reasonably ascertaesize and scope of the breach;
and (iii) take all appropriate correctiaetions to terminate the unauthorized
access and will cooperate with Prothg Party in any investigation to
identify potential threats resulting frothe loss of the Protected Material.

3. Other Provision: Counsel shall maintain the originals of the forms signed by
persons acknowledging their obligatiamsder this Order for a period of three
years after the termination of the case.

5. Inadvertent Failure to Designate. An inadvertent failure to designate a document as
Confidential or Highly Confidentlainformation does not, standing alone, waive the right to so
designate the document; provided, hoerevhat a failure to serve a timely Notice of Designation of
deposition testimony as required by this Ordegnreyf inadvertent, waives any protection for
deposition testimony. If a Party designates audeent as Confidential or Highly Confidential
Information after it was initially produced, the ReceiyiParty, on notification of the designation,
must make a reasonable effort to assure tiratdocument is treated in accordance with the
provisions of this Order. No Party shall be founthawe violated this Order for failing to maintain
the confidentiality of material durg a time when that material hast been designated Confidential
or Highly Confidential Information, even where tfalure to so designate was inadvertent and
where the material is subsequently desigh&enfidential or Highly Confidential Information.

6. Filing of Confidential or High ly Confidential Information. This Order does not, by itself,
authorize the filing of any documemnder seal. If a Designating Pawjshes to file any Protected

Material in connection with a motion, brief, or ottgibmission to the Court it must comply with

13
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Local Civil Rule 26.2 and with the CM/ECF Admimistive Guide for the United States District
Court for the Northern District of Illinois. If aon-designating Party or Rigés wishes to file any
Protected Material in connection with a motion, hrefother submission to the Court it must seek
leave to file it under seal temporarily so thes@eating Party or Partiesan attempt to make the
showings required by Local Civil Rule 26.2. The Desiting Party or Partiesahhave twenty-one
(21) days to file the motion required by Lo€alle 26.2 and the non-desamg Parties will have
fourteen (14) days to respond. A Party may only ntoveermanently seal a document it, in good
faith, believes meets the legal standard for sgakven if the Party has previously marked such
material under this order.

7. Greater Protection of Specific Documents.Compliance with this Order shall not be
interpreted to require disclosuréinformation potentially protectduy the attorney-client privilege,
the work product doctrine, as Foreign Law Protedtiaderial, or any other applicable privilege or
protection.

8. Challenges by a Party to Designation asConfidential or Highly Confidential
Information. The designation of any material or docuinas Confidential or Highly Confidential
Information is subject to challenge by any Paife following procedure shall apply to any such
challenge.

A. Meet and Confer. A Party challenging the degiation of Confidential or Highly
Confidential Information must do so in godalth and must begin the process by
conferring directly with counsel for thBesignating Party. In conferring, the
challenging Party must explain the basis its belief that the confidentiality
designation was not proper and must give bresignating Party an opportunity to

review the designated material, to recoasithe designation, and, if no change in

14
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designation is offered, to explain the Isdfsir the designation. The Designating Party
must respond to the challenge within (@0) business days of the meet and confer,
unless the volume of documents challengedkes a longer period of time reasonably
necessary.
B. Judicial Intervention. A Party that elects to challengeconfidentiality designation
may file and serve a motion that identifibe challenged material and sets forth in
detail the basis for the challenge. Eatlth motion must be accompanied by a
competent declaration that affirms thag timovant has complied with the meet and
confer requirements of this Order. The burdémpersuasion in any such challenge
proceeding shall be on the Designating Paldsgtil the Court rules on the challenge,
all Parties shall continue teeat the materials as Coudintial or Highly Confidential
Information under the terms of this Order.
9. Action by the Court. Applications to the Court for an order relating to materials or
documents designated ConfidehtaHighly Confidential Information shall be by motion. Nothing
in this Order or any action or agrmaent of a Party under this Order lintite Court’s power to make
orders concerning the disclosure of documents produced in discovery or at trial.
10.  Use of Confidential or Highly Confidential Documents or Information at Hearings or
Trial. Nothing in this Order shall be construedatbect the use of any document, material, or
information at any trial or hearing. A Party that mde to present or that anticipates that another
Party may present Confidential Highly Confidential Information at a hearing or trial shall bring
that issue to b Court's andParties’ attention by motion or in a pretrial memorandum without
disclosing the Confidential or Highly Confidertiaformation. The Court may thereafter make such

orders as are necessary to govern the use of such documents or information at trial.

15
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11. Non-Party Discovery.The Parties in conducting discovergm Non-Parties shall attach
this Order to a copy of any subp@eor other discovery request. fre extent subpoenas are sent
before the entry of this Order, copies of the Ordérb& provided to the subpoena recipients within
five (5) days of the entry of the Order. Non-Parti®m whom discovery is requested are entitled
to the protections of this Order in responding to such requests.

12.  Confidential or Highly Confidential Inform ation Subpoenaed or Ordered Produced in
Other Litigation.

A. If a Receiving Party is served with a subpoena or an order issued in other litigation
that would compel disclosure of any material or document designated in this action
as Confidential or Highly Confidentiahformation, the Receiving Party must so
notify the Designating Party, by emailingunsel of record, immediately and in no
event more than three court dayseafreceiving the subpoena or order. Such
notification must include a copy of the subpoena or court order.

B. The Receiving Party also must immediatelfiorm in writing the Party who caused
the subpoena or order to issue in the othiggakion that some or all of the material
covered by the subpoena or order is thbject of this Order. In addition, the
Receiving Party must deliver a copy of tRisder promptly to the Party in the other
action that caused the subpoena to issue.

C. The purpose of imposing these duties is ta éierinterested persons to the existence
of this Order and to afford the DesignatiPgrty in this case an opportunity to try to
protect its Confidential or ighly Confidential Information in the court from which
the subpoena or order issued. The Desiggd®arty shall bear the burden and the

expense of seeking protection in that caiirits Confidentiabr Highly Confidential

16
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Information, and nothing in these provisions should be construed as authorizing or
encouraging a Receiving Party in thisiactto disobey a lawful directive from
another court. The obligations set forth in this paragraph remain in effect while the
Party has in its possession, custody amtwl Confidential or Highly Confidential

Information by a Designating Party to this case.

13.  Challenges by Members of the Public to Sealing Orderdf a Party or interested member

of the public challenges the sewjiof particular documents thatveabeen filed under seal, the

Designating Party will have the burden of demonstrating the propriety of filing under seal.

14.  Obligations on Conclusion of Litigation.

A.

Order Continues in Force. Unless otherwise agreed or ordered, this Order shall
remain in force after dismissal or entry afdl judgment not subject to further appeal.
Obligations at Conclusion of Litigation. Within sixty (60) days after dismissal or
entry of final judgment not subject to furthegpeal, all Protected Material shall be
returned to the Producing Party or destbymless: (1) the document has been
offered into evidence or filed without restriction as to disclosure; (2) the Parties agree
to destruction to the extemptracticable in lieu of returh;or (3) as to documents
bearing the notations, summations, dnestmental impressions of the Receiving
Party, that Party elects to destroy the doents and certifies to the Producing Party
that it has done so.

Retention of Work Product and one set of Filed DocumentsNotwithstanding the

! The Parties may choose to agree that the RegeRarty shall destroy documents containing
Protected Material and certify the fact of destion, and that the Receiving Party shall not be
required to locate, isolate and return e-mailslditiog attachments to e-mails) that may include
Protected Material, or Protected Material containedeiposition transcriptar drafts or final expert

reports.

17
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above requirements to return or destroy doents, counsel may retain (1) attorney
work product, including an index that refensrelates to designated Confidential or
Highly Confidential Information so long as that work product does not duplicate
verbatim substantial portiod Confidential or Highly @nfidential Information, and

(2) one complete set of all (i) documentsd with the Court including those filed
under seal, (ii) deposition transcripts axthibits, and (iii) dscovery materials served

and disclosed as between the Parties, asclbut limited to, interrogatories, expert
reports, and objections and responses to discovery. Any retained Confidential or
Highly Confidential Information shall continude be protected under this Order. An
attorney may use his or her work product in subsequent litigation, provided that its
use does not disclose or use Confidéntia Highly Confidential Information.
Nothing in this Order shall be constcu¢o require the destruction or return of
Confidential or Highly Confidetial Information stored in counsels’ archives, back

up media or disaster recovery media.

D. Deletion of Documents filed under Seafrom Electronic Case Filing (ECF)
System. Filings under seal shall be deleted from the ECF system only upon order of
the Court.

15.  Order Subject to Modification. This Order shall be subjetd modification by the Court

on its own initiative or on motion of a Party or atiier person with standing concerning the subject
matter.

16.  No Prior Judicial Determination. This Order is entered based on the representations and
agreements of the Parties and foe purpose of facilitating diegery. Nothing herein shall be

construed or presented as a judicial deteation that any document or material designated

18
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Confidential or Highly Confidetial Information by counsel or the Parties is entitled to protection
under Rule 26(c) of the Federal Rules of Civil e or otherwise until such time as the Court
may rule on a specific document or issue.

17.  Persons Bound. This Order shall take effect when entered and shall be binding upon all
counsel of record and their law firntee Parties, and persons madlejsct to this Order by its terms.
The terms of this Order shall bending upon all current and future rBas to this action and their
counsel. Any Party appearing in thigation following entry of this Order shall be deemed to have
joined the action subject to its provisigssibject to the reservation of the joining Party’s right to

seek modification or supplementation of this Order.

/sl Gary I. Smith, Jr. [s/ Josh Krevitt

Joel Flaxman Clifford C. Histed

ARDC No. 6292818 ARDC No. 6226815

Kenneth N. Flaxman Michael E. Martinez

ARDC No. 830399 ARDC No. 6275452

LAW OFFICES OF KENNETH N. K&L Gates LLP

FLAXMAN P.C. 70 West Madison Street

200 S Michigarmve., Suite 201 Suite 3300

Chicago, IL 60604 Chicago, IL 606024207
Phone: (312) 423200 Phone: 312807-4448
jaf@kenlaw.com clifford.histed@klgates.com
knf@kenlaw.com michael.martinez@klgates
Brendan P. Glackinpfo hac vicg Theodore J. Boutrous, Jpro hac vice
Lin Y. Chan pro hac vice Daniel G. Swansom(o hac vicég
Nicholas Lee gro hac vice Rodney J. Stong(fo hac vicg
Sarah Zandigro hac vicég Gibson, Dunn & Crutcher LLP
LIEFF CABRASER HEIMANN & 333 South Grand Avenue
BERNSTEIN, LLP Los Angeles, CA 900738197
275 BatteryStreet, 29th Floor Phone 213-229-7000

San Francisco, CA 94113339 Tboutrous@gibsondunn.com
Phone: (415) 956000 Dswanson@gibsondunn.com
bglackin@Ichb.com RStone@gibsondunn.com
Ichan@Ichb.com

nlee@Ichb.com Rachel S. Brasp(o hac vicg
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szandi@Ichb.com

Eric L. Cramer pro hac vicé
Najah A. Jacobsfo hac vice
BERGER MONTAGUE PC
1818 Market Street, Suite 3600
Philadelphia, PA 19103

Phone: (415) 219962

Phone: (215) 718256
ecramer@bm.net
njacobs@bm.net

Robert Litan (pro hac vice)

BERGER MONTAGUE PC

2001 Pennsylvania Avenue, NW, Suite 300
Washington, D.C. 20006

Phone: (202) 559745

rlitan@bm.net

Joshua P. Davig(o hac vicegpending)
BERGER MONTAGUE PC

59A Montford Avenue

Mill Valley, CA 94941

Phone: (415) 218962
jdavis@bm.net

Gary I. Smith Jr.gro hac vice
HAUSFELD LLP

600 Montgomery Street
Suite 3200

San Francisco, CA 94111
Phone: 415) 633 1908
gsmith@hausfeld.com

Counsel for Plaintiffs and the Proposed Cla
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Phone: 415893-8200
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Josh Krevitt(pro hac viceg
Gibson, Dunn & Crutcher LLP
200 Park Avenue

New York, NY 101660193 USA
Phone: 21851-4000
Jkrevitt@gibsondunn.com

David | Gelfand (pro hac vice pending)
Daniel P. Culley (pro hac vice pending)
Clearly Gottlieb Steen & Hamilton LLP
2112 Pennsylvania Avenue, NW
Washington, DC 20037
dgelfand@cgsh.com
dculley@cgsh.com

Counsel for Defendarf-Mobile US, Inc.

/s/Rachel S. Morse

Rachel S. Morse

MASSEY & GAIL LLP

50 EastWashington Street, Suite 400
Chicago, IL 60602

Tel: (312) 2831590
rmorse@masseygail.com

Robert D. Wick

Henry B. Liu (pro hac vice)
COVINGTON & BURLING LLP
One CityCenter

850 Tenth Street NW
Washington, DC 20004956
Tel: (202) 6626000
rwick@cov.com

hliu@cov.com
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Dated: March 21, 2023

APPROVED AND SO ORDERED.

Dated: March 23, 2023

Michael B. Miller (pro hac vice)
MORRISON & FOERSTER LLP
250 West 55th Street

New York, NY 10119

Tel: (212) 4683000
MBMiller@mofo.com

Counsel for Defendant SoftBank Group Corp

Dated: March 21, 2023

Judge Thomas M. Durkin
United States District Judge
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ATTACHMENT A

IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON,
JOHNNA FOX, BENJAMIN
BORROWMAN, ANN LAMBERT,
ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves an(
all others similarly situated,

Plaintiffs,
V.

DEUTSCHE TELEKOM AG et al.,

Defendants.

Case No. 22-cv-3189
Judge Thomas M. Durkin

Magistrate Judge Jeffrey Cole

ACKNOWLEDGMENT AND AGREEMENT TO BE BOUND

The undersigned hereby acknowledges that h&sheead the Confideality Order dated

hereto, understands the terthereof, and agrees to le®und by its terms. The undersigned

submits to the jurisdiction of the United Statestbdct Court for the Northern District of Illinois

in matters relating to the Confidentiality d&r and understands that the terms of the
Confidentiality Order obligate him/her to eisnaterials designated as Confidential or Highly

Confidential Information in accordance with tkrder solely for the purposes of the above-

captioned action, and not to disclose any gtehfidential or Highly Confidential Information to

any other person, firm or concern.

in the above-captioned action and attached
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The undersigned acknowledges that violation ef@wonfidentiality Order may result in

penalties for contempt of court.

Name:

Job Title:

Employer:

Business Address:

Date:

Signature
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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON,
JOHNNA FOX, BENJAMIN

BORROWMAN, ANN LAMBERT, Case No. 1:22-cv-03189
ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves and Judge Thomas M. Durkin

all others similarly situated,

Magistrate Judge Jeffrey Cole
Plaintiffs,

DEUTSCHE TELEKOM AG, TMOBILE
US, INC., and SOFTBANK GROUP CORP.,

Defendants.

ORDER RE PROTOCOL FOR THE PRODUCTION OF
ELECTRONICALLY STORED INFORMATION (ESI)

The parties hereby provide the Court with fbllowing joint proposed order re protocol
governing the production of electronically stored information (“ESI”) in the alcapéioned
matter. This Order shall be applied in conjunctioth, and construed with reference to, other
orders of the Court concerning discovery, includimg Agreed Confidentiality Order (Dkt. 98)

and Rule 502(d) Order to be entered in this matter.

1. Production Format. For all discovery requests in which electronically stored

information (“ESI”) is reasonably available aresponsive to a request, the responding party
shall produce such information in single-pagack and white, Group IV Tagged Image File
Format (“TIFF”) of at least 300 dpi with an agregppon accompanying load file (e.g.,

Concordance *.opt and *.dat) and an accompanyinifj4page extracted text file (*.txt). TIFF
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files shall be named with a unique productioneBanumber followed by the appropriate file
extension, .tif. If a document is more than page, the unitization of the document and any
attachments and/or affixed notes shall be maintained as they existed in the original document.
The parties will produce unredacted Excel andraspecadsheet (*.xls, .csv, and other similar)
documents and media files intive format with an accompanying extracted text file. If the
parties agree that aforementioned electronic ftsraege inappropriate or inconvenient for a
particular file type, then documents of such fylpe(s) will be produced in native format with an
accompanying extracted text file. For eddtument produced in native format, a Bates-
numbered placeholder TIFF document with the tBxtcument Produced in Native Format” or
similar text shall be included with the productenmd the native file shall be named with the
Bates number for the corresponding placeholder. In addition, productions shall comply with the
following:
a. Word documents shall be producedeefing track changes, comments,
and any other hidden content, if any;
b. PowerPoint documents and other presentations shall be produced
reflecting speaker notes, hidden slidasd any other hidden content, if
any;
C. Excel files shall be produced with all hidden rows, columns, and other
information visible;
d. Each document shall be produced in a text-searchable format, to the extent
commercially feasible;
e. Where the original of a produced document is in color, and color is

material to the interpretation of the document, the receiving party may
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request that the document be produced in color (whether electronic or hard
copy);

f. The parties will produce hard copy documents as scanned images in TIFF
format with OCR-extracted text;

g. To the extent hard copy documents are collected from an agreed
custodian, the scann@dages produced shall designate the custodian’s
name in the metadata field “Bl@uplicate (all custodian)”; to the extent
hard copy documents are collected from a non-custodial source, the
scanned images produced shall designat®lbbile” (or other producing
party, as appropriate) in timeetadata field “DéDuplicate (all custodian)”

h. The parties agree that if any partaoflocument is responsive, the entire
document and its family members (j.parent email or attachments) shall
be produced, except that (1) any docutmeay be withheld in its entirety
under a claim of privilege and/or work product and (2) any portion of a
document may be redacted on the basis of privilege, work product, or
other applicable protectiaas outlined in section 18Redactiony of this
protocol. The receiving party reserves the right to challenge the
withholding and/or redaction of documents. The parties shall meet and
confer in good faith to resolve any disputes regarding the withholding
and/or redaction of documents. Any intractable disagreements in this
regard shall be resolved by the Court.

2. Re-productions. Notwithstanding any provisions to the contrary, Documents

that the producing party reproduces in whole or i fpam the production files of a historical



CaSmsk222%-031039 B Durnemtstit 283-81Hiikel) 0410225 Hage12 0fof 2 36 falie DA BB6 1

litigation, arbitration, government inquiry, or othreatter may be produced in the same manner
and form as originally produced in the historical matter. To the extent that a producing party
produced documents prior to the entry of thid€y the producing party shall not be required to
reprocess or otherwise alter its previous produdomeet the terms of this Order unless the
requesting party demonstrates good causeuoin reprocessing or alteration.

3. System Files System and program files, including those as defined by the NIST
library (http://www.nsrl.nist.gov/), commonly uség e-discovery vendors to exclude system
and program files from document review anddurction, need not be processed, reviewed, or
produced. Additional files may be added to thedfstxcluded files by agreement of the parties.

4, De-duplication. To the extent that exact duplicate stand-alone documents (based

on MD5 hash values at the document leweby message ID and other standard vendor
methalology for email) reside within a party’s ESI dat, each party shall use best efforts to
produce a single copy of a responsive document or record. Where any such documents have
attachments, hash values must be identicdddtin the document plus attachment at the family
level (including associated metaapas well as for any attachment (including associated
metadata) standing alone. Attachment to pamatg not be suppressed if a duplicate stand -
alone version of the attachment exists. Stand-alone versions of documents may not be
suppressed if a duplicate version is attached to a parent. -Btipkcate (all custodian)” field
containing the identity of each custodian whose data was de-duplicated shall be provided as a
metadata field in the production data file.

5. Production of Email Threads. Non-inclusive emails.g., any email whose text

and attachments are fully contained witamother email in the document population) may be

excluded from review, production, and/or logging so long as the produaitygspthread
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identification software is capable of identiigi non-inclusive emails in an automated fashion
and so long as the inclusiviee(, any email that contains unique content that is not included in
any other email in the document population) email or emails in the document population is either
produced (with or without redactions) or included on a privilege log, to the extent the entire
chain is withheld on the basis of privilege. When producing inclusive emails, the producing
party agrees to provide lesser-included,-pamileged, non-Foreign Law Protected, non-
Personal Data metadata consisting of Frém,CC, BCC information in a concatenated,
separate metadata fielded “Lesser_Included SendBRecipient”. For the avoidance of doubt,
responsive “nofinclusive” emails that will be produced independently of any “threaded” email
chain include not only chains with different “endpoints,” but also othefimduasive content

such as, for example, attachments that arénchtded in later iterations on the chain, unsent
drafts with unique content, or emails containirtgrations to earlier emails not captured in a
later inclusive email of the same thread. Theiwgog party can request in good faith reasonable
and specific lesser included emails in ordegxolude impertinent or extraneous materials from
the examination of a witness and the producintypshall not refuse a good faith request for
such production.

6. Email Domains. The producing party may exclude from review and production

uniquely identifiable categories of Documents that are not likely to be responsive, such as emails
from domains typically associated with junk emddrior to excluding any such documents, the
producing party shall provide a list of proposed email domains and other criteria used to remove
documents from review and production. Theiparshall meet and confer in good faith to reach
agreement on categories of documents to exalnder this paragraph and any intractable

disagreements in this regard shall be resolved by the Court. For the avoidance of doubt, this
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exclusion will not apply where an email originates from an email domain proposed to be
excluded from review, but the original in tireenail is forwarded to, forwarded by, or altered in
any way by an agreed-upon or Court-ordered document custodian.

7. Parent-Child Relationships This relationship between attachments, enclosures,

embedded files, and/or exhibits to any parent document shall be presgitadhments” (also
known as “Children”) and their “Parent” docunteare a “Family” of documents. Children
should be located directly after their Panenthe production set and should be sequentially
Bates numbered. The child-document shoulddiesecutively produced immediately after the
parent-document unless justifiably withheld under the provisions of 1(h) herein. Each document
shall be produced with the production number for the first and last page of that document in the
“BegBates” and “EndBates” fields of the data load file and with the “BegAttach” and
“EndAttach” fields listing the production number fibre first and last page in the document
family.

8. Native Files A party that receives a docunmigmoduced in a non-native format
may make a reasonable request to receive tbendent in its native format, including where the
production in TIFF format renders the documelegible or where the lack of color causes the
document to lack complete context. The parties shall meet and confer in good faith to resolve
any requests for native productiand any intractable disagreements in this regard shall be
resolved by the Court.

9. Delivery. The preferred means of producing documents is via secure FTP or
secure file share. However, documents may also be produced via encrypted flash drive or hard
drive if (a) the size of the production exce#us size limitations applicable to the producing

party’s secure FTP or file share or (b) if theerest of preserving the confidentiality of the
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information produced outweighs the speed andieficy of producing documents via secure
FTP or secure file share. All physical mediastrioe write protected arehcrypted before it is
produced.

10. Naming Convention for Production Media Whether produced via secure FTP,

file share, or physical media, the files produced should be combined into a compressed file such
as .zip, .rar, etc. The compressed file shoulddmed so as to indicate the producing party, the
date of the production, and teequence of the production (e.gSoftBankProduction20230419-
00r).

11. Metadata. The parties need not produce all metadata associated with ESI, unless
the requesting party can show a need for metadata. However, the following metadata fields for
each document shall be produced, if available:

Begdoc, Enddoc (or Begin Bss, End Bates) Begattach, Endattach, Email From,
Email To, Email Cc, Email Bcc, Datend Time Sent/Received, Email Subject,
Title, File Name, Document Type, FilExtension, Page Count, MD5 Hash,
Confidential (protective agreement dgsation), Redacted (Yes/No), Date Last
Modified, Date Created, Author, and De-duplicate (all custodian).
A party may reasonably request, upon good cause shown, the production of additional metadata
on an individual basis by identifying each domnt for which additional metadata is needed,
specifying what kinds of additional metadata theypaatjuires, and the reason why such metadata
is needed. The parties agree to meet and camfgood faith if any disputes arise and any

intractable disagreements in this regard shall be resolved by the Court.

12. Bates numbering All images shall be assigned a Bates number that must

always: (1) be unique across the entire docurpsduction; (2) maintain a constant length (0-

padded) across the entire production; and€33equential within a given document.
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13. Redactions A producing party may redatom any document (1) any
information that is protected from disclosure by attorney-client privilege, the work-product
doctrine, protection accordedtrial preparation materials,ijt defense/common interest
privilege, and any other reasonably applicabieilpge and (2) any information that qualifies
under subparagraphs (a) or (b) of this paragtapii.documents that are redacted shall be
identified as such in eRedactetl metadata field.

a. Personal Data and Foreign Law Protected Material RedactionsA producing
party may redact Personal Data and Fpreiaw Protected Material to the extent
that the information falls within one of the following categories: (1) bank or credit
card account number(s), personal passwangslical or health information of an
individual, social security numbensersonal information of minor children,
national or state identification numbers, passport information or other information
of a personal or sensitive nature; or (2) personal information protected by any
applicable statutes, including the GDPR, the BDSG, the APPI, or other foreign
laws. Such redactions should be labeledRedacted Personal Data” on the
document.

b. Limited Redactions of Non-Responsive and Irrelevant Highly Confidential
Business Information A producing party may perform limited redactions of
non-responsive Highly Confidential business information if it meets the following

criteria;?

! Capitalized terms in this Ordshall be defined in accordanwéh the Agreed Confidentiality
Order entered in this cas&eeDkt. 98.

2 |f limited jurisdictional discovery is ordered blye court, and non-U.S. entities are required to
produce documents that have a nexus with the U.S. market more generally, this provision shall
not apply to those documents.
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The redacted Highly Confidential business information has no nexus with
the pleaded U.S. Retail Cell Service Market; and

The redacted Highly Confidential business information is produced by a
non-U.S. entity that is a party oiirith party to this litigation; and

The redacted Highly Confidential business information redactions are
narrowly applied and retain sufficiecontext (e.g., section header
information, subject lines or other contextual information) so that the
requesting party can discern the gehsudject matter of the redacted
material; and

The redacted information is noécessary to understanding, interpreting or
otherwise contextualizing the relevant portion of the document or

document family of which it is a part.

Any such redactions shall be labeled “Redactétighly Confidential Irrelevant

Business Information.” For the avoidance of doulpady or third party shall

only be permitted to redact, and not withhold or slipsheet, non-responsive and

irrelevant Highly Confidential busiiss information. A requesting party may

make reasonable and specific requests for further explanation or removal of

specific redactions made for non-respeesnd irrelevant Highly Confidential

business information.

Any redacted material must be clearly labeled erfalse of the document having been redacted.

Each redacted document shallgreduced with an OCR .txt file to the extent the text file does not

disclose the redacted information. The receiyiagy reserves the right to challenge the redaction

of any information. The paes agree to meet and confer in gdaith if any disputes arise and
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any intractable disagreements in this regard shall be resolved by the Court.

14.  Privilege logs The parties agree to serve a privilege log providing information
regarding all documents withheld under a claim of privilege and/or work product protection
consistent with Rule 26. Documents protected by attorney-client privilege, the work-product
doctrine, protection accordedtrial preparation materials,ijt defense/common interest
privilege and any other reasonably applicable mgeld material that are created after the date of
the filing of the original Complaint in thebove-captioned matter need not be logged on a
privilege log, provided that responsive communications with non-litigation counsel regarding
business matters shall be logged. Redactedndeats need not be logged as long as the reason
for the redaction is noted on the face of the document in the redacted area and the redaction is
noted in a metadata field. For redacted documents where the subject matter is not decipherable
as a result of redactions, the receiving parfy request additional information to understand the
basis of the redaction. The parties shall nrag@et confer in good faith to resolve requests for
additional information and any intractable disagredsanthis regard shall be resolved by the
Court.

15. Non-Waiver. Pursuant to Federal Rule of Evidence 502(d), the production of any
material or information, whether inadvertent or otherwise, shall not be deemed to waive any
privilege, work product or privacy protectiontime Litigation or in any other federal or state
proceeding. Nothing in this Paragraph is intended to or shall serve to liartly& woluntary
election to conduct a review of any material oomifation for relevance, responsiveness, and/or
segregation of privileged and/or protected infation before production. The parties stipulate
that the Court shall enter a Rule 502(d) Order to govern procedures for clawback of disclosed

material, which shall be interpreted to provide the maximum protection allowed by Rule 502(d).

10
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16. Databases To the extent necessary, the parties will meet and confer regarding
production of relevant information from proprietary databases or enterprise databases. Before
producing any agreed upon structured data, tbéyming party shall produce a data sample from
the relevant database that includes the fields and sample values to be produced. If the parties
cannot reach agreement on the production paranfetesguctured data, the parties reserve the
right to escalate disputes to the Court for hetsan. Except by agreement of the parties or by
order of the Court upon showing of good cause, the producing party shall not be required to
extract structured data from the same source multiple times.

17. Document Collection, Search, and Production The parties shall cooperate to

identify appropriate custodians and/or other soutcdse searched, appropriate search terms or
other search techniques to be employed, gmatopriate time frame(s) to be searched and
produced. To the extent possible, proposed custediball be identified by name, title(s) and
corresponding date(s), connection to this litigatiand the type of the information under his/her
control. For unstructured data, the producing payl sisclose the search parameters they intend
to use (e.g., search term, TAR or combination ther@ud)the custodial files, non-custodial files,
and corresponding time periods proposed to be seabdferk finalizing the search protocol. If

a producing party elects to use TAR to cullodherwise limit the volume of unstructured ESI
subject to linear review, the party shalldiese to a requesting g the vendor and the TAR
technology or tool being used, includiaglescription of the TAR toolgrocedures. If the parties
cannot reach agreement on the search parameters, the parties reserve the right to escalate disputes
to the Court for resolution. Except by agremof the parties or by order of the Court upon
showing of good cause, a producing party shall noétpeired to add or modify search parameters

after completion of the above process. Nothinthis Order should be construed to (1) waive or

11
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abrogate any aspect of angrfy’s agreement memorialized aorrespondence from Plaintiffs’
counsel on October 20, 2022, (2) waive or abrogayeohjections a party may have to Requests
for Production, or (3) preclude any party from objegtio the identification of custodians, specific
methodologies for collection, or search andeavof potentially discoverable Documents on the
ground that no such relevant information exists.

18. Meet-and-Confer_Obligations The parties recognize that the production of

electronic documents often involves unforeseen isanddifficulties and therefore agree to act

in good faith to negotiate any modificationsth@se production guidelines that are reasonably
necessary to avoid undue cost or burden. To ttenethere is any dispute with respect to the
provisions of this Order, or with the method(shmanner(s) of the production of ESI, the parties

shall meet and confer in attempt to resolve slishute(s) prior to seeking judicial intervention.

19. Third-Party Productions. A party that issues a non-party subpoena shall timely

notify other parties when it receives non-pangductions, and shall provide copies of such
productions in the format in which they were received from the third-party.

20. Subsequently Joined Parties Parties joined to this Action after the entry of this

joint proposed order shall presumptively be suifedts terms, however, subsequently joined
parties may seek modification of this joint proposed order either through further written
agreement of all parties, or upon a showing aldgcause, by application to the Court on notice

to the other patrties.

3 Plaintiffs reserve the right to object to the utilization of both TAR and search terms together to
cull any of the same custodial and non-custodial ssur©efendants reserve the right to seek
the utilization of both TAR and search terms together to cull any of the same custodial and
non-custodial sources.

12
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/s/ Gary | Smith, Jr.

Joel Flaxman
ARDC No. 6292818
Kenneth N Flaxman
ARDC No. 830399

LAW OFFICES OF KENNETH N.

FLAXMAN P.C.

200 S Michigan Ave., Suite 201
Chicago, IL 60604

Phone: (312) 423200
jaf@kenlaw.com
knf@kenlaw.com

Brendan P. Glackimpfo hac vicg
Lin Y. Chan pro hac vice
Nicholas Leegro hac vicg
Sarah Zandigro hac vicé

Jules A. Rosspfo hac viceg
LIEFF CABRASER HEIMANN &
BERNSTEIN, LLP

275 Battery Street, 29th Floor
San Francisco, CA 94113339
Phone: (415) 958000
bglackin@Ichb.com
Ichan@Ichb.com
nlee@Ichb.com
szandi@Ichb.com
jross@Ilchb.com

Eric L. Cramer ffro hac vice
Najah A. Jacobspfo hac vice
BERGER MONTAGUE PC
1818 Market Street, Suite 3600
Philadelphia, PA 19103

Phone: (415) 218962

Phone: (215) 713256
ecramer@bm.net
njacobs@bm.net

Robert Litan pro hac vicég
BERGER MONTAGUE PC

2001 Pennsylvania Avenue, NW, Suite 300

Washington, D.C. 20006
Phone: (202) 559745
rlitan@bm.net

/sl Josh Krevitt

Clifford C. Histed

ARDC No. 6226815
Michael E. Martinez
ARDC No. 6275452

K&L G ATES LLP

70 West Madison Street
Suite 3300

Chicago, IL 60602-4207
Phone: 31807-4448
clifford.histed@klgates.com
michael.martinez@klgates

Josh Krevitt pro hac viceg

GIBSON, DUNN & CRUTCHER LLP
200 Park Avenue

New York, NY 101660193 USA
Phone: 212351-4000
Jkrevitt@gibsondunn.com

Theodore JBoutrous, Jr.igro hac vice
Daniel G. Swansom(o hac vicég
Rodney J. Stongfo hac vice
GIBSON, DUNN & CRUTCHER LLP
333 South Grand Avenue

Los Angeles, CA 90078197

Phone: 21229-7000
Tboutrous@gibsondunn.com
Dswanson@gibsondunn.com
RStone@gibsondunn.com

Rachel S. Brasg(o hac vicg
GIBSON, DUNN & CRUTCHER LLP
555 Mission Street

San Francisco, CA 941d21
Phone: 41893-8200
RBrass@gibsondunn.com

Counsel for Defendant-Mobile US, Inc.

Dated: October 16, 2023
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Joshua P. Davigp(o hac viceforthcoming)
BERGER MONTAGUE PC

59A Montford Avenue

Mill Valley, CA 94941

Phone: (415) 219962

jdavis@bm.net

Gary |. Smith Jr.gro hac vice
HAUSFELD LLP

600 Montgomery Street, Suite 3200
San Francisco, CA 94111

Phone: (267) 702318
gsmith@hausfeld.com

Hill Brakefield (pro hac vicé
HAUSFELD LLP

888 16th St NW, Suite 300
Washington, DQ0006
Phone(202) 953-8190
hbrakefield@hausfeld.com

Counsel for Plaintiffs and the Proposed Cla

Dated: October 16, 2023

APPROVED AND SO ORDERED.

Dated: April 3, 2024

/s/Rachel S. Morse

Rachel S. Morse

MASSEY & GAIL LLP

50 East Washington Street, Suite 400
Chicago, IL 60602

Tel: (312) 2831590
rmorse@masseygail.com

Robert D. Wick

COVINGTON & BURLING LLP
One CityCenter

850 TenthStreet NW
Washington, DC 20004956
Tel: (202) 6626000
rwick@cov.com

Michael B. Miller (pro hac vicg
MORRISON & FOERSTER LLP
250 West 55th Street

New York, NY 10119

Tel: (212) 4688000
MBMiller@mofo.com

Counsel for Defendant SoftBank Group Corp

Dated: October 16, 2023

Judge Thomas M. Durkin
United States District Judge

14
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From: Li, Viola

To: Monica McCarrolj Yin, Clifford; Leong, Amber;, Dallas. Melissa Patch, Richard Phan. Kimy Parker, Clarg Kevin
Reiss

Cc: Brass. Rachel S; Higney, Caeli A; Yu, Minae

Subject: [EXTERNAL] Dale v. Deutsche Telekom AG - Protective order

Date: Tuesday, February 25, 2025 9:40:00 AM

Attachments: T-Mobile Proposed Amendments to the Confidentiality Order.docx

Confidentiality Protective Order_existing.docx

All,

Please see attached for T-Mobile’s proposed amendments to the protective order, as well as a word
version of the existing order. As we discussed, we'd appreciate you letting us know within the next
week whether these proposed amendments are sufficient to allay DISH’s concerns. If not, T-Mobile
expects the PO issue will be raised before the Court soon so DISH should be prepared to move the
Court separately on this issue if necessary. We will keep you apprised of any motions that any other
party may file on this issue, but we are hoping to resolve these issues as soon as possible

In addition, the names of the two T-Mobile in-house counsel that we referenced on our call are:
Heather Johnson and January Kim. We will let you know if other attorneys that may need to access
confidential materials.

Please let us know if you have any questions or wish to discuss. Thank you.

Best,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

This message may contain confidential and privileged information for the sole use of the
intended recipient. Any review, disclosure, distribution by others or forwarding without
express permission is strictly prohibited. If it has been sent to you in error, please reply to
advise the sender of the error and then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm
and/or our privacy policy.
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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS

EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON,
JOHNNA FOX, BENJAMIN BORROWMAN,
ANN LAMBERT, ROBERT ANDERSON, and
CHAD HOHENBERY on behalf of themselves )
and all others similarly situated, Judge Thomas M. Durkin

Plaintiffs, v.

v Magistrate Judge Jeffrey Cole

DEUTSCHE TELEKOM AG et al.,

Defendants.

AMENDED AGREED CONFIDENTIALITY ORDER

The Parties to thismendedAgreed Confidentiality Order have agreed to the terms of this
Order; accordingly, it is ORDERED:
1.  Scope.Alldocuments, electronically stored infornwatj items, and other rregials produced
or adduced in the course of discovery, regardless of the medium or manner generated, stored,
maintained or revealed (including initial disclosures, responses to discovery requests, deposition
testimony and exhits), and information derived dird¢ therefrom (hereinafter collectively
“documents”), shall be subject to this Ordeoncerning Confidential or Highly Confidential
Information as defined below. This Order shall apply to any named Party to this action (including all
of its officers, directors, employees, retained experts, and outside counsel and their support staff), and

to Non-Parties who agree to be bound by this Order. This Order is subject to the Local Rules of this



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 135 of 236 PagelD #:6376

District and the Federal Rules of Civil Procedure on matters of procedure and calculation of time
periods.-This Agreed Confidentiality Order shall be applied in conjunction with, and construed with
reference to, other orders of the Court concerning discovery, including the Document Production
Protocol Order and the 502(d) Order entered in this matter.

2. Definitions.

A. “Competitive Decision-Making means decision-making relating to a competitor,

potential competitor, customer, or distribution partner including decisions regarding

contracts, marketing, pricing, product ongee development or design, product or

service offerings, research and development, or licensing, acquisition, or enforcement

of intellectual property rights, except that any litigation-related decision relating to

this Action shall not be considered Competitive Decision-Making.

A-B. “Confidential Information” means any document, or any portion thereof,
designated as “CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER” by the
Producing Party that contains confidential or proprietary business, commercial,
research, personnel, product or financial contety way of example only,
Confidential Information may include but is not limited to: (a) information prohibited
from disclosure by statute, contractual agreenor orders of the court or regulatory
agencies; (b) information that reveals trade secrets; (c) research, technical,
commercial or financial information that the Party has maintained as confidential; (d)
personnel or employment records of a person who is not a Party to the case; or (e)
information that has been designated as Confidential or its equivalent designation in
any prior litigation or regulatory proceedingmformation or documents that are

available to the public may not be designated as Confidential Information.
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C. “Designated In-House Counsé&imeans up to four (4) In-House Counsel designated

by Defendant who may be authorized to access Highly Confidential Information

pursuant to ParagraphB)(2)(b) of this Order.

B.D. “Designating Party’ means a Party or Non-Party that designates information or
items that it produces in disclosures or in responses to discovery as
“CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER” or “HIGHLY
CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER.”

C.E. “Foreign Law Protected Material’ means Documents or other Electronically
Stored Information subject to the laws, orders, or rules of a foreign nation or
organization, including but not limited teConvention on the Taking of Evidence
Abroad in Civil or Commercial Matte§The Hague Convention”), Japan’s Act on
the Protection of Personal Information or “APPI,” the Directive 95/46/EC of the
European Parliament and of the Council of 24 October 1995 on the Protection of
Individuals with Regard to the Processing of Personal Data and on the Free
Movement of Such Data, 1995 O.J. (L281/31) / Regulation (EU) 2016/679 of the
European Parliament and of the Council ofril 2016 on the Protection of Natural
Persons with Regard to the Processing of Personal Data and on the Free Movement
of Such Data, and repealing Directive 95/46/EC (“General Data Protection
Regulation” or “GDPR”) (L119/1), the Federal Data Protection Act of 30 June 2017
(Federal Law Gazette | p. 2097), as last amended by Article 10 of the Act of 23 June
2021 (Federal Law Gazette I, p. 1858; 2022 | p. 1045) (“German Federal Data
Protection Act” or “Bundesdatenschutzgesetz” or “BDSG”), Act on Data Protection

and Privacy of Telecommunication and Telemedia Services (TTDSG) effective
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December 1, 2021 Directive 2002/58/EC as amended by Directive 2009/136/EC,
and the Amended Act on the Protection of Personal Information, Amendment Bill of
the Act on the Protection of Personal Information, etc., submitted to the ordinary
session (201st Session) of the Diet on 10th March 2020, as approved by the Diet on
5th June 2020 and promulgated on 12th June 2020.

D:F. “Highly Confidential Information ” means any document, or any portion thereof,
designated as “HIGHLY CONFIDENTIAL — SUBJECT TO PROTECTIVE
ORDER” by the Producing Party that meets the criteria for Confidential Information
and the disclosure of which may cause injury to the business, commercial,
competitive, financial or legal interests of the Producing Party or Non-PBytway
of example only, Highly Confidential Information may include but is not limited to:
(a) Foreign Law Protected Material; (b) @nt or future business strategies and other
strategic planning information; (c) projections or plans regarding performance,
budgets, production, output, sales, marketing or distribution practices; (d) research
and development information; (e) manufacturing know-how or technology; (f) board
of directors materials and presentations; (g) customer lists or information; (h)
negotiation strategies; (i) proptary software systems, or processes; (j) margin, cost,
and pricing information; (k) intellectual property; (I) Personal Data or Personally
Identifiable Information; (m) income tax returns (including attached schedules and
forms), W-2 forms and 1099 forms; (n) medical information concerning any
individual; or (o) information that has been designated as Highly Confidential or its
equivalent designation in any prior litigation or regulatory proceedirdghly

Confidential Information may also include personnel files or other Personal Data or
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Personally Identifiable Information if ppicable privacy law requires heightened
protection.

EG. “In-House Counsel means attorneys who are employees of a Party to this action.
In-House Counsel does not include Outside Counsel of Record or any other outside
counsel.

FH. “Non-Party” means any natural person, partnership, corporation, association, or
other legal entity not named as a Party to this action.

GJ.  “Outside Counsel means attorneys who are not eoyses of a Party to this action
but are retained to represent or advise a Party to this action and have appeared in this
action on behalf of that Party or are affiliated with a law firm which has appeared on
behalf of that Party, and includes support staff.

HJ. “Party” means any party to this action, including all of its officers, directors,
employees, consultants, rieted experts, and Outside Counsel of Record (and their
support staffs).

LK. “Personal Datd or “Personally Identifiable Information” or “PIl” means
information in any format about an identifiable individual, including but not limited
to, bank or credit card account number(s), personal passwords, information on the
medical or health of an individual, social security numbers, personal information of
minor children, national or state identification numbers, passport information or other
information of a personal or sensitive nature.

JL.  “Producing Party” means any Party or Non-Party that produces document(s) in this

action.

K-M. *“Protected Material” means any document that is designated as “CONFIDENTIAL
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— SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL —

SUBJECT TO PROTECTIVE ORDER.”

LN. “Receiving Party means any Party that receives document(s) from a Producing
Party.

0. “Structured Data” means @ta stored in a structured format, such as databases or data
sets according to specific form and content rules as defined by each field of the
database. Structured Data does not include summaries, analyses, or references to data
contained in expert reports, briefs, deposition transcripts, or attorney work product.

3. Designation.
A. A Party may designate a document as Confidential or Highly Confidential for

protection under this Order by placing or affixing the words “CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” on the document and on all copies in a
manner that will not interfere with the legibility of the document in accordance with
the Order Regarding Production Of Electronically Stored Information And Paper
Documents entered in this case. To the extent a document is produced in a form in
which placing or affixing the words “CONFIDENTIAL — SUBJECT TO
PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL — SUBJECT TO
PROTECTIVE ORDER” on the document is not practicable, the Producing Party
may designate the document as Confidential or Highly Confidential by way of written
communication, including a cover letter, slip sheet, or by affixing a label to the
production media containing the document. As used in this Order, “copies” includes

electronic images, duplicates, extracts, summaries or descriptions that contain the
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Confidential or Highly Confidential Information. The marking “CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” shall be applied prior to or at the time of the
documents are produced or disclosed. Applying the marking “CONFIDENTIAL —
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” to a document does not mean that the
document has any status or protection by statute or otherwise except to the extent and
for the purposes of this Order. Anypies that are made of any documents marked
“CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER” or “HIGHLY
CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER” shall also be so
marked, except that indices, electronic databases or lists of documents that do not
contain substantial portions or images of the text of marked documents and do not
otherwise disclose the substance of the Confidential or Highly Confidential
Information are not required to be marked.

B. Deposition testimony may be designated as Confidential or Highly Confidential on
the record, if and as appropriate. Unless all Parties agree on the record at the time the
deposition testimony is taken, all deposition testimony taken in this case shall be
treated as Confidential Information for a period of thirty (30) days after the final
transcript is issued by the court reporter. If counsel for the Party being deposed states
on the record that the deposition testimony should be treated as Highly Confidential
Information, such testimony will be treated as Highly Confidential Information for
the thirty (30) day period following the court reporter’s delivery of the final transcript

to the Party being deposed. No later than the thirtieth day after the final transcript is
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delivered by the court reporter, a Party may serve a Notice of Designation to all

Parties of record and the court reporter for the deposition in question as to specific

pages of the transcript that are designed Confidential or Highly Confidential

Information, and thereafter gnthose portions identified in the Notice of Designation

shall be protected by the terms of this Order. The court reporter shall thereafter

provide an updated final copy of the transcript that reflects any designations of pages
of the transcript as Confidential or Highly Confidential Information on each
designated page.

4. Protection of Confidential or Highly Confidential Material.

A. General Protections. A Receiving Party may use material that is disclosed or
produced by another Party or by a Non-Party in connection with this action only for
the prosecution or defense of claims, includiamy appeal thereof or the settlement
of this action-Further, Protected Material may be disclosed only to the categories of
persons and under the conditions described in this Order.

B. Limited Disclosures.

1. Unless otherwise ordered by the court or permitted in writing by the
Producing Party, a Receiving Party may disclose Confidential Information
only to:

a. Outside Counsel or In-HouseCounsel Outside or In House Counsel

for the Parties and employees of such counsel who have responsibility
for the preparation and trial of the action;

b. Parties. Individual Parties and current or former officers, directors or
employees of a Party but only to the extent counsel determines in good
faith basis for believing such Confidential Information is relevant to
events, transactions, discussions, communications or data about which
the individual Party, current or foem officer, director or employee
has knowledge, and disclosure to such individual Party, current or
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former officer, director or employee is limited to the portion of the
document about such events transactions, discussions,
communications, or data, and such Party, current or former officer,
director or employee’s assistance is reasonably necessary to the
conduct of the litigation in which the information is disclos&dthis
proposed class action, defendants’ Confidential Information may be
disclosed only to the named plaintiffs;

C. The Court. The Court and its personnel;

d. Court Reporters and Recorders.Court reporters and recorders
engaged for depositions;

e. Contractors. Those persons specifically engaged for the limited
purpose of making copies of documents or organizing or processing
documents, including outside vendors hired to process electronically
stored documents and discovery technicians;

f. Consultants and Experts. Consultants, investigators, or experts
employed by the Parties or counsel for the Parties to assist in the
preparation and trial of this action but only after such persons have
completed the certification otained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound,;

g. Witnesses During depositions or testimony at trial or any hearing,
witnesses in this action to whom disclosure is reasonably necessary,
provided that counsel for the Party intending to disclose the
information has a good faith basis for believing such Confidential
Information is relevant to events, transactions, discussions,
communications or data about which the witness is expected to testify
or about which the witness may have knowledg@rior to the
disclosure, the deposing Party shall ensure that such persons have
completed the certification otained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound.
Witnesses shall not retain a copy of documents containing
Confidential Information, except witnesses may receive a copy of all
exhibits marked at their depositions in connection with review of the
transcripts. Pages of transcribed dgpon testimony or exhibits to
depositions that are designated as Confidential Information pursuant
to the process set out in this Order must be separately bound by the
court reporter and may not be disclosed to anyone except as permitted
under this Order-The Parties reserve their right to object to the
disclosure of Confidential Information to a deposition witness that (i)
has not previously authored @ceived such Confidential Information
(i) who has not, by virtue of the witness’s current or former
employment position, had access to the Confidential Information, or
(iii) where the Confidential Information does not purport to describe
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statement(s) made by or conduct undertaken by the witness. If a
document purports to describe a witness’ statement(s) or conduct, but
the witness was not the author or recipient of the Confidential
Information and did not otherwise have access to it, only the portions
of the Confidential Informatiomecessary to fairly examine the
witness will be disclosed to the witness (e.g., the portions of the
Confidential Information describing the statement(s) or conduct
purportedly attributable to the witness, date and time information, and
the identity of the individual(s) that is (are) describing the witness’
purported statement(s) or conduct) and the remainder of the
Confidential Iformation in thedocument shall be redacted. Before a
witness is shown Confidential Information that they were not either
(i) the author or recipient of or (ii) had access to by virtue of the
witness’s current or former employment, the Confidential Information
will be shown to counsel for the Producing Party to allow the
Producing Party to object to the disclosure, if afiyie Party intending

to disclose any document containi@gnfidential Information to any
witness who is not (i) the author or recipient of the document or (ii)
had access to the document by virtue of the witness'’s current or former
employment may not do so unless and until any objections are
resolved either through mutual agreement or by a court order.
Agreement to allow a particular witness access to a document is not
and shall not be construed as a waiver of any objections to allowing
access to any other witness.

h. Author or recipient. The author or recipient of the document (not
including a person who received the document in the course of
litigation); and

i Mock Jury Participants. Mock jury participants may review such
documents only after such persomave completed the certification
contained in Attachment A, Acknowledgment of Understanding and
Agreement to Be Bound and aftesunsel for the Réy making the
disclosure explains that such person is bound to follow the terms of
this Order.

2. Unless otherwise ordered bihe court or permitted in writing by the
Producing Party, a Receiving Party may disclose Highly Confidential
Information only to:

a. Outside Counsel.Outside Counsel for the Parties and employees of

such counsebrdesighated ;
b. Designatedin-House Counsel.

10
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i Defendant may disclose Highly Confidential Information
other than Highly Confidential Structured Data to no more
than four (4) in-houseounselagreed-to-by-the-Parties-who
have-responsibilitywith responsibilitiésr thepreparation-and
triallitigation of the—action,—provided—that-individuals this
Action who do not regutarly-participate inthe—cemmercial
business—activitiesCompetitive Decision-Making at the
Defendant. The following procedures must be followed to
qualify for access under this provision:

a.1) Designated In-House counsel first execute a
Designated In-House Counsel Agreement Concerning
Confidentiality appended hereto as Attachment B (which
executed versions shall be maintained by Outside Counsel for
Defendant and available for inspection upon the reqfdbe
Court or any ProducindParty). The in-house counsel to
whom Defendant wishedo share Highly Confidential
Information must have responsibilities for the litigation of this
action and not currently, and for a period of nine (9) months
following the last occasion on which Highly Confidential
Information is disclosed to such in-house counsel, participate
in or advise on Competitive Decision-Making at the company.

2) Unless otherwise ordered by the Court or agreed to in
writing by the Designating Party, before disclosing any
information designated as Highly Confidential Information to
the Defendant’'s Designated In-house Counsel, Defendant
must provide to Plaintiffs and the Designating Party a Notice
of Designated In-House Counsel, which shall include a written
statement that (a) sets forth the full name of the Designated
House Counsel and the city and state of his or her residence,
and (b) describes the Designated In-House Counsel's past,
current, and reasonably foreseeable future primary job duties
and responsibilities in sufficient detail to determine if
Designated In-House Counsel is involved, or may become
involved, in any Competitive Decision-Making.

3) Defendant may disclose Highly Confidential
Information to its Designated In-House Counsel unless the
Defendant receives a written objection from Plaintiffs or any
Designating Party within 10 days of Defendant’s Notice of its
Designated In-House Counsel.

4) If Defendant receives a timely written objection to the
Notice of its Designated In-House Counsel, Defendant must
meet and confer with producing party to try to resolve the

11
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matter by agreement within ten (10) days of the written
objection. If no agreement is reached, the producing party will
then have ten (10) days to file a motion with the Court,
objecting to Designated In-House Counsel. Defendant shall
not disclose any Highly Confidential Information to the
proposed Designated In-House Counsel pending resolution of
the dispute. If the Court finds the Designated In- House
Counsel to not be engaged in Competitive Decision-Making,
Defendant shall be permitted to disclose Highly Confidential
Information to its Designated In-House Counsel.

5) If at any time Defendant decides to replace a
Designated In-House Counsel, Defendant must provide to
Plaintiffs and the DesignatijParty a Notice of Designated In-
House Counsel and follow the same procedure as set forth
above in subsections (1) through (4) of this provision

ii. Designated In-House Counsel approved in accordance with
subparagraphs i(1)-(4) shall review underlying Highly
Confidential Informabn using a secure document platform or
electronic data room with individual login identifications and
passwords or in person at the offices of their Outside Counsel
(except this restriction shall not apply to Designated In-House
Counsel’s review of Court orders, draft and final versions of
pleadings, motions and other briefs, deposition and hearing
transcripts, and expert reports containing Highly Confidential
Information so long as Desigted In-House Counsel takes
reasonable precautions to protect any Highly Confidential
Information in such materials);

iii. Plaintiffs reserve the right to object to any motion by
Defendant to amend this Order to allow disclosure of Highly
Confidential Information to additional in-house counsel;

b.c. The Court. The Court and its personnel;

ed. Court Reporters and Recorders. Court reporters and recorders

engaged for depositions;

¢-e. Contractors. Those persons specifically engaged for the limited
purpose of making copies of documents or organizing or processing
documents, including outside vendors hired to process electronically

stored documents and discovery technicians;

eff.  Consultants and Experts. Consultants, investigators, or experts

employed by the Parties or counsel for the Parties to assist in the
preparation and trial of this action but only after such persons have

12
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completed the certification contained in Attachment A to this Order;

fg.  Witnesses.During depositions or testimony at trial or any hearing,
witnesses in this action to whom disclosure is reasonably necessary,
provided that counsel for the Party intending to disclose the
information has a good-faith basifor believing such Highly
Confidential Information is relant to events, transactions,
discussions, communications or data about which the witness is
expected to testify or about which the witness may have knowledge.
Prior to the disclosure, the depug Party shall ensure that such
persons have completed the certifica contained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound.
Witnesses shall not retain a copy of documents containing Highly
Confidential Information, except withesses may receive a copy of all
exhibits marked at their depositions in connection with review of the
transcripts. Pages of transcribed testimony or exhibits to depositions
that are designated as Highly Confidential Information may not be
disclosed to anyone except as permitted under this Ofther Parties
reserve their right to object to the disclosure of Highly Confidential
Information to a deposition witness that (i) has not previously authored
or received such Highly Confidential Information (ii) who has not, by
virtue of the witness’s current or former employment position, had
access to the Highly Confidential Information, or (iii) where the
Highly Confidential Information does not purport to describe
statement(s) made by or conduct undertaken by the witness. If a
document purports to describe a witness’ statement(s) or conduct, but
the witness was not the author ecipient of the Highly Confidential
Information and did not otherwise have access to it, only the portions
of the Highly Confidential Information necessary to fairly examine the
witness will be disclosed to the witness (e.qg., the portions of the Highly
Confidential Information describing the statement(s) or conduct
purportedly attributable to the witness, date and time information, and
the identity of the individual(s) that is (are) describing the witness’
purported statement(s) or conduct) and the remainder of the Highly
Confidential Iformation in thedocument shall be redacted. Before a
witness is shown Highly Confidential Information that they were not
either (i) the author or recipient of @i ) had access to by virtue of
the witness’s current or former employment, the Highly Confidential
Information will be shown to counsel for the Producing Party to allow
the Producing Party to object to the disclosure, if adhe Party
intending to disclose any document containing Highly Confidential
Information to any witness who is not (i) the author or recipient of the
document or (ii) had access to the document by virtue of the witness’s
current or former employment may not do so unless and until any
objections are resolved either through mutual agreement or by a court
order.-Agreement to allow a particular witness access to a document

13
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is not and shall not be construed as a waiver of any objections to
allowing access to any other witness.

g-h. _Author or Recipient. The author or recipient of the document (not
including a person who received the document solely in the course of
litigation); and

i Mock Jury Participants. -Mock jury participants may review such
documents only aftesuch persons have completed the certification
contained in Attachment A, Acknowledgment of Understanding and
Agreement to Be Bound and aftayunsel for the Réy making the
disclosure explains that such person is bound to follow the terms of
this Order.

B

C. Data Security and Control of Documents Counsel for theparties shall make

reasonable efforts to prevent unauthorizethadvertent disclage of Confidential

or Highly Confidential Information.

1.

Standard of Care: The Receiving Party shall maintain any Protected Material
that is provided under the Confidentiality Order in a secure and safe manner
that ensures that access is limited to the persons authorized under this
Confidentiality Order. The Receiving Party shall exercise a standard of due

and proper cargt least the same care as it would apply to its own material of the

same or comparable sensitivigyith respect to the storage, custody, use, and/or

dissemination sufficient under all applicable laws to safeguard against
unauthorized or inadvertent disclosure of such material, including the use of
eDiscovery vendors or claims administrators capable of complying with such
laws to store such documents.-8dlehcopies, reproductions, extractions, and
abstractions shall be subject to the terms of this Order and labeled in the same

manner as the designated material on which they are based.

14
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2. Structured Dafa A Receiving Party and its authorized designees entitled to

handle Structured Data that is designated Confidential or Highly Confidential

Information under this Order must:

a. Establish and maintain _an information security program that is
designed: (i) to ensure the security and confidentiality of Structured
Data that is Confidential or Highly Codgntial Information; (ii) to
protect against any anticipated threats or hazards to the security or
integrity of Structured Data that is Confidential or Highly Confidential
Information; (iii) to protect against unauthorized access to, or use of,
Structured Data that is Confidential or Highly Confidential
Information; (iv) to ensure the prepdisposal of Structured Data that
is Confidential or Highly Confidential Information; and (v) to ensure
that all Contractors of the Receiving Party, if any, comply with all of
the foregoing. In no case shall the safeguards of the information
security program be less stringent than then-current industry standard
good practices as defined in the ISO 27001, NIST 800-53 “Moderate,”
or Cobit 5 control frameworks. To the extent a Receiving Party does
not have a written information security program, it may comply with
this provision by having the Structured Data that is Confidential or
Highly Confidential Information hosted and managed by an
eDiscovery vendor or another provider that maintains a compliant
information security program.

b. Maintain Structured Data that is Confidential or Highly Confidential
Information in electronic format in a secure litigation support site(s)
that applies standard industry practices regarding data security,
including but not limited to application of access control rights to
those persons entitled to access Structured Data that is Confidential or
Highly Confidential Information under this Order;

(o Employ continuous threat monitoring tools and practices designed to
detect and address potential security threats in real time. These
practices shall include regular scanning of networks, applications, and
systems for vulnerabilities; continuous monitoring of system logs,
event data, and user activities for anomalous or suspicious behavior;
the use of advanced threat detection technologies such as Endpoint
Detection and Response (EDR) aret&ity Informdion and Event
Management (SIEM) tools to proactively identify and mitigate threats.

d. Maintain an effective Intrusion Detection System (IDS) and Intrusion
Prevention System (IPS) to continuously monitor all networks,

! This provision shall only apply to productions made after the date on which the Court enters this Order.

15



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 149 of 236 PagelD #:6390

13.

systems, and environments where sensitive information is stored,
transmitted, or processed. This system must monitor network traffic
for unauthorized access attempts, unusual activity, and potential
breaches; utilize signature-based and anomaly-based detection
mechanisms to identifypotential threats; ah generate alerts for
suspicious activity, which must be promptly investigated and
remediated.

Ensure that all access, transnossiand modificatin of Structured

Data designated Confidential or Highly Confidential are auditable.
This_includes maintaining detailed audit logs of all data access,
processing activities, and security incidents; ensuring that logs include
information on tle user, time of access, and the specific actions taken;
preserving audit logs for at least twelve (12) months following the
return_or destruction of such Confidential or Highly Confidential
Information in accordance with this Order.

Employ encryption methods compliant with Federal Information

Processing Standards (FIPS) to protect the confidentiality and
integrity of Confidential or HighlfConfidential Structured Data. Such
data must be encrypted both at rest and in transit. Data at rest (stored
on physical or electronic media or any system) shall be encrypted
using Advanced Encryption Standard (AES) with a key size of at least
256 bits. Data in transit shall be encrypted using Transport Layer
Security (TLS) 1.2 or higher. When transmitting any portion of such
Confidential or Highly Confidential Structured Data, Parties and
designees shall use secure and encrypted channels used for business
purposes; they shall not transmit, or store any such data on unsecured
channels that do not meet the requirements of this Section 4.C.2, such
as free personal email accounts like Gmail, Hotmail, and the like.

Maintain any Structured Data that is Confidential or Highly

Confidential Infamation that exists in hard-copy format in a secure
location with access limited to persons entitled to access Structured
Data that is Confidential or Highly Confidential Information under
this Order.

Foreign Law Protected Materialhe recipient of Foreign Law Protected

Material-shall protect these materials with the same degree of care that they
use to protect and safeguard their own proprietary information. Any such
copies, reproductions, extraction, abstractions are subject to the same

restrictions and controlskFurther, for Foreign Law Protected Material, a Party

16



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 150 of 236 PagelD #:6391

will make best efforts to have Protected Material managed or stored with
eDiscovery vendors that maintain an information security program.

24.  Loss of Protected Material or Breach of Security: If a Receiving Party or
authorized recipient discovers any loss of Protected Material or a breach of
security, including any actual or suspected unauthorized agcesy actual

or suspected unauthorized acquisitielating toanethea ProducingParty’s

Protected Materialthe Receiving Party or authorized recipient shél)
promptly provide written notice to the Producing Party of such bre@bim

72 hours of the Receiving Party or authorized recipient’s discovery of the loss

or breach (ii) provide sufficient information about thess orbreach that the

Producing Party can reasonably ascertain the size and scopelafshe
breach; and (iii) take all appropriate corrective actions to terminate the
unauthorized access angill cooperate with Producing Party in any
investigation to identify potential threats resulting from the @gsreactof

the Protected Material.

a. If required by any judicial or governmental request, requirement or
order to disclose information regarding loss of Protected Material or a
breach of security, the Receiving Party shall take all reasonable and
lawful steps to give the Designating Party sufficient prior notice in
order to contest such request, requirement or order through legal
means. The Receiving Party agrees to provide reasonable cooperation
to the Designating Party or law enforcement in investigating any such

security incident.

b. If the unauthorized access, acquisition, use, or disclosure of the
Confidential or HighlyConfidential requires notice to individuals,
organizations or regulators under applicable law, then the Receiving
Party shall, at their own cost, cooperate with the Designating Party
regarding provision of such notice.

3.5.  Other Provision:Counsel shall maintain the originals of the forms signed by

17
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persons acknowledging their obligations under this Order for a period of three
years after the termination of the case.

6. Segregation of Data: Documents produced in this litigation shall be

maintained in _a distinct database, separate from any other documents,

including those produced by a Producing Party in a separate litigation. A

Receiving Party may not co-mingle Protected Material with materials from

any other litigation or matter.

7. Artificial Intelligence: A Receiving Party may not upload or input any

Protected Material, including excerpts from Protected Material, into any

open-source generativetificial intelligence system (e.qg. ChatGPT, Google

Bard, etc.). To the extent the Receiving Party wants to utilize private and

segregated generative artificial environments, the Receiving Party shall

provide the Producing Party with the security and privacy protections

maintained by the Al tool and agree to meet and confer should the Receiving

Party have any objections. The obligations and restrictions of this paragraph

apply even where the Protected Material has been anonymized.

5. Inadvertent Failure to Designate.An inadvertent failure to designate a document as
Confidential or Highly Confidential Information does not, standing alone, waive the right to so
designate the document; provided, however, that a failure to serve a timely Notice of Designation of
deposition testimony as required by this Ordeere¥f inadvertent, waives any protection for
deposition testimony. If a Party designates a document as Confidential or Highly Confidential
Information after it was initially produced, the Receiving Party, on natification of the designation,

must make a reasonable effort to assure that the document is treated in accordance with the provisions

18
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of this Order. No Party shall be found to have violated this Order for failing to maintain the
confidentiality of material during a time when that material has not been designated Confidential or
Highly Confidential Information, even where the failure to so designate was inadvertent and where
the material is subsequently designated Confidential or Highly Confidential Information.

6. Filing of Confidential or Highly Confidential Information. This Order does not, by itself,
authorize the filing of any document under seal. If a Designating Party wishes to file any Protected
Material in connection with a motion, brief, or other submission to the Court it must comply with
Local Civil Rule 26.2 and with the CM/ECF Administrative Guide for the United States District
Court for the Northern District of lllinois. If a nalesignating Party or Parties wishes to file any
Protected Material in connection with a motion, brief, or other submission to the Court it must seek
leave to file it under seal temporarily so the Designating Party or Parties can attempt to make the
showings required by Local Civil Rule 26.2. The Designating Party or Parties shall have twenty-one
(21) days to file the motion required by Local Rule 26.2 and the non-designating Parties will have
fourteen (14) days to respond. A Party may only move to permanently seal a document it, in good
faith, believes meets the legahstlard for sealing, even if the Party has previously marked such
material under this order.

7. Greater Protection of Specific DocumentsCompliance with this Order shall not be
interpreted to require disclosuséinformation potentially protected biye attorney-client privilege,

the work product doctrine, as Foreign Law PratddWaterial, or any other applicable privilege or
protection.

8. Challenges by a Party to Designation as Confidential or Highly Confidential
Information. The designation of any material or document as Confidential or Highly Confidential

Information is subject to challenge by any Party. The following procedure shall apply to any such
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challenge.

A.

Meet and Confer. A Party challenging the designation of Confidential or Highly
Confidential Information must do so in good faith and must begin the process by
conferring directly with counsel for the Designating Party. In conferring, the
challenging Party must explain the basis for its belief that the confidentiality
designation was not proper and must give the Designating Party an opportunity to
review the designated material, to reconsider the designation, and, if no change in
designation is offered, to explain the basis for the designation. The Designating Party
must respond to the challenge within ten (10) business days of the meet and confer,
unless the volume of documents challenged makes a longer period of time reasonably
necessary.

Judicial Intervention. A Party that elects to challengeconfidentialitydesignation

may file and serve a motion that identiftbe challenged material and sets forth in
detail the basis for the challenge. Each such motion must be accompanied by a
competent declaration that affirms that thevant has compliedith the meet and
confer requirements of this Order. The dem of persuasion in any such challenge
proceeding shall be on the Designating Party. Until the Court rules on the challenge,
all Parties shall continue to treat the materials as Confidential or Highly Confidential

Information under the terms of this Order.

9. Action by the Court. Applications to the Court for an order relating to materials or

documents designated Confidential or Highly Confidential Information shall be by motion. Nothing

in this Order or any action or agraent of a Party under this Order limits the Court’'s power to make

orders concerning the disclosure of documents produced in discovery or at trial.
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10.  Use of Confidential or Highly Confidential Documents or Information at Hearings or

Trial. Nothing in this Order shall be construed to affect the use of any document, material, or
information at any trial or heimg. A Party that intends to present or that anticipates that another
Party may present Confidential or Highly Confidenti@brmation at a hearing or trial shall bring

that issue to the Court’'s and Parties’ attention by motion or in a pretrial memorandum without
disclosing the Confidential or Highly Confidential Information. The Court may thereafter make such
orders as are necessary to govern the use of such documents or information at trial.

11.  Non-Party Discovery.The Parties in conducting discoyeirom Non-Parties shall attach

this Order to a copy of any subpoena or other discovery request. To the extent subpoenas are sent
before the entry of this Order, copies of the Order will be provided to the subpoena recipients within
five (5) days of the entry of the Order. Non-Parties from whom discovery is requested are entitled to
the protections of this Order in responding to such requests.

12.  Confidential or Highly Confidential Information Subpoenaed or Ordered Produced in

Other Litigation.

A. If a Receiving Party is served with a subpoena or an order issued in other litigation
that would compel disclosure of any material or document designated in this action
as Confidential or Highly Confidential Information, the Receiving Party must so
notify the Designating Party, by emailing counsel of record, immediately and in no
event more than three court days after receiving the subpoena or order. Such
notification must include a copy of the subpoena or court order.

B. The Receiving Party also must immediately inform in writing the Party who caused
the subpoena or order to issue in the other litigation that some or all of the material

covered by the subpoena or order is the subject of this Order. In addition, the
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Receiving Party must deliver a copy of this Order promptly to the Party in the other
action that caused the subpoena to issue.

The purpose of imposing these duties is to alert the interested persons to the existence
of this Order and to afford the Designating Party in this case an opportunity to try to
protect its Confidential or Highly Confidential Information in the court from which
the subpoena or order issued. The Desigga®arty shall bear the burden and the
expense of seeking protection in that court of its Confidential or Highly Confidential
Information, and nothing in these provisions should be construed as authorizing or
encouraging a Receiving Party in this action to disobey a lawful directive from
another court. The obligations set forth irstharagraph remaiim effect while the

Party has in its possession, custody or control Confidential or Highly Confidential

Information by a Designating Party to this case.

13.  Challenges by Members of the Public to Sealing Order#. a Party or interested member

of the public challenges the sealinfjparticular documents that have been filed under seal, the

Designating Party will have the burden of dersivating the proprietgf filing under seal.

14.  Obligations on Conclusion of Litigation.

A.

Order Continues in Force. Unless otherwise agreed or ordered, this Order shall
remain in force after dismissal or entry of final judgment not subject to further appeal.
Obligations at Conclusion of Litigation. Within sixty (60) days after dismissal or
entry of final judgment not subject to further appeal, all Protected Material shall be
returned to the Producing Party or destroyed unless: (1) the document has been

offered into evidence or filed without restriction as to disclosure; (2) the Parties agree
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to destruction to the extent practicable in lieu of refuon;(3) as to documents
bearing the notations, summations, or other mental impressions of the Receiving
Party, that Party elects to destroy the daoents and certifies to the Producing Party
that it has done so.

C. Retention of Work Product and one set of Filed DocumentNotwithstanding the
above requirements to return or destroy documents, counsel may retain (1) attorney
work product, including an index that refers or relates to designated Confidential or
Highly Confidential Information so long as that work product does not duplicate
verbatim substantial portions of Confidential or Highly Confidential Information, and
(2) one complete set of all (i) documents filed with the Court including those filed
under seal, (ii) deposition transcripts and exhibits, and (iii) discovery materials served
and disclosed as between the Parties, such as, but limited to, interrogatories, expert
reports, and objections and responses to discovery. Any retained Confidential or
Highly Confidential Information shall continue to be protected under this Order. An
attorney may use his or her work product in subsequent litigation, provided that its
use does not disclose or use Confidential or Highly Confidential Information. Nothing
in this Order shall be construed to require the destruction or return of Confidential or
Highly Confidential Information stored in counsels’ archives, bagk-media or
disaster recovery media.

D. Deletion of Documents filed under Seal from Electronic Case Filing (ECF)

2 The Parties may choose to agree that the Receiving Party shall destroy documents containing Protected Material
and certify the fact of destruction, and that the Receiving Party shall not be required to locate, isolate and return e-
mails (including attachments to e-mails) that may include Protected Material, or Protected Material contained in
deposition transcripts or drafts or final expert reports.
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System.Filings under seal shall be deleted from the ECF system only upon order of
the Court.
15.  Order Subject to Modification. This Order shall be subject to modification by the Court on
its own initiative or on motion of a Party or any other person with standing concerning the subject
matter.
16.  No Prior Judicial Determination. This Order is entered based on the representations and
agreements of the Parties and fioe purpose of facilitating discovery. Nothing herein shall be
construed or presented as a judicial detertiinathat any document or material designated
Confidential or Highly Confidential Information by counsel or the Parties is entitled to protection
under Rule 26(c) of the Federal Rules of Civil Procedure or otherwise until such time as the Court
may rule on a specific document or issue.
17.  Persons Bound.This Order shall take effect when entered and shall be binding upon all
counsel of record and their law firms, the Parties, and persons made subject to this Order by its terms.
The terms of this Order shall be binding upon all current and future Parties to this action and their
counsel. Any Party appearing in this litigation following entry of this Order shall be deemed to have
joined the action subject to its provisions, subject to the reservation of the joining Party’s right to

seek modification or supplementation of this Order.

\ Deleted Cells

Isi-Gary-H-SmithJr. fsi-Josh-Krevitt
[s/[DRAFT] [s/[DRAFT]
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FLAXMAN P.C.
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Phone: (312) 427-3200
knf@kenlaw-comjaf@kenlaw.com
knf@kenlaw.com

Interim Liaison Counsel for Plaintiffs and
the Proposed Class

Brendan P. Glackimpfo hac vicg
Lin Y. Chan ¢ro hac vicg
Nicholas Leero hac vicg
Sarah Zandifdro hac vicé
Jules A. Rosspro hac vice
LIEFF CABRASER HEIMANN &
BERNSTEIN, LLP
275 Battery Street, 29th Floor
San Francisco, CA 94111-3339
Phone: (415) 956-1000
bglackin@lehb-com
lchan@lchbcom
nlee@lchb-com
szandi@lchb-com
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nlee@Ichb.com

szandi@Ichb.com

jross@Ichb.com

Eric L. Cramer ffro hac vicg
Najah-A—JacebsJeremy Gradwdgpio hac
vice)
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1818 Market Street, Suite 3600
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RStone@gibsendunn.com
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Dswanson@gibsondunn.com
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Rachel S. Brasg(o hac vicg
Gibson, Dunn & Crutcher LLP
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Phone: 415-393-8200
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Josh Krevitt pro hac vicé
Gibson, Dunn & Crutcher LLP
200 Park Avenue
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Robert Litan (pro hac vice)
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1001 G St, N.W. Suite 400 East
Washington, D.C. 20001
Phone: (202) 559-9745
rlitan@bm.net
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Kyla Gibboney fpro hac vice

Julie Pollock pro hac vicg

BERGER MONTAGUE PC

505 Montgomery Street, Suite 625
San Francisco, CA 94111

Phone: (415) 689-9292
jdavis@bm.net

kgibboney@bm.net
jpollock@bm.net

Gary I. Smith Jr.gro hac vicé
HAUSFELD LLP

600 Montgomery Street, Suite 3200
San Francisco, CA 94111

Phone: (267)-702-2318
gsmith@hausfeld.com

Swathi Bojedlafro hac vicg
HAUSFELD LLP

888 16th Street NW, Suite 300
Washington, D.C. 20006
Phone: (202) 540-7200
sbojedla@hausfeld.com
hbrakefield@hausfeld.com

Interim Co-Lead Class Counsel for
Plaintiffs and the Proposed Class

David | Gelfand (pro hac vice pending)
Daniel P. Culley (pro hac vice pending)
Clearly Gottlieb Steen & Hamilton LLP
2112 Pennsylvania Avenue, NW
Washington, DC 20037
dgelfand@cgsh.com

dculley@cgsh.com

Counsel for Defendant T-Mobile US, Inc.

April 11, 2025February-24-2025 Dated:
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Mareh21-2028pril 11, 2025February-24,-2025

APPROVED AND SO ORDERED.

Dated:

MagistrateJudgeTFhomas-M-—Durkin

Jeffrey Cole
United State®istrictMagistrateJudge
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18. ATTACHMENT A

IN THE UNITED STATES DISTRICT COURT

FOR THE NORTHERN DISTRICT OFQE ILLINOIS

EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON,
JOHNNA FOX, BENJAMIN
BORROWMAN, ANN LAMBERT,
ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves ang -Judge Thomas M.
all others similarly situated, )
Durkin

Plaintiffs,

V.

Magistrate Judge Jeffrey Cole
DEUTSCHE TELEKOM AG et al.,

Defendants.

19.  ACKNOWLEDGMENT AND AGREEMENT TO BE BOUND

The undersigned hereby acknowledges that he/she has read the Confidentiality Order dated

[ — in the above-captioned action and attached hereto,

understands the terms thereof, and agrees to be bound by its terms. The undersigned submits to the
jurisdiction of the United States District Court for therthern District of lllinois in matters relating

to the Confidentiality Order and understands that the terms of the Confidentiality Order obligate
him/her to use materials designated as Confidential or Highly Confidential Information in
accordance with the Order solely for the purposes of the above-captioned action, and not to disclose

any such Confidential or Highly Confidential Imfoation to any other person, firm or concern.
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The undersigned acknowledges that violatibrihe Confidentiality Order may result in

penalties for contempt of court.

Name:

Job Title:

Employer:

Business Address: —_—

Date:

Signature
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ATTACHMENT B

IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON, Case No. 22-cv-3189
JOHNNA FOX, BENJAMIN
BORROWMAN, ANN LAMBERT, Judge Thomas M. Durkin

ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves and Magistrate Judge Jeffrey Cole
all others similarly situated,

Plaintiffs,
A

DEUTSCHE TELEKOM AG et al.,

Defendants.

IN-HOUSE COUNSEL AGREEMENT CONCERNING CONFIDENTIALITY

l, ., am employed as by

| hereby certify that:

1. | have read the Amended Agreed Confidentiality Order in the above-captioned
action, and understand its terms.

2. | agree to be bound by the terms of the Amended Agreed Confidentiality Order
entered in the above-captioned action, agree that in my role as in-house counsel for
the above Defendant company | meet the requirements of Paragraph 4(B)(2)(b) of
this Amended Agreed Confidentiality Order, and agree to use the information
provided to me only as explicitly provided in this Amended Agreed Confidentiality
Order.

3. | understand that my failure to abide by the terms of the Amended Agreed
Confidentiality Order entered in the @le-captioned action will subject me,
without limitation, to civil and criminabenalties for contempt of Court.

4. | submit to the jurisdiction of the United States District Court for the Northern
District of lllinois solely for the purpose of enforcing the terms of the Amended
Agreed Confidentiality Order enteredtime above-captioned action and freely and
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knowingly waive any right | may otherwise have to object to the jurisdiction of said
Court.

Date:

Signature
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ATTACHMENT 2
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IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON, Case No. 22-cv-3189
JOHNNA FOX, BENJAMIN
BORROWMAN, ANN LAMBERT, Judge Thomas M. Durkin

ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves and Magistrate Judge Jeffrey Cole
all others similarly situated,

Plaintiffs,
V.

DEUTSCHE TELEKOM AG et al.,

Defendants.

AGREED CONFIDENTIALITY ORDER

The Parties to this Agreed Confidentiality Order have agreed to the terms of this Order;
accordingly, it is ORDERED:
1. Scope. All documents, electronically stored information, items, and other materials produced
or adduced in the course of discovery, regardless of the medium or manner generated, stored,
maintained or revealed (including initial disclosures, responses to discovery requests, deposition
testimony and exhibits), and information derived directly therefrom (hereinafter collectively
“documents”), shall be subject to this Order concerning Confidential or Highly Confidential
Information as defined below. This Order shall apply to any named Party to this action (including all
of its officers, directors, employees, retained experts, and outside counsel and their support staff), and
to Non-Parties who agree to be bound by this Order. This Order is subject to the Local Rules of this
District and the Federal Rules of Civil Procedure on matters of procedure and calculation of time

periods. This Agreed Confidentiality Order shall be applied in conjunction with, and construed with
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reference to, other orders of the Court concerning discovery, including the Document Production

Protocol Order and the 502(d) Order entered in this matter.

2. Definitions.

A.

“Confidential Information” means any document, or any portion thereof,
designated as “CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER” by the
Producing Party that contains confidential or proprietary business, commercial,
research, personnel, product or financial content. By way of example only,
Confidential Information may include but is not limited to: (a) information prohibited
from disclosure by statute, contractual agreement or orders of the court or regulatory
agencies; (b) information that reveals trade secrets; (c) research, technical,
commercial or financial information that the Party has maintained as confidential; (d)
personnel or employment records of a person who is not a Party to the case; or (e)
information that has been designated as Confidential or its equivalent designation in
any prior litigation or regulatory proceedings. Information or documents that are
available to the public may not be designated as Confidential Information.
“Designating Party” means a Party or Non-Party that designates information or
items that it produces in disclosures or in responses to discovery as
“CONFIDENTIAL - SUBJECT TO PROTECTIVE ORDER” or “HIGHLY
CONFIDENTIAL — SUBJECT TO PROTECTIVE ORDER.”

“Foreign Law Protected Material” means Documents or other Electronically
Stored Information subject to the laws, orders, or rules of a foreign nation or
organization, including but not limited to: Convention on the Taking of Evidence

Abroad in Civil or Commercial Matters (“The Hague Convention”), Japan’s Act on
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the Protection of Personal Information or “APPI,” the Directive 95/46/EC of the
European Parliament and of the Council of 24 October 1995 on the Protection of
Individuals with Regard to the Processing of Personal Data and on the Free
Movement of Such Data, 1995 O.J. (L281/31) / Regulation (EU) 2016/679 of the
European Parliament and of the Council of 27 April 2016 on the Protection of Natural
Persons with Regard to the Processing of Personal Data and on the Free Movement
of Such Data, and repealing Directive 95/46/EC (“General Data Protection
Regulation” or “GDPR”) (L119/1), the Federal Data Protection Act of 30 June 2017
(Federal Law Gazette | p. 2097), as last amended by Article 10 of the Act of 23 June
2021 (Federal Law Gazette I, p. 1858; 2022 | p. 1045) (“German Federal Data
Protection Act” or “Bundesdatenschutzgesetz” or “BDSG”), Act on Data Protection
and Privacy of Telecommunication and Telemedia Services (TTDSG) effective
December 1, 2021, Directive 2002/58/EC as amended by Directive 2009/136/EC,
and the Amended Act on the Protection of Personal Information, Amendment Bill of
the Act on the Protection of Personal Information, etc., submitted to the ordinary
session (201st Session) of the Diet on 10th March 2020, as approved by the Diet on
5th June 2020 and promulgated on 12th June 2020.

D. “Highly Confidential Information” means any document, or any portion thereof,
designated as “HIGHLY CONFIDENTIAL - SUBJECT TO PROTECTIVE
ORDER?” by the Producing Party that meets the criteria for Confidential Information
and the disclosure of which may cause injury to the business, commercial,
competitive, financial or legal interests of the Producing Party or Non-Party. By way

of example only, Highly Confidential Information may include but is not limited to:
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(a) Foreign Law Protected Material; (b) current or future business strategies and other
strategic planning information; (c) projections or plans regarding performance,
budgets, production, output, sales, marketing or distribution practices; (d) research
and development information; (e) manufacturing know-how or technology; (f) board
of directors materials and presentations; (g) customer lists or information; (h)
negotiation strategies; (i) proprietary software systems, or processes; (j) margin, cost,
and pricing information; (k) intellectual property; (I) Personal Data or Personally
Identifiable Information; (m) income tax returns (including attached schedules and
forms), W-2 forms and 1099 forms; (n) medical information concerning any
individual; or (0) information that has been designated as Highly Confidential or its
equivalent designation in any prior litigation or regulatory proceedings. Highly
Confidential Information may also include personnel files or other Personal Data or
Personally Identifiable Information if applicable privacy law requires heightened
protection.

E. “In-House Counsel” means attorneys who are employees of a Party to this action.
In-House Counsel does not include Outside Counsel of Record or any other outside
counsel.

F. “Non-Party” means any natural person, partnership, corporation, association, or
other legal entity not named as a Party to this action.

G. “Outside Counsel” means attorneys who are not employees of a Party to this action
but are retained to represent or advise a Party to this action and have appeared in this
action on behalf of that Party or are affiliated with a law firm which has appeared on

behalf of that Party, and includes support staff.
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A

“Party” means any party to this action, including all of its officers, directors,
employees, consultants, retained experts, and Outside Counsel of Record (and their
support staffs).

“Personal Data” or “Personally Identifiable Information” or “PIlI” means
information in any format about an identifiable individual, including but not limited
to, bank or credit card account number(s), personal passwords, information on the
medical or health of an individual, social security numbers, personal information of
minor children, national or state identification numbers, passport information or other
information of a personal or sensitive nature.

“Producing Party” means any Party or Non-Party that produces document(s) in this
action.

“Protected Material” means any document that is designated as “CONFIDENTIAL
— SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER.”

“Receiving Party” means any Party that receives document(s) from a Producing

Party.

Designation.

A Party may designate a document as Confidential or Highly Confidential for
protection under this Order by placing or affixing the words “CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” on the document and on all copies in a
manner that will not interfere with the legibility of the document in accordance with

the Order Regarding Production Of Electronically Stored Information And Paper
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Documents entered in this case. To the extent a document is produced in a form in
which placing or affixing the words “CONFIDENTIAL - SUBJECT TO
PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL - SUBJECT TO
PROTECTIVE ORDER” on the document is not practicable, the Producing Party
may designate the document as Confidential or Highly Confidential by way of written
communication, including a cover letter, slip sheet, or by affixing a label to the
production media containing the document. As used in this Order, “copies” includes
electronic images, duplicates, extracts, summaries or descriptions that contain the
Confidential or Highly Confidential Information. The marking “CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER?” shall be applied prior to or at the time of the
documents are produced or disclosed. Applying the marking “CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” or “HIGHLY CONFIDENTIAL -
SUBJECT TO PROTECTIVE ORDER” to a document does not mean that the
document has any status or protection by statute or otherwise except to the extent and
for the purposes of this Order. Any copies that are made of any documents marked
“CONFIDENTIAL - SUBJECT TO PROTECTIVE ORDER” or “HIGHLY
CONFIDENTIAL - SUBJECT TO PROTECTIVE ORDER” shall also be so
marked, except that indices, electronic databases or lists of documents that do not
contain substantial portions or images of the text of marked documents and do not
otherwise disclose the substance of the Confidential or Highly Confidential
Information are not required to be marked.

B. Deposition testimony may be designated as Confidential or Highly Confidential on
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the record, if and as appropriate. Unless all Parties agree on the record at the time the
deposition testimony is taken, all deposition testimony taken in this case shall be
treated as Confidential Information for a period of thirty (30) days after the final
transcript is issued by the court reporter. If counsel for the Party being deposed states
on the record that the deposition testimony should be treated as Highly Confidential
Information, such testimony will be treated as Highly Confidential Information for
the thirty (30) day period following the court reporter’s delivery of the final transcript
to the Party being deposed. No later than the thirtieth day after the final transcript is
delivered by the court reporter, a Party may serve a Notice of Designation to all
Parties of record and the court reporter for the deposition in question as to specific
pages of the transcript that are designed Confidential or Highly Confidential
Information, and thereafter only those portions identified in the Notice of Designation
shall be protected by the terms of this Order. The court reporter shall thereafter
provide an updated final copy of the transcript that reflects any designations of pages
of the transcript as Confidential or Highly Confidential Information on each

designated page.

4. Protection of Confidential or Highly Confidential Material.

A

General Protections. A Receiving Party may use material that is disclosed or
produced by another Party or by a Non-Party in connection with this action only for
the prosecution or defense of claims, including any appeal thereof or the settlement
of this action. Further, Protected Material may be disclosed only to the categories of
persons and under the conditions described in this Order.

Limited Disclosures.
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1. Unless otherwise ordered by the court or permitted in writing by the

Producing Party, a Receiving Party may disclose Confidential Information

only to:

a.

Counsel. Outside or In House Counsel for the Parties and employees
of such counsel who have responsibility for the preparation and trial
of the action;

Parties. Individual Parties and current or former officers, directors or
employees of a Party but only to the extent counsel determines in good
faith basis for believing such Confidential Information is relevant to
events, transactions, discussions, communications or data about which
the individual Party, current or former officer, director or employee
has knowledge, and disclosure to such individual Party, current or
former officer, director or employee is limited to the portion of the
document about such events, transactions, discussions,
communications, or data, and such Party, current or former officer,
director or employee’s assistance is reasonably necessary to the
conduct of the litigation in which the information is disclosed. In this
proposed class action, defendants’ Confidential Information may be
disclosed only to the named plaintiffs;

The Court. The Court and its personnel;

Court Reporters and Recorders. Court reporters and recorders
engaged for depositions;

Contractors. Those persons specifically engaged for the limited
purpose of making copies of documents or organizing or processing
documents, including outside vendors hired to process electronically
stored documents and discovery technicians;

Consultants and Experts. Consultants, investigators, or experts
employed by the Parties or counsel for the Parties to assist in the
preparation and trial of this action but only after such persons have
completed the certification contained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound;

Witnesses. During depositions or testimony at trial or any hearing,
witnesses in this action to whom disclosure is reasonably necessary,
provided that counsel for the Party intending to disclose the
information has a good faith basis for believing such Confidential
Information is relevant to events, transactions, discussions,
communications or data about which the witness is expected to testify
or about which the witness may have knowledge. Prior to the
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disclosure, the deposing Party shall ensure that such persons have
completed the certification contained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound.
Witnesses shall not retain a copy of documents containing
Confidential Information, except witnesses may receive a copy of all
exhibits marked at their depositions in connection with review of the
transcripts. Pages of transcribed deposition testimony or exhibits to
depositions that are designated as Confidential Information pursuant
to the process set out in this Order must be separately bound by the
court reporter and may not be disclosed to anyone except as permitted
under this Order. The Parties reserve their right to object to the
disclosure of Confidential Information to a deposition witness that (i)
has not previously authored or received such Confidential Information
(i) who has not, by virtue of the witness’s current or former
employment position, had access to the Confidential Information, or
(iii) where the Confidential Information does not purport to describe
statement(s) made by or conduct undertaken by the witness. If a
document purports to describe a witness’ statement(s) or conduct, but
the witness was not the author or recipient of the Confidential
Information and did not otherwise have access to it, only the portions
of the Confidential Information necessary to fairly examine the
witness will be disclosed to the witness (e.g., the portions of the
Confidential Information describing the statement(s) or conduct
purportedly attributable to the witness, date and time information, and
the identity of the individual(s) that is (are) describing the witness’
purported statement(s) or conduct) and the remainder of the
Confidential Information in the document shall be redacted. Before a
witness is shown Confidential Information that they were not either
(i) the author or recipient of or (ii) had access to by virtue of the
witness’s current or former employment, the Confidential Information
will be shown to counsel for the Producing Party to allow the
Producing Party to object to the disclosure, if any. The Party intending
to disclose any document containing Confidential Information to any
witness who is not (i) the author or recipient of the document or (ii)
had access to the document by virtue of the witness’s current or former
employment may not do so unless and until any objections are
resolved either through mutual agreement or by a court order.
Agreement to allow a particular witness access to a document is not
and shall not be construed as a waiver of any objections to allowing
access to any other witness.

h. Author or recipient. The author or recipient of the document (not
including a person who received the document in the course of
litigation); and

i Mock Jury Participants. Mock jury participants may review such
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documents only after such persons have completed the certification
contained in Attachment A, Acknowledgment of Understanding and
Agreement to Be Bound and after counsel for the Party making the
disclosure explains that such person is bound to follow the terms of
this Order.

2. Unless otherwise ordered by the court or permitted in writing by the

Producing Party, a Receiving Party may disclose Highly Confidential

Information only to:

a.

Counsel. Outside Counsel for the Parties and employees of such
counsel or designated In-House counsel agreed to by the Parties who
have responsibility for the preparation and trial of the action, provided
that individuals do not regularly participate in the commercial
business activities of the Party;

The Court. The Court and its personnel;

Court Reporters and Recorders. Court reporters and recorders
engaged for depositions;

Contractors. Those persons specifically engaged for the limited
purpose of making copies of documents or organizing or processing
documents, including outside vendors hired to process electronically
stored documents and discovery technicians;

Consultants and Experts. Consultants, investigators, or experts
employed by the Parties or counsel for the Parties to assist in the
preparation and trial of this action but only after such persons have
completed the certification contained in Attachment A to this Order;

Witnesses. During depositions or testimony at trial or any hearing,
witnesses in this action to whom disclosure is reasonably necessary,
provided that counsel for the Party intending to disclose the
information has a good-faith basis for believing such Highly
Confidential Information is relevant to events, transactions,
discussions, communications or data about which the witness is
expected to testify or about which the witness may have knowledge.
Prior to the disclosure, the deposing Party shall ensure that such
persons have completed the certification contained in Attachment A,
Acknowledgment of Understanding and Agreement to Be Bound.
Witnesses shall not retain a copy of documents containing Highly
Confidential Information, except witnesses may receive a copy of all
exhibits marked at their depositions in connection with review of the
transcripts. Pages of transcribed testimony or exhibits to depositions

10
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that are designated as Highly Confidential Information may not be
disclosed to anyone except as permitted under this Order. The Parties
reserve their right to object to the disclosure of Highly Confidential
Information to a deposition witness that (i) has not previously
authored or received such Highly Confidential Information (ii) who
has not, by virtue of the witness’s current or former employment
position, had access to the Highly Confidential Information, or (iii)
where the Highly Confidential Information does not purport to
describe statement(s) made by or conduct undertaken by the witness.
If a document purports to describe a witness’ statement(s) or conduct,
but the witness was not the author or recipient of the Highly
Confidential Information and did not otherwise have access to it, only
the portions of the Highly Confidential Information necessary to fairly
examine the witness will be disclosed to the witness (e.g., the portions
of the Highly Confidential Information describing the statement(s) or
conduct purportedly attributable to the witness, date and time
information, and the identity of the individual(s) that is (are)
describing the witness’ purported statement(s) or conduct) and the
remainder of the Highly Confidential Information in the document
shall be redacted. Before a witness is shown Highly Confidential
Information that they were not either (i) the author or recipient of or
(i) had access to by virtue of the witness’s current or former
employment, the Highly Confidential Information will be shown to
counsel for the Producing Party to allow the Producing Party to object
to the disclosure, if any. The Party intending to disclose any document
containing Highly Confidential Information to any witness who is not
(i) the author or recipient of the document or (ii) had access to the
document by virtue of the witness’s current or former employment
may not do so unless and until any objections are resolved either
through mutual agreement or by a court order. Agreement to allow a
particular witness access to a document is not and shall not be
construed as a waiver of any objections to allowing access to any other
witness.

g. Author or Recipient. The author or recipient of the document (not
including a person who received the document solely in the course of
litigation); and

h. Mock Jury Participants. Mock jury participants may review such
documents only after such persons have completed the certification
contained in Attachment A, Acknowledgment of Understanding and
Agreement to Be Bound and after counsel for the Party making the
disclosure explains that such person is bound to follow the terms of
this Order.

C. Data Security and Control of Documents. Counsel for the parties shall make

11
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reasonable efforts to prevent unauthorized or inadvertent disclosure of Confidential

or Highly Confidential Information.

1.

Standard of Care: The Receiving Party shall maintain any Protected Material
that is provided under the Confidentiality Order in a secure and safe manner
that ensures that access is limited to the persons authorized under this
Confidentiality Order. The Receiving Party shall exercise a standard of due
and proper care with respect to the storage, custody, use, and/or dissemination
sufficient under all applicable laws to safeguard against unauthorized or
inadvertent disclosure of such material, including the use of eDiscovery
vendors or claims administrators capable of complying with such laws to store
such documents. All such copies, reproductions, extractions, and abstractions
shall be subject to the terms of this Order and labeled in the same manner as
the designated material on which they are based. The recipient of Foreign Law
Protected Material shall protect these materials with the same degree of care
that they use to protect and safeguard their own proprietary information. Any
such copies, reproductions, extraction, or abstractions are subject to the same
restrictions and controls. Further, for Foreign Law Protected Material, a Party
will make best efforts to have Protected Material managed or stored with
eDiscovery vendors that maintain an information security program.

Loss of Protected Material or Breach of Security: If a Receiving Party or
authorized recipient discovers any loss of Protected Material or a breach of
security, including any actual or suspected unauthorized access, relating to

another Party’s Protected Material, the Receiving Party or authorized

12
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recipient shall : (i) promptly provide written notice to the Producing Party of
such breach; (ii) provide sufficient information about the breach that the
Producing Party can reasonably ascertain the size and scope of the breach;
and (iii) take all appropriate corrective actions to terminate the unauthorized
access and will cooperate with Producing Party in any investigation to
identify potential threats resulting from the loss of the Protected Material.

3. Other Provision: Counsel shall maintain the originals of the forms signed by
persons acknowledging their obligations under this Order for a period of three
years after the termination of the case.

5. Inadvertent Failure to Designate. An inadvertent failure to designate a document as
Confidential or Highly Confidential Information does not, standing alone, waive the right to so
designate the document; provided, however, that a failure to serve a timely Notice of Designation of
deposition testimony as required by this Order, even if inadvertent, waives any protection for
deposition testimony. If a Party designates a document as Confidential or Highly Confidential
Information after it was initially produced, the Receiving Party, on notification of the designation,
must make a reasonable effort to assure that the document is treated in accordance with the
provisions of this Order. No Party shall be found to have violated this Order for failing to maintain
the confidentiality of material during a time when that material has not been designated Confidential
or Highly Confidential Information, even where the failure to so designate was inadvertent and
where the material is subsequently designated Confidential or Highly Confidential Information.

6. Filing of Confidential or Highly Confidential Information. This Order does not, by itself,
authorize the filing of any document under seal. If a Designating Party wishes to file any Protected

Material in connection with a motion, brief, or other submission to the Court it must comply with

13
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Local Civil Rule 26.2 and with the CM/ECF Administrative Guide for the United States District
Court for the Northern District of Illinois. If a non-designating Party or Parties wishes to file any
Protected Material in connection with a motion, brief, or other submission to the Court it must seek
leave to file it under seal temporarily so the Designating Party or Parties can attempt to make the
showings required by Local Civil Rule 26.2. The Designating Party or Parties shall have twenty-one
(21) days to file the motion required by Local Rule 26.2 and the non-designating Parties will have
fourteen (14) days to respond. A Party may only move to permanently seal a document it, in good
faith, believes meets the legal standard for sealing, even if the Party has previously marked such
material under this order.

7. Greater Protection of Specific Documents. Compliance with this Order shall not be
interpreted to require disclosure of information potentially protected by the attorney-client privilege,
the work product doctrine, as Foreign Law Protected Material, or any other applicable privilege or
protection.

8. Challenges by a Party to Designation as Confidential or Highly Confidential
Information. The designation of any material or document as Confidential or Highly Confidential
Information is subject to challenge by any Party. The following procedure shall apply to any such
challenge.

A. Meet and Confer. A Party challenging the designation of Confidential or Highly
Confidential Information must do so in good faith and must begin the process by
conferring directly with counsel for the Designating Party. In conferring, the
challenging Party must explain the basis for its belief that the confidentiality
designation was not proper and must give the Designating Party an opportunity to

review the designated material, to reconsider the designation, and, if no change in

14
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designation is offered, to explain the basis for the designation. The Designating Party
must respond to the challenge within ten (10) business days of the meet and confer,
unless the volume of documents challenged makes a longer period of time reasonably
necessary.
B. Judicial Intervention. A Party that elects to challenge a confidentiality designation
may file and serve a motion that identifies the challenged material and sets forth in
detail the basis for the challenge. Each such motion must be accompanied by a
competent declaration that affirms that the movant has complied with the meet and
confer requirements of this Order. The burden of persuasion in any such challenge
proceeding shall be on the Designating Party. Until the Court rules on the challenge,
all Parties shall continue to treat the materials as Confidential or Highly Confidential
Information under the terms of this Order.
9. Action by the Court. Applications to the Court for an order relating to materials or
documents designated Confidential or Highly Confidential Information shall be by motion. Nothing
in this Order or any action or agreement of a Party under this Order limits the Court’s power to make
orders concerning the disclosure of documents produced in discovery or at trial.
10.  Use of Confidential or Highly Confidential Documents or Information at Hearings or
Trial. Nothing in this Order shall be construed to affect the use of any document, material, or
information at any trial or hearing. A Party that intends to present or that anticipates that another
Party may present Confidential or Highly Confidential Information at a hearing or trial shall bring
that issue to the Court’s and Parties’ attention by motion or in a pretrial memorandum without
disclosing the Confidential or Highly Confidential Information. The Court may thereafter make such

orders as are necessary to govern the use of such documents or information at trial.

15
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11. Non-Party Discovery. The Parties in conducting discovery from Non-Parties shall attach

this Order to a copy of any subpoena or other discovery request. To the extent subpoenas are sent

before the entry of this Order, copies of the Order will be provided to the subpoena recipients within

five (5) days of the entry of the Order. Non-Parties from whom discovery is requested are entitled

to the protections of this Order in responding to such requests.

12.  Confidential or Highly Confidential Information Subpoenaed or Ordered Produced in

Other Litigation.

A

If a Receiving Party is served with a subpoena or an order issued in other litigation
that would compel disclosure of any material or document designated in this action
as Confidential or Highly Confidential Information, the Receiving Party must so
notify the Designating Party, by emailing counsel of record, immediately and in no
event more than three court days after receiving the subpoena or order. Such
notification must include a copy of the subpoena or court order.

The Receiving Party also must immediately inform in writing the Party who caused
the subpoena or order to issue in the other litigation that some or all of the material
covered by the subpoena or order is the subject of this Order. In addition, the
Receiving Party must deliver a copy of this Order promptly to the Party in the other
action that caused the subpoena to issue.

The purpose of imposing these duties is to alert the interested persons to the existence
of this Order and to afford the Designating Party in this case an opportunity to try to
protect its Confidential or Highly Confidential Information in the court from which
the subpoena or order issued. The Designating Party shall bear the burden and the

expense of seeking protection in that court of its Confidential or Highly Confidential

16
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Information, and nothing in these provisions should be construed as authorizing or
encouraging a Receiving Party in this action to disobey a lawful directive from
another court. The obligations set forth in this paragraph remain in effect while the
Party has in its possession, custody or control Confidential or Highly Confidential

Information by a Designating Party to this case.

13.  Challenges by Members of the Public to Sealing Orders. If a Party or interested member

of the public challenges the sealing of particular documents that have been filed under seal, the

Designating Party will have the burden of demonstrating the propriety of filing under seal.

14.  Obligations on Conclusion of Litigation.

A

Order Continues in Force. Unless otherwise agreed or ordered, this Order shall
remain in force after dismissal or entry of final judgment not subject to further appeal.
Obligations at Conclusion of Litigation. Within sixty (60) days after dismissal or
entry of final judgment not subject to further appeal, all Protected Material shall be
returned to the Producing Party or destroyed unless: (1) the document has been
offered into evidence or filed without restriction as to disclosure; (2) the Parties agree
to destruction to the extent practicable in lieu of return;® or (3) as to documents
bearing the notations, summations, or other mental impressions of the Receiving
Party, that Party elects to destroy the documents and certifies to the Producing Party
that it has done so.

Retention of Work Product and one set of Filed Documents. Notwithstanding the

! The Parties may choose to agree that the Receiving Party shall destroy documents containing
Protected Material and certify the fact of destruction, and that the Receiving Party shall not be
required to locate, isolate and return e-mails (including attachments to e-mails) that may include
Protected Material, or Protected Material contained in deposition transcripts or drafts or final expert

reports.

17
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above requirements to return or destroy documents, counsel may retain (1) attorney
work product, including an index that refers or relates to designated Confidential or
Highly Confidential Information so long as that work product does not duplicate
verbatim substantial portions of Confidential or Highly Confidential Information, and
(2) one complete set of all (i) documents filed with the Court including those filed
under seal, (ii) deposition transcripts and exhibits, and (iii) discovery materials served
and disclosed as between the Parties, such as, but limited to, interrogatories, expert
reports, and objections and responses to discovery. Any retained Confidential or
Highly Confidential Information shall continue to be protected under this Order. An
attorney may use his or her work product in subsequent litigation, provided that its
use does not disclose or use Confidential or Highly Confidential Information.
Nothing in this Order shall be construed to require the destruction or return of
Confidential or Highly Confidential Information stored in counsels’ archives, back-
up media or disaster recovery media.

D. Deletion of Documents filed under Seal from Electronic Case Filing (ECF)
System. Filings under seal shall be deleted from the ECF system only upon order of
the Court.

15.  Order Subject to Modification. This Order shall be subject to modification by the Court
on its own initiative or on motion of a Party or any other person with standing concerning the subject
matter.

16. No Prior Judicial Determination. This Order is entered based on the representations and
agreements of the Parties and for the purpose of facilitating discovery. Nothing herein shall be

construed or presented as a judicial determination that any document or material designated

18
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Confidential or Highly Confidential Information by counsel or the Parties is entitled to protection
under Rule 26(c) of the Federal Rules of Civil Procedure or otherwise until such time as the Court
may rule on a specific document or issue.

17. Persons Bound. This Order shall take effect when entered and shall be binding upon all
counsel of record and their law firms, the Parties, and persons made subject to this Order by its terms.
The terms of this Order shall be binding upon all current and future Parties to this action and their
counsel. Any Party appearing in this litigation following entry of this Order shall be deemed to have
joined the action subject to its provisions, subject to the reservation of the joining Party’s right to
seek modification or supplementation of this Order.

/s/ Gary |. Smith, Jr. /sl Josh Krevitt

Joel Flaxman Clifford C. Histed
ARDC No. 6292818 ARDC No. 6226815
Kenneth N. Flaxman Michael E. Martinez
ARDC No. 830399 ARDC No. 6275452
LAW OFFICES OF KENNETH N. K&L Gates LLP

FLAXMAN P.C.

200 S Michigan Ave., Suite 201
Chicago, IL 60604

Phone: (312) 427-3200
jaf@kenlaw.com
knf@kenlaw.com

Brendan P. Glackin (pro hac vicg
Lin Y. Chan (pro hac vice
Nicholas Lee (pro hac vicg
Sarah Zandi (pro hac vicé
LIEFF CABRASER HEIMANN &
BERNSTEIN, LLP

275 Battery Street, 29th Floor

San Francisco, CA 94111-3339
Phone: (415) 956-1000
bglackin@Ichb.com
Ichan@lchb.com

nlee@Ilchb.com

70 West Madison Street
Suite 3300

Chicago, IL 60602-4207
Phone: 312-807-4448
clifford.histed@klgates.com
michael.martinez@klgates

Theodore J. Boutrous, Jr. (pro hac vicé
Daniel G. Swanson (pro hac vicég
Rodney J. Stone (pro hac vice

Gibson, Dunn & Crutcher LLP

333 South Grand Avenue

Los Angeles, CA 90071-3197

Phone: 213-229-7000
Thoutrous@gibsondunn.com
Dswanson@gibsondunn.com
RStone@gibsondunn.com

Rachel S. Brass (pro hac vicg
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szandi@Ilchb.com

Eric L. Cramer (pro hac vicg
Najah A. Jacobs (pro hac vice
BERGER MONTAGUE PC
1818 Market Street, Suite 3600
Philadelphia, PA 19103
Phone: (415) 215-0962

Phone: (215) 715-3256
ecramer@bm.net
njacobs@bm.net

Robert Litan (pro hac vice)

BERGER MONTAGUE PC

2001 Pennsylvania Avenue, NW, Suite 300
Washington, D.C. 20006

Phone: (202) 559-9745

rlitan@bm.net

Joshua P. Davis (pro hac vicepending)
BERGER MONTAGUE PC

59A Montford Avenue

Mill Valley, CA 94941

Phone: (415) 215-0962
jdavis@bm.net

Gary 1. Smith Jr. (pro hac vicé
HAUSFELD LLP

600 Montgomery Street

Suite 3200

San Francisco, CA 94111
Phone: (415) 633 1908
gsmith@hausfeld.com

Counsel for Plaintiff@and the Proposed Class
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Gibson, Dunn & Crutcher LLP
555 Mission Street

San Francisco, CA 94105-0921
Phone: 415-393-8200
RBrass@gibsondunn.com

Josh Krevitt (pro hac vicég
Gibson, Dunn & Crutcher LLP
200 Park Avenue

New York, NY 10166-0193 USA
Phone: 212-351-4000
Jkrevitt@gibsondunn.com

David | Gelfand (pro hac vice pending)
Daniel P. Culley (pro hac vice pending)
Clearly Gottlieb Steen & Hamilton LLP
2112 Pennsylvania Avenue, NW
Washington, DC 20037
dgelfand@cgsh.com

dculley@cgsh.com

Counsel for Defendant T-Mobile US, Inc.

/sl Rachel S. Morse

Rachel S. Morse

MASSEY & GAIL LLP

50 East Washington Street, Suite 400
Chicago, IL 60602

Tel: (312) 283-1590
rmorse@masseygail.com

Robert D. Wick

Henry B. Liu (pro hac vice)
COVINGTON & BURLING LLP
One CityCenter

850 Tenth Street NW
Washington, DC 20001-4956
Tel: (202) 662-6000
rwick@cov.com

hliu@cov.com
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Dated: March 21, 2023

APPROVED AND SO ORDERED.
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Michael B. Miller (pro hac vice)
MORRISON & FOERSTER LLP
250 West 55th Street

New York, NY 10119

Tel: (212) 468-8000
MBMiller@mofo.com

Counsefor Defendant StiBank Group Corp

Dated: March 21, 2023

Dated:

Judge Thomas M. Durkin

United

21

States District Judge
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ATTACHMENT A

IN THE UNITED STATES DISTRICT COURT
FOR THE NORTHERN DISTRICT OF ILLINOIS
EASTERN DIVISION

ANTHONY DALE, BRETT JACKSON, Case No. 22-cv-3189
JOHNNA FOX, BENJAMIN
BORROWMAN, ANN LAMBERT, Judge Thomas M. Durkin

ROBERT ANDERSON, and CHAD
HOHENBERY on behalf of themselves and Magistrate Judge Jeffrey Cole
all others similarly situated,

Plaintiffs,
V.

DEUTSCHE TELEKOM AG et al.,

Defendants.

ACKNOWLEDGMENT AND AGREEMENT TO BE BOUND

The undersigned hereby acknowledges that he/she has read the Confidentiality Order dated

in the above-captioned action and attached

hereto, understands the terms thereof, and agrees to be bound by its terms. The undersigned
submits to the jurisdiction of the United States District Court for the Northern District of Illinois
in matters relating to the Confidentiality Order and understands that the terms of the
Confidentiality Order obligate him/her to use materials designated as Confidential or Highly
Confidential Information in accordance with the Order solely for the purposes of the above-
captioned action, and not to disclose any such Confidential or Highly Confidential Information to

any other person, firm or concern.
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The undersigned acknowledges that violation of the Confidentiality Order may result in

penalties for contempt of court.

Name:

Job Title:

Employer:

Business Address:

Date:

Signature
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EXHIBIT J
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From: Yu, Minae

To: Yin. Clifford; Monica McCarrolj Leong, Amber, Dallas, Melissg Patch. Richard Phan. Kim; Parker, Clarg Kevin
Reiss

Cc: Brass. Rachel S; Higney, Caeli A; Li. Viola; Renner Walker, Gary |. Smith, Jr.; Swathi Bojedla; Brendan P.
Glackin TMobile Merger AT

Subject: [EXTERNAL] Dale - Questions re DISH"s subscriber-level structured data

Date: Thursday, March 6, 2025 12:30:03 PM

Clifford and Monica,

As you've requested, we have combined the questions that T-Mobile and Plaintiffs
had regarding the sample data fields that DISH provided. We note that Plaintiffs had
only one question, which does not bear on any of the questions we sent. We've
nevertheless combined the questions in a single email as you've asked us to do to
move the discussion forward. As you know, we sent our questions last Monday, 2/24,
and we understand that Plaintiffs sent their questions last Wednesday. We would
appreciate DISH’s timely response to our questions by no later than March 10,
particularly given that you had these questions for over a week now, and there is no
conflict or overlap that would have prevented you from timely starting on a response.
We are happy to discuss by phone if helpful and look forward to your cooperation on
this matter. Thank you.

T-Mobile’s questions:
1. Isthere a field available in DISH’s subscriber level-data that captures whether a

subscriber is an individual or an entity?

2. Isthere a field available in DISH’s subscriber level-data that captures
demographic information related to the prices paid by the subscriber (e.qg.,
discounts for AARP members and things of that sort)?

3. Isthere a field available in DISH’s subscriber level-data that captures whether a
subscriber purchased his or her device from DISH? Relatedly, is there a field
that captures any device subsidies provided by DISH (i.e., free device, discounts
on devices, BOGO offers, trade-in offers, etc.)?

4. Do the “BILLING TRANSACTIONS - TRANSACTION AMOUNT,” “BILLING
TRANSACTIONS — TRANSACTION TYPE,” and/or “WVALUE ADDED
SERVICES" fields capture total monthly charges and show a breakdown of all
components of those charges, such as base plan price, taxes, fees, charges and
surcharges, penalties, promotions, discounts, refunds, subsidies, credits or any
other applicable adjustments, including any one-time charges or credits?

5. We don’t see any subscriber-level cost data in the sample data fields. If DISH
tracks costs at the subscriber-level, could you please provide us with a sample
of that data? If, instead, DISH tracks costs at a higher level of granularity, we
would like to see a sample of that less granular cost data.

6. Does the “WALUE ADDED SERVICES” field or any other field capture bundled
services? What type of additional services would be reflected in the “VALUE
ADDED SERVICES” field?

7. Are there data fields that capture a subscriber’s data, text, and voice allowances,
respectively?

8. Are there data fields that capture 1) the amount that a subscriber’s data, text, and
voice usages surpassed their respective allowances and 2) charges associated
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with those additional amounts?

9. Do the “IP NETWORK NAME” and/or “NETWORK PROVIDER NAME” fields
capture whether or when a subscriber is using DISH’s own 5G network?
Relatedly, does the MNOIP indicator mean that a subscriber could be using any
one of DISH 5G, TMO or ATT networks, but with no indication as to which
specific network is being used?

10. Is there a field available in DISH’s subscriber-level data that captures differences
in the quality of services available to subscribers on the same plan?

11. Does the “PORT IN FLAG” field capture which carrier the subscriber ported in
from? Is there a field that captures port-out information?

12. Inresponse to document requests Nos. 6, 7, 8, 15, 16, 17, 23, 25, and 30, DISH
responded that it would produce structured data. We do not think the structured
data fields you’'ve provided provides all the information sought by these
requests. To the extent you disagree, please specify how the information sought
would be reflected in the structured data fields you provided.

Plaintiffs’ question:

1. Does DISH maintain data on subscribers’ Census Block Groups and zip codes in
its subscriber data that can precisely identify a subscribers’ location? If so, please
include those data fields in subscriber-level data and churn data. For the sake of
clarity, Plaintiffs are seeking data on subscribers' Census Block Groups, not the
more granular data on Census Blocks.

Minae Yu
Associate Attorney

T:+1213.229.7910 | M: +1 213.407.1533
MYu@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
333 South Grand Avenue, Los Angeles, CA 90071-3197

This message may contain confidential and privileged information for the sole use of the
intended recipient. Any review, disclosure, distribution by others or forwarding without
express permission is strictly prohibited. If it has been sent to you in error, please reply to
advise the sender of the error and then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm
and/or our privacy policy.
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EXHIBIT K
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From: Li, Viola

To: Monica McCarrolj Yu, Minae; Yin. Clifford; Leong. Amber; Dallas. Melissg Patch, Richard Phan, Kim Parker
Clara, Kevin Reiss

Cc: Brass. Rachel S; Higney. Caeli A.

Subject: [EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Date: Tuesday, March 11, 2025 4:07:33 PM

Monica,

Thank you for the letter. We are available to talk this Friday from 11:15 to noon PT and from 1 to 3 pm
PT. Please let us know what time works best for you, and | can send out an invite. We look forward to
receiving your more detailed response to our letter in the meantime.

In addition, we note DISH’s statement that the protective order remains a “threshold or gating issue”
from DISH’s perspective before it can produce responsive documents to T-Mobile’s subpoena, and
your request that we let you know “when the parties resolve this issue so DISH can make plans to
timely supplement its productions as needed.” T-Mobile’s view is that the existing protective order is
sufficient to address any confidentiality concerns. Nevertheless, in the spirit of compromise, T-
Mobile has offered to agree to amend the protective order to restrict access to highly confidential
materials to four in-house counsel who are not involved in competitive decision making and to further
limit access to highly confidential structured data to outside counsel only. To the extent DISH does
not feel that T-Mobile’s offer or the existing protective order is sufficient, DISH can move to amend
the protective order or otherwise seek a protective order. “The party seeking to modify the protective
order has the burden of demonstrating that good cause exi#¢sdeus Kulzer, GmbH v. Biomet,

Inc., 881 F.3d 550, 566 (7th Cir. 2018). We are happy to discuss a briefing schedule that would allow
DISH and other nonparties to do so to ensure that this issue does not further delay discovery, which
can be presented to the Court at the March &8nference, along with the parties’ proposed briefing
schedule for the motion to compel per the Court’s Februé'?wmer. Please let us know when you

are available for a call between now and Friday with plaintiffs to discuss a briefing schedule and page
limits for the motion to compel and any motion to amend the confidentiality order.

Thank you.

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From:Monica McCarroll <MMcCarroll@redgravellp.com>
Sent:Monday, March 10, 2025 10:05 AM
To: Yu, Minae <MYu@gibsondunn.com>; Li, Viola <VHLi@gibsondunn.com>; Yin, Clifford
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<cyin@coblentzlaw.com>; Leong, Amber <aleong@coblentzlaw.com>; Dallas, Melissa
<mdallas@coblentzlaw.com>; Patch, Richard <rpatch@coblentzlaw.com>; Phan, Kim
<kphan@coblentzlaw.com>; Parker, Clara <cparker@coblentzlaw.com>; Kevin Reiss
<kreiss@redgravellp.com>

Cc:Brass, Rachel S. <RBrass@gibsondunn.com>; Higney, Caeli A. <CHigney@gibsondunn.com>
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Minae,
Please see attached. We are available for additional conferral this Friday.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are
confidential and may be subject to the attorney-client or other applicable privileges. If you
are not the intended recipient, please immediately reply to the sender and delete the
message and any attachments. Thank you.

From:Yu, Minae MYu@gibsondunn.coen

Sent: Tuesday, March 4, 2025 9:12 PM

To: Monica McCarrollMMcCarroll@redgravellp.comLi, Viola ¥HLi@gibsondunn.comYin,
Clifford <yin@coblentzlaw.com) Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.cornPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.cor Kevin Reiss
<kreiss@redgravellp.com

Cc:Brass, Rachel RBrass@gibsondunn.ceHigney, Caeli ACKligney@gibsondunn.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,

Please see attached our letter setting forth other questions/issues we had
about DISH’s response and our proposal for resolving them. We would like to
set up a call to discuss the issues raised in the letter and our questions about
the structured data. Please let us know your availability next week. We will
reach out to you separately to schedule a call with DISH, Plaintiffs and us to
discuss the briefing schedule and page limits. Thank you.
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Best,
Minae

Minae Yu
Associate Attorney

T:+1213.229.7910 | M: +1 213.407.1533
MYu@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
333 South Grand Avenue, Los Angeles, CA 90071-3197

From: Monica McCarrollMMcCarroll@redgravellp.com
Sent: Tuesday, February 25, 2025 2:43 PM

To: Li, Viola ¥HLi@agibsondunn.cemYin, Cliffordeyin@coblentzlaw.com) Leong, Amber
<aleong@coblentzlaw.corn Dallas, Melissarxdallas@coblentzlaw.cornPatch, Richard

<rpatch@coblentzlaw.com) Phan, Kimikphan@coblentzlaw.com) Parker, Clara
<cparker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com
Cc:Brass, Rachel RBrass@agibsondunn.cerHigney, Caeli ACKigney@gibsondunn.ceimYu,

Minae MYu@qgibsondunn.com
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Hi Viola,

Thank you for these questions about DISH’s data fields and other responses. We will review
with our client and advise whether it makes sense to set a call to discuss. As we mentioned
during conferral, if you have other questions about DISH’s responses, please forward those as
well.

Thanks,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com
CONFIDENTIALITY STATEMENT: This email message and any attachments are
confidential and may be subject to the attorney-client or other applicable privileges. If you

are not the intended recipient, please immediately reply to the sender and delete the
message and any attachments. Thank you.

From:Li, Viola ¥HLi@gibsondunn.com
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Sent:Monday, February 24, 2025 3:46 PM

To: Monica McCarrollMMcCarroll@redgravellp.cosmYin, Cliffordgyin@coblentzlaw.com)
Leong, Amberateong@coblentzlaw.cor Dallas, Melissarxdallas@coblentzlaw.com Patch,
Richard gpatch@coblentzlaw.com Phan, Kimkphan@coblentzlaw.com) Parker, Clara
<cparker@-coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel 2Brass@agibsondunn.cerHigney, Caeli ACKigney@gibsondunn.ceimYu,

Minae MYu@gibsondunn.com
Subject:[EXTERNAL] Dale v. Deutsche Telekom AG - Data field questions

All,

As we discussed on our call, below are some questions we had about DISH’s data fields. We’ve also
noted document requests to which DISH responded that it would produce structured data, but which
we do not think would be captured by structured data. We are happy to hop on a call to discuss if
helpful.

1. Is there a field available in DISH’s subscriber level-data that captures whether a subscriber is an
individual or an entity?

2. Is there a field available in DISH’s subscriber level-data that captures demographic information
related to the prices paid by the subscriber (e.g., discounts for AARP members and things of that
sort)?

3. Is there a field available in DISH’s subscriber level-data that captures whether a subscriber
purchased his or her device from DISH? Relatedly, is there a field that captures any device
subsidies provided by DISH (i.e., free device, discounts on devices, BOGO offers, trade-in offers,
etc.)?

4. Do the “BILLING TRANSACTIONS - TRANSACTION AMOUNT,” “BILLING TRANSACTIONS -
TRANSACTION TYPE,” and/or “VALUE ADDED SERVICES?” fields capture total monthly charges
and show a breakdown of all components of those charges, such as base plan price, taxes, fees,
charges and surcharges, penalties, promotions, discounts, refunds, subsidies, credits or any other
applicable adjustments, including any one-time charges or credits?

5. We don’t see any subscriber-level cost data in the sample data fields. If DISH tracks costs at the
subscriber-level, could you please provide us with a sample of that data? If, instead, DISH tracks
costs at a higher level of granularity, we would like to see a sample of that less granular cost data.

6. Does the “VALUE ADDED SERVICES?” field or any other field capture bundled services? What type
of additional services would be reflected in the “VALUE ADDED SERVICES” field?

7. Are there data fields that capture a subscriber’s data, text, and voice allowances, respectively?

8. Are there data fields that capture 1) the amount that a subscriber’s data, text, and voice usages
surpassed their respective allowances and 2) charges associated with those additional amounts?

9. Do the “IP NETWORK NAME” and/or “NETWORK PROVIDER NAME?" fields capture whether or
when a subscriber is using DISH’s own 5G network? Relatedly, does the MNOIP indicator mean
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that a subscriber could be using any one of DISH 5G, TMO or ATT networks, but with no indication
as to which specific network is being used?

10. Is there a field available in DISH’s subscriber-level data that captures differences in the quality of
services available to subscribers on the same plan?

11. Does the “PORT IN FLAG” field capture which carrier the subscriber ported in from? Is there a
field that captures port-out information?

12. In response to document requests Nos. 6, 7, 8, 15, 16, 17, 23, 25, and 30, DISH responded that it
would produce structured data. We do not think the structured data fields you've provided
provides all the information sought by these requests. To the extent you disagree, please specify
how the information sought would be reflected in the structured data fields you provided.

Best,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLI ibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

This message may contain confidential and privileged information for the sole use of the
intended recipient. Any review, disclosure, distribution by others or forwarding without
express permission is strictly prohibited. If it has been sent to you in error, please reply to
advise the sender of the error and then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm
and/or our privacy policy.

This message may contain confidential and privileged information for the sole use of the
intended recipient. Any review, disclosure, distribution by others or forwarding without
express permission is strictly prohibited. If it has been sent to you in error, please reply to
advise the sender of the error and then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm
and/or our privacy policy.

This message may contain confidential and privileged information for the sole use of the
intended recipient. Any review, disclosure, distribution by others or forwarding without
express permission is strictly prohibited. If it has been sent to you in error, please reply to
advise the sender of the error and then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm
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and/or our privacy policy.
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EXHIBIT L
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From: Yu. Minae
To: Monica McCarrolf Li, Viola; Yin, Clifford; Leong, Amber; Dallas. Melissa Patch, Richard Phan. Kim; Parker, Clarg Kevin Reiss
Cc: Brass. Rachel S; Higney, Caeli A; Jennifer.Milici@wilmerhale.com Anneke.Dunbar-Gronke@wilmerhale.com Salcedo, Cristing
Ovington. Holly -
Subject: [EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions
Date: Saturday, March 15, 2025 12:31:14 AM
Attachments: image001.png
image002.png
Monica,

Thank you for your time today. Listed below are the items that we understand you are taking back to your client,
with the aim of updating us on Monday. As discussed, we will otherwise proceed with including these requests
in T-Mobile’s forthcoming motion to compel to ensure that all known disputes are raised together to avoid
burdening DISH and the Court with iterative motions to compel.

e Confirm whether DISH will produce a complete, unredacted copy of DISH’s network services agreement
with AT&T (RFP #4).

e Confirm that DISH is not excluding any correspondence with or submissions to regulatory agencies from
their forthcoming production (RFP 3).

e Confirm whether DISH is willing to produce documents or data showing payments to AT&T for leasing
AT&T’s network (RFP 6). We understand that AT&T sends DISH monthly invoices for network usage, and
we believe DISH should have records of payments remitted to AT&T.

e Confirm whether DISH is willing to produce documents sufficient to show (1) capacity limits for DISH'’s
own network and (2) any limits on capacity under DISH’s network lease arrangement with AT&T (RFPs 7
and 8).

e Confirm whether DISH is willing to produce documents sufficient to show the details of mobile plans that
DISH has made available to consumers to date (RFP 23). As we explained, the exemplary values you
provided for the plan description field do not provide all of features/details about DISH’s mobile plans.
As an example, we've copied below information concerning a couple of DISH’s plans that are currently
available on DISH’s website, which include information not covered by the plan descriptions in the
structured data field:
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Unlimited talk, text and premium, high speed data

If you use more than 30 GB of high speed, premium data, your speeds may be lowered to
512kbps.

New Galaxy & Annual Upgrade Included

Save up to $800 on a brand new Samsung Galaxy every year.

Buy Now, Pay Later

We run a soft credit check to verify and protect your identity. We will never sell your data to a
third party.

Global Talk & Text

Stay connected from the U.S. to the people you love, all around the world. Enjoy talk and text to
over 200 destinations.

North America Connect

Family and friends in Canada or Mexico? Stay in touch with unlimited talk & text and 5GB of
data while roaming in Canada and Mexéeo.

Available Add - Ons

Tailor your plan with adaptable Add-Ons, perfectly suited to your unique lifestyle.

Learn More

€ Hotspot

€ High Speed Data

€ Premium Visual Voicemalil
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Global Talk & Text
Boost Protect

Boost Family Guard
Boost Secure Connect

30-Day Guarantee
Try us for 30 days, and if you don't like us, you get your money back.

ah dh  dh b

Unlimited talk, text and premium, high speed data

If you use more than 50 GB of high speed, premium data, your speeds may be lowered to
512kbps.

No contracts

You can stay as long as you want or cancel at any time. You get to make that choice, as long as
you are not financing a device.

Mobile Hotspot

Enjoy staying connected to the devices you love with mobile hotspot. Data pulls from your
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monthly unlimited data package.

Global Talk & Text

Stay connected from the U.S. to the people you love, all around the world. Enjoy talk and text to
over 200 destinations.

North America Connect

Family and friends in Canada or Mexico? Stay in touch with unlimited talk & text and 5GB of
data while roaming in Canada and Mexaeo.

Customize your plan with additional add-ons

Learn More

No added taxes & fees

Monthly taxes and fees are included in your monthly plan price. $60 price includes $5/mo
AutoPay discount. If you turn off AutoPay it's $65/mo. Taxes on device purchases may apply.

Even from these examples, it appears that the structured data fields do not provide:

o Base plan prices, including how that may change if a subscriber buys device along with the phone
plans

o Fees, taxes, or other surcharges, including whether that is included in the base price (it appears
that this is included for some plans but not others)

o Charges for mobile devices, or device protection
o Available promotions, rebates, and subsidies (e.g., $800 off Samsung S25 series)
o Available add-on features or bunding available for the plan

o Network quality attributes (e.g., download/upload speed, point after which speeds may be
lowered)

o Limits on services or support based on the type of device

o Compatible devices for the plan (some plans appear to be available only for specific types of
iPhones or Galaxy series)

o One time or limited time offers (e.g., buy 3 lines, get third for free for a year)

o Descriptions of contracts or potential modifications to the terms (e.g., any applicable price locks
like $25 forever or whether any contracts are needed or how long a customer must stay with the
plan if they finance a device, etc.)

o Guarantees, like 30 day money back guarantee offered

e Confirm whether DISH is willing to produce data showing the cost of providing mobile services (RFPs 25,
30, and 31)

e Confirm whether DISH is willing to produce CLV data and computation

e Confirm whether DISH is willing to produce P&L data

Thank you,
Minae

Minae Yu
Associate Attorney

T:+1213.229.7910 | M: +1 213.407.1533
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MYu@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
333 South Grand Avenue, Los Angeles, CA 90071-3197

From: Monica McCarroll <MMcCarroll@redgravellp.com>

Sent: Thursday, March 13, 2025 5:44 PM

To: Li, Viola <VHLi@gibsondunn.com>; Yu, Minae <MYu@gibsondunn.com>; Yin, Clifford
<cyin@coblentzlaw.com>; Leong, Amber <aleong@coblentzlaw.com>; Dallas, Melissa
<mdallas@coblentzlaw.com>; Patch, Richard <rpatch@coblentzlaw.com>; Phan, Kim
<kphan@coblentzlaw.com>; Parker, Clara <cparker@coblentzlaw.com>; Kevin Reiss <kreiss@redgravellp.com>
Cc:Brass, Rachel S. <RBrass@gibsondunn.com>; Higney, Caeli A. <CHigney@gibsondunn.com>;
Jennifer.Milici@wilmerhale.com; Anneke.Dunbar-Gronke@wilmerhale.com; Salcedo, Cristina
<Cristina.Salcedo@wilmerhale.com>; Ovington, Holly <Holly.Ovington@wilmerhale.com>

Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Minae,
Please see attached.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From:Li, Viola ¥HLi@gibsondunn.com

Sent:Wednesday, March 12, 2025 8:12 PM

To: Monica McCarrollMMcCarroll@redgravellp.corn Yu, Minae MYu@agibsondunn.com) Yin, Clifford
<cyin@coblentzlaw.com) Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.comPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Clarecgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com
Cc:Brass, Rachel RRrass@aqibsondunn.cepHigney, Caeli ACKligney@gibsondunn.ceim
Jennifer.Milici@wilmerhale.cgrAnneke.Dunbar-Gronke@wilmerhale.cd®alcedo, Cristina
<Cristina.Salcedo@wilmerhale.cen®©vington, HollyHolly.Ovington@wilmerhale.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,
Plaintiffs have confirmed they’re available this Friday at 11:15 am PT for a call to discuss a briefing schedule

and page limits for the motion to compel and any motion to amend the confidentiality order. I'll send an invite
out shortly to block off that time, and we’ll be in touch regarding proposals.
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I'll also send out an invite for this Friday at 1 pm PT for us to continue discussing DISH’s response to T-Mobile’s
subpoena.

Thank you,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From:Li, Viola

Sent: Tuesday, March 11, 2025 9:50 PM

To:'Monica McCarroll' MMcCarroll@redgravellp.com Yu, Minae MYu@gibsondunn.com Yin, Clifford
<cyin@coblentzlaw.com) Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com
Cc:Brass, Rachel SRBrass@agibsondunn.cepHigney, Caeli ACKligney@gibsondunn.cem

Subject:RE: Dale v. Deutsche Telekom AG - Data field questions
Thanks, Monica. We will get back to you re: scheduling the calls.

Best,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From: Monica McCarrollMMcCarroll@redgravellp.com

Sent: Tuesday, March 11, 2025 4:40 PM

To: Li, Viola ¥HLi@gibsondunn.cemYu, Minae MYu@gibsondunn.com Yin, Clifford
<cyin@coblentzlaw.com) Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.comPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@caoblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@gibsondunn.cepHigney, Caeli ACKligney@aibsondunn.cem
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Thanks Viola. We remain available for conferral this Friday after 9am PT/12pm ET. We will defer to you
as to whether one of the windows you offered below is also available to the Plaintiffs. We believe the
scheduling conferral will be more productive if the parties share their proposals with DISH before the
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call, whether you have reached agreement or have separate proposals.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From:Li, Viola ¥HLi@gibsondunn.com
Sent: Tuesday, March 11, 2025 5:07 PM

To: Monica McCarrollMMcCarroll@redgravellp.cosn Yu, Minae MYu@gibsondunn.cos, Yin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@coblentzlaw.corn Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@coblentzlaw.com Phan, Kim

<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RBrass@agibsondunn.ceHigney, Caeli ACKligney@gibsondunn.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,

Thank you for the letter. We are available to talk this Friday from 11:15 to noon PT and from 1 to 3 pm PT.
Please let us know what time works best for you, and | can send out an invite. We look forward to receiving your
more detailed response to our letter in the meantime.

In addition, we note DISH’s statement that the protective order remains a “threshold or gating issue” from
DISH’s perspective before it can produce responsive documents to T-Mobile’s subpoena, and your request that
we let you know “when the parties resolve this issue so DISH can make plans to timely supplement its
productions as needed.” T-Mobile’s view is that the existing protective order is sufficient to address any
confidentiality concerns. Nevertheless, in the spirit of compromise, T-Mobile has offered to agree to amend the
protective order to restrict access to highly confidential materials to four in-house counsel who are not involved
in competitive decision making and to further limit access to highly confidential structured data to outside
counsel only. To the extent DISH does not feel that T-Mobile’s offer or the existing protective order is sufficient,
DISH can move to amend the protective order or otherwise seek a protective order. “The party seeking to
modify the protective order has the burden of demonstrating that good cause éjastetis Kulzer, GmbH

v. Biomet, Inc, 881 F.3d 550, 566 (7th Cir. 2018). We are happy to discuss a briefing schedule that would
allow DISH and other nonparties to do so to ensure that this issue does not further delay discovery, which can
be presented to the Court at the Marc' t®nference, along with the parties’ proposed briefing schedule for

the motion to compel per the Court’'s Februar3'7 B6der. Please let us know when you are available for a call
between now and Friday with plaintiffs to discuss a briefing schedule and page limits for the motion to compel
and any motion to amend the confidentiality order.

Thank you.
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Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLIi@gi ndunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From: Monica McCarrollIMMcCarroll@redgravellp.com

Sent:Monday, March 10, 2025 10:05 AM

To: Yu, Minae MYu@gibsondunn.cos Li, Viola¥HLi@gibsondunn.comYin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@caoblentzlaw.cor Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@caoblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com) Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@agibsondunn.cepHigney, Caeli ACKligney@agibsondunn.cem
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Minae,
Please see attached. We are available for additional conferral this Friday.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From: Yu, Minae MYu@gibsondunn.comn

Sent: Tuesday, March 4, 2025 9:12 PM

To: Monica McCarrollMMcCarroll@redgravellp.cornLi, Viola ¥HLi@gibsondunn.cemYin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@coblentzlaw.co Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel REBrass@gibsondunn.ceHigney, Caeli ACKligney@gibsondunn.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,

Please see attached our letter setting forth other questions/issues we had about DISH’s
response and our proposal for resolving them. We would like to set up a call to discuss
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the issues raised in the letter and our questions about the structured data. Please let us
know your availability next week. We will reach out to you separately to schedule a call
with DISH, Plaintiffs and us to discuss the briefing schedule and page limits. Thank you.

Best,
Minae

Minae Yu
Associate Attorney

T:+1213.229.7910 | M: +1 213.407.1533
MYu@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
333 South Grand Avenue, Los Angeles, CA 90071-3197

From: Monica McCarrollMMcCarroll@redgravellp.com
Sent: Tuesday, February 25, 2025 2:43 PM

To: Li, Viola ¥HLi@gibsondunn.cemYin, Cliffordeyvin@coblentzlaw.com Leong, Amber
<aleong@coblentzlaw.corn Dallas, Melissardallas@coblentzlaw.cosmPatch, Richard
<rpatch@coblentzlaw.com Phan, Kimkphan@coblentzlaw.com) Parker, Clara
<cparker@caoblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@agibsondunn.cenHigney, Caeli ACKligney@agibsondunn.cemYu, Minae

<MYu@gibsondunn.com
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Hi Viola,

Thank you for these questions about DISH’s data fields and other responses. We will review with our
client and advise whether it makes sense to set a call to discuss. As we mentioned during conferral, if
you have other questions about DISH’s responses, please forward those as well.

Thanks,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From: Li, Viola ¥HLi@gibsondunn.com
Sent:Monday, February 24, 2025 3:46 PM

To: Monica McCarrollMMcCarroll@redgravellp.cormn Yin, Cliffordcyin@coblentzlaw.com Leong, Amber
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<aleong@coblentzlaw.corn Dallas, Melissaridallas@coblentzlaw.cosmPatch, Richard
<rpatch@coblentzlaw.com Phan, Kimkphan@coblentzlaw.com) Parker, Clara
<cparker@-coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@agibsondunn.cenHigney, Caeli ACkligney@gibsondunn.cemYu, Minae

<MYu@gibsondunn.com
Subject:[EXTERNAL] Dale v. Deutsche Telekom AG - Data field questions

All,

As we discussed on our call, below are some questions we had about DISH’s data fields. We've also noted
document requests to which DISH responded that it would produce structured data, but which we do not think
would be captured by structured data. We are happy to hop on a call to discuss if helpful.

10.

11.

12.

. Is there a field available in DISH'’s subscriber level-data that captures whether a subscriber is an individual or

an entity?

. Is there a field available in DISH'’s subscriber level-data that captures demographic information related to the

prices paid by the subscriber (e.g., discounts for AARP members and things of that sort)?

. Is there a field available in DISH’s subscriber level-data that captures whether a subscriber purchased his or

her device from DISH? Relatedly, is there a field that captures any device subsidies provided by DISH (i.e.,
free device, discounts on devices, BOGO offers, trade-in offers, etc.)?

. Do the “BILLING TRANSACTIONS - TRANSACTION AMOUNT,” “BILLING TRANSACTIONS — TRANSACTION

TYPE,” and/or “VALUE ADDED SERVICES?” fields capture total monthly charges and show a breakdown of all
components of those charges, such as base plan price, taxes, fees, charges and surcharges, penalties,
promotions, discounts, refunds, subsidies, credits or any other applicable adjustments, including any one-
time charges or credits?

. We don’t see any subscriber-level cost data in the sample data fields. If DISH tracks costs at the subscriber-

level, could you please provide us with a sample of that data? If, instead, DISH tracks costs at a higher level
of granularity, we would like to see a sample of that less granular cost data.

. Does the “VALUE ADDED SERVICES?” field or any other field capture bundled services? What type of

additional services would be reflected in the “VALUE ADDED SERVICES” field?

. Are there data fields that capture a subscriber’s data, text, and voice allowances, respectively?

. Are there data fields that capture 1) the amount that a subscriber’s data, text, and voice usages surpassed

their respective allowances and 2) charges associated with those additional amounts?

. Do the “IP NETWORK NAME” and/or “NETWORK PROVIDER NAME" fields capture whether or when a

subscriber is using DISH’s own 5G network? Relatedly, does the MNOIP indicator mean that a subscriber
could be using any one of DISH 5G, TMO or ATT networks, but with no indication as to which specific network
is being used?

Is there a field available in DISH’s subscriber-level data that captures differences in the quality of services
available to subscribers on the same plan?

Does the “PORT IN FLAG” field capture which carrier the subscriber ported in from? Is there a field that
captures port-out information?

In response to document requests Nos. 6, 7, 8, 15, 16, 17, 23, 25, and 30, DISH responded that it would
produce structured data. We do not think the structured data fields you've provided provides all the
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information sought by these requests. To the extent you disagree, please specify how the information sought
would be reflected in the structured data fields you provided.

Best,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website faittps://www.gibsondunn.comfor information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website faittps://www.gibsondunn.comfor information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
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recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm and/or our
privacy policy.
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EXHIBIT M
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From: Kevin Reiss
To: Yu. Minae; Monica McCarrolf Li, Viola; Yin. Clifford; Leong, Amber;, Dallas. Melissa Patch. Richard Phan. Kiny Parker, Clara
Cc: Brass. Rachel S; Higney, Caeli A; Jennifer.Milici@wilmerhale.com Anneke.Dunbar-Gronke@wilmerhale.com Salcedo, Cristing
Ovington, Holly -
Subject: RE: Dale v. Deutsche Telekom AG - Data field questions
Date: Tuesday, March 18, 2025 12:09:26 PM
Attachments: image001.png
image002.png
Hi, Minae —

| write with some updated information in response to some of your questions from last Friday’s conferral call.

1. Confirm whether DISH will produce a complete, unredacted copy of DISH'’s network services agreement
with AT&T (RFP #4).

DISH’s Responsé&he portions of DISH’s network services agreement with AT&T that are redacted in
DISH’s Exhibit 10.1 to its Form 10-Q for the quarterly period ended September 20, 2021, contain DISH’s
highly sensitive competitive commercial information. DISH will produce the unredacted version of its
network services agreement with AT&T subject to: (1) appropriate modification of the entered
confidentiality order to include protections sufficient to safeguard DISH’s highly sensitive competitive
commercial information; and (2) AT&T granting its consent for DISH to produce the agreement.

2. Confirm that DISH is not excluding any correspondence with or submissions to regulatory agencies from
their forthcoming production (RFP 3).

DISH’'s Respons®ISH refers T-Mobile to its prior productions, which contain official correspondence
responsive to T-Mobile’s request.

3. Confirm whether DISH is willing to produce documents or data showing payments to AT&T for leasing
AT&T's network (RFP 6). We understand that AT&T sends DISH monthly invoices for network usage, and
we believe DISH should have records of payments remitted to AT&T.

DISH’s Responsé&he network services agreement between DISH and AT&T contains information
responsive to this request. DISH will produce the unredacted version of its network services agreement
with AT&T subject to: (1) appropriate modification of the entered confidentiality order to include
protections sufficient to safeguard DISH’s highly sensitive competitive commercial information; and (2)
AT&T granting its consent for DISH to produce the agreement.

4. Confirm whether DISH is willing to produce documents sufficient to show (1) capacity limits for DISH’s
own network and (2) any limits on capacity under DISH’s network lease arrangement with AT&T (RFPs 7
and 8).

DISH’s Responsé®ISH did not capture this information for its 5G network before September 2023.
DISH is willing to produce reports created after that time subject to appropriate modification of the
entered confidentiality order to include protections sufficient to safeguard DISH’s highly sensitive
competitive commercial information.

5. Confirm whether DISH is willing to produce documents sufficient to show the details of mobile plans that
DISH has made available to consumers to date (RFP 23).
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DISH’s Responsé®)ISH’'s Boost Mobile structured data contains information sufficient to show the
requested mobile plan details. DISH restates that it is prepared to produce structured data for its Boost
Mobile brand following appropriate modification of the entered confidentiality order to include
protections sufficient to safeguard the confidentiality of DISH’s highly sensitive competitive commercial
information.

6. Confirm whether DISH is willing to produce data showing the cost of providing mobile services (RFPs 25,
30, and 31).

DISH’s ResponséISH refers T-Mobile to its Form 10-K for the fiscal year ended December 31, 2024,
which contains information relating to DISH’s cost of services for its wireless business.

7. Confirm whether DISH is willing to produce CLV data and computation.

DISH’s ResponsdISH restates that it does not track Customer Lifetime Value on a subscriber-by-
subscriber basis.

8. Confirm whether DISH is willing to produce P&L data.

DISH’s Responsd®ISH refers T-Mobile to its Form 10-K for the fiscal year ended December 31, 2024,
which contains profit and loss information relating to DISH’s wireless business.

Best regards,

KEVIN A. REISS
COUNSEL | REDGRAVE LLP | (P) 202.641.3409

kreiss@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From:Yu, Minae <MYu@gibsondunn.com>

Sent: Saturday, March 15, 2025 12:29 AM

To: Monica McCarroll <MMcCarroll@redgravellp.com>; Li, Viola <VHLi@gibsondunn.com>; Yin, Clifford
<cyin@coblentzlaw.com>; Leong, Amber <aleong@coblentzlaw.com>; Dallas, Melissa
<mdallas@coblentzlaw.com>; Patch, Richard <rpatch@coblentzlaw.com>; Phan, Kim
<kphan@coblentzlaw.com>; Parker, Clara <cparker@coblentzlaw.com>; Kevin Reiss <kreiss@redgravellp.com>
Cc:Brass, Rachel S. <RBrass@gibsondunn.com>; Higney, Caeli A. <CHigney@gibsondunn.com>;
Jennifer.Milici@wilmerhale.com; Anneke.Dunbar-Gronke @wilmerhale.com; Salcedo, Cristina
<Cristina.Salcedo@wilmerhale.com>; Ovington, Holly <Holly.Ovington@wilmerhale.com>

Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,

Thank you for your time today. Listed below are the items that we understand you are taking back to your client,
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with the aim of updating us on Monday. As discussed, we will otherwise proceed with including these requests
in T-Mobile’s forthcoming motion to compel to ensure that all known disputes are raised together to avoid
burdening DISH and the Court with iterative motions to compel.

e Confirm whether DISH will produce a complete, unredacted copy of DISH’s network services agreement
with AT&T (RFP #4).

e Confirm that DISH is not excluding any correspondence with or submissions to regulatory agencies from
their forthcoming production (RFP 3).

e Confirm whether DISH is willing to produce documents or data showing payments to AT&T for leasing
AT&T'’s network (RFP 6). We understand that AT&T sends DISH monthly invoices for network usage, and
we believe DISH should have records of payments remitted to AT&T.

e Confirm whether DISH is willing to produce documents sufficient to show (1) capacity limits for DISH'’s
own network and (2) any limits on capacity under DISH’s network lease arrangement with AT&T (RFPs 7
and 8).

e Confirm whether DISH is willing to produce documents sufficient to show the details of mobile plans that
DISH has made available to consumers to date (RFP 23). As we explained, the exemplary values you
provided for the plan description field do not provide all of features/details about DISH’s mobile plans.
As an example, we’ve copied below information concerning a couple of DISH’s plans that are currently
available on DISH’s website, which include information not covered by the plan descriptions in the
structured data field:
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Unlimited talk, text and premium, high speed data

If you use more than 30 GB of high speed, premium data, your speeds may be lowered to
512kbps.

New Galaxy & Annual Upgrade Included

Save up to $800 on a brand new Samsung Galaxy every year.

Buy Now, Pay Later

We run a soft credit check to verify and protect your identity. We will never sell your data to a
third party.

Global Talk & Text

Stay connected from the U.S. to the people you love, all around the world. Enjoy talk and text to
over 200 destinations.

North America Connect

Family and friends in Canada or Mexico? Stay in touch with unlimited talk & text and 5GB of
data while roaming in Canada and Mexéeo0.

Available Add - Ons

Tailor your plan with adaptable Add-Ons, perfectly suited to your unique lifestyle.

Learn More

€ Hotspot

€ High Speed Data

€ Premium Visual Voicemail
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Global Talk & Text
Boost Protect

Boost Family Guard
Boost Secure Connect

30-Day Guarantee
Try us for 30 days, and if you don't like us, you get your money back.

ah dh  dh b

Unlimited talk, text and premium, high speed data

If you use more than 50 GB of high speed, premium data, your speeds may be lowered to
512kbps.

No contracts

You can stay as long as you want or cancel at any time. You get to make that choice, as long as
you are not financing a device.

Mobile Hotspot

Enjoy staying connected to the devices you love with mobile hotspot. Data pulls from your
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monthly unlimited data package.

Global Talk & Text

Stay connected from the U.S. to the people you love, all around the world. Enjoy talk and text to
over 200 destinations.

North America Connect

Family and friends in Canada or Mexico? Stay in touch with unlimited talk & text and 5GB of
data while roaming in Canada and Mexaeo.

Customize your plan with additional add-ons

Learn More

No added taxes & fees

Monthly taxes and fees are included in your monthly plan price. $60 price includes $5/mo
AutoPay discount. If you turn off AutoPay it's $65/mo. Taxes on device purchases may apply.

Even from these examples, it appears that the structured data fields do not provide:

o Base plan prices, including how that may change if a subscriber buys device along with the phone
plans

o Fees, taxes, or other surcharges, including whether that is included in the base price (it appears
that this is included for some plans but not others)

o Charges for mobile devices, or device protection
o Available promotions, rebates, and subsidies (e.g., $800 off Samsung S25 series)
o Available add-on features or bunding available for the plan

o Network quality attributes (e.g., download/upload speed, point after which speeds may be
lowered)

o Limits on services or support based on the type of device

o Compatible devices for the plan (some plans appear to be available only for specific types of
iPhones or Galaxy series)

o One time or limited time offers (e.g., buy 3 lines, get third for free for a year)

o Descriptions of contracts or potential modifications to the terms (e.g., any applicable price locks
like $25 forever or whether any contracts are needed or how long a customer must stay with the
plan if they finance a device, etc.)

o Guarantees, like 30 day money back guarantee offered

e Confirm whether DISH is willing to produce data showing the cost of providing mobile services (RFPs 25,
30, and 31)

e Confirm whether DISH is willing to produce CLV data and computation

e Confirm whether DISH is willing to produce P&L data

Thank you,
Minae

Minae Yu
Associate Attorney

T:+1213.229.7910 | M: +1 213.407.1533
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MYu@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
333 South Grand Avenue, Los Angeles, CA 90071-3197

From: Monica McCarrollMMcCarroll@redgravellp.com

Sent: Thursday, March 13, 2025 5:44 PM

To: Li, Viola ¥HLi@gibsondunn.cemYu, Minae MYu@gibsondunn.com Yin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@caoblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com) Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com
Cc:Brass, Rachel RRrass@agibsondunn.cepHigney, Caeli ACKligney@aibsondunn.ceimn
Jennifer.Milici@wilmerhale.cgrAnneke.Dunbar-Gronke@wilmerhale.cdalcedo, Cristina
<Cristina.Salcedo@wilmerhale.cen©vington, HollyHolly.Ovington@wilmerhale.com

Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Minae,
Please see attached.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From: Li, Viola ¥HLi@agibsondunn.com

Sent:Wednesday, March 12, 2025 8:12 PM

To: Monica McCarrollMMcCarroll@redgravellp.corn Yu, Minae MYu@agibsondunn.com) Yin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.comPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Clarecgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com
Cc:Brass, Rachel RRrass@qgibsondunn.cepHigney, Caeli ACKligney@aibsondunn.cem
Jennifer.Milici@wilmerhale.cgrAnneke.Dunbar-Gronke@wilmerhale.cdalcedo, Cristina
<Cristina.Salcedo@wilmerhale.cen®vington, HollyHolly.Ovington@wilmerhale.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,
Plaintiffs have confirmed they’re available this Friday at 11:15 am PT for a call to discuss a briefing schedule

and page limits for the motion to compel and any motion to amend the confidentiality order. I'll send an invite
out shortly to block off that time, and we’ll be in touch regarding proposals.
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I'll also send out an invite for this Friday at 1 pm PT for us to continue discussing DISH’s response to T-Mobile’s
subpoena.

Thank you,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From:Li, Viola

Sent: Tuesday, March 11, 2025 9:50 PM

To:'Monica McCarroll' MMcCarroll@redgravellp.com Yu, Minae MYu@gibsondunn.com Yin, Clifford
<cyin@coblentzlaw.com) Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com
Cc:Brass, Rachel SRBrass@agibsondunn.cepHigney, Caeli ACKligney@gibsondunn.cem

Subject:RE: Dale v. Deutsche Telekom AG - Data field questions
Thanks, Monica. We will get back to you re: scheduling the calls.

Best,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From: Monica McCarrollMMcCarroll@redgravellp.com

Sent: Tuesday, March 11, 2025 4:40 PM

To: Li, Viola ¥HLi@gibsondunn.cemYu, Minae MYu@gibsondunn.com Yin, Clifford
<cyin@coblentzlaw.com) Leong, Amberateong@coblentzlaw.cor Dallas, Melissa
<mdallas@coblentzlaw.comPatch, Richardgatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@caoblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@gibsondunn.cepHigney, Caeli ACKligney@aibsondunn.cem
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Thanks Viola. We remain available for conferral this Friday after 9am PT/12pm ET. We will defer to you
as to whether one of the windows you offered below is also available to the Plaintiffs. We believe the
scheduling conferral will be more productive if the parties share their proposals with DISH before the
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call, whether you have reached agreement or have separate proposals.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From:Li, Viola ¥HLi@gibsondunn.com
Sent: Tuesday, March 11, 2025 5:07 PM

To: Monica McCarrollMMcCarroll@redgravellp.cosn Yu, Minae MYu@gibsondunn.cos, Yin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@coblentzlaw.corn Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@coblentzlaw.com Phan, Kim

<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RBrass@agibsondunn.ceiHigney, Caeli ACKligney@gibsondunn.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,

Thank you for the letter. We are available to talk this Friday from 11:15 to noon PT and from 1 to 3 pm PT.
Please let us know what time works best for you, and | can send out an invite. We look forward to receiving your
more detailed response to our letter in the meantime.

In addition, we note DISH’s statement that the protective order remains a “threshold or gating issue” from
DISH’s perspective before it can produce responsive documents to T-Mobile’s subpoena, and your request that
we let you know “when the parties resolve this issue so DISH can make plans to timely supplement its
productions as needed.” T-Mobile’s view is that the existing protective order is sufficient to address any
confidentiality concerns. Nevertheless, in the spirit of compromise, T-Mobile has offered to agree to amend the
protective order to restrict access to highly confidential materials to four in-house counsel who are not involved
in competitive decision making and to further limit access to highly confidential structured data to outside
counsel only. To the extent DISH does not feel that T-Mobile’s offer or the existing protective order is sufficient,
DISH can move to amend the protective order or otherwise seek a protective order. “The party seeking to
modify the protective order has the burden of demonstrating that good cause éjastetis Kulzer, GmbH

v. Biomet, Inc, 881 F.3d 550, 566 (7th Cir. 2018). We are happy to discuss a briefing schedule that would
allow DISH and other nonparties to do so to ensure that this issue does not further delay discovery, which can
be presented to the Court at the Marc' t®nference, along with the parties’ proposed briefing schedule for

the motion to compel per the Court’s February) 6der. Please let us know when you are available for a call
between now and Friday with plaintiffs to discuss a briefing schedule and page limits for the motion to compel
and any motion to amend the confidentiality order.

Thank you.
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Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLIi@gi ndunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

From: Monica McCarrollIMMcCarroll@redgravellp.com

Sent:Monday, March 10, 2025 10:05 AM

To: Yu, Minae MYu@gibsondunn.cos Li, Viola¥HLi@gibsondunn.comYin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@caoblentzlaw.cor Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@caoblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com) Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@agibsondunn.cenHigney, Caeli ACKligney@agibsondunn.cem
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Minae,
Please see attached. We are available for additional conferral this Friday.

Regards,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From: Yu, Minae MYu@gibsondunn.comn

Sent: Tuesday, March 4, 2025 9:12 PM

To: Monica McCarrollMMcCarroll@redgravellp.corLi, Viola ¥HLi@gibsondunn.cemYin, Clifford
<cyin@coblentzlaw.com Leong, Amberateong@coblentzlaw.co Dallas, Melissa
<mdallas@caoblentzlaw.cormPatch, Richardpatch@coblentzlaw.com Phan, Kim
<kphan@coblentzlaw.com Parker, Claracgarker@coblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel REBrass@gibsondunn.ceHigney, Caeli ACKligney@gibsondunn.com
Subject:[EXTERNAL] RE: Dale v. Deutsche Telekom AG - Data field questions

Monica,

Please see attached our letter setting forth other questions/issues we had about DISH’s
response and our proposal for resolving them. We would like to set up a call to discuss



Case: 1:22-cv-03189 Document #: 285-1 Filed: 04/11/25 Page 225 of 236 PagelD #:6466

the issues raised in the letter and our questions about the structured data. Please let us
know your availability next week. We will reach out to you separately to schedule a call
with DISH, Plaintiffs and us to discuss the briefing schedule and page limits. Thank you.

Best,
Minae

Minae Yu
Associate Attorney

T:+1213.229.7910 | M: +1 213.407.1533
MYu@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
333 South Grand Avenue, Los Angeles, CA 90071-3197

From: Monica McCarrollMMcCarroll@redgravellp.com
Sent: Tuesday, February 25, 2025 2:43 PM

To: Li, Viola ¥HLi@gibsondunn.cemYin, Cliffordeyvin@coblentzlaw.com Leong, Amber
<aleong@coblentzlaw.corn Dallas, Melissardallas@coblentzlaw.cosmPatch, Richard
<rpatch@coblentzlaw.com Phan, Kimkphan@coblentzlaw.com) Parker, Clara
<cparker@caoblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@agibsondunn.cenHigney, Caeli ACKligney@agibsondunn.cemYu, Minae

<MYu@gibsondunn.com
Subject:RE: Dale v. Deutsche Telekom AG - Data field questions

Hi Viola,

Thank you for these questions about DISH’s data fields and other responses. We will review with our
client and advise whether it makes sense to set a call to discuss. As we mentioned during conferral, if
you have other questions about DISH’s responses, please forward those as well.

Thanks,
Monica

MONICA McCARROLL  (she/her/hers)
PARTNER | REDGRAVE LLP | (M) 571.377.9960

mmccarroll@redgravellp.com

CONFIDENTIALITY STATEMENT: This email message and any attachments are confidential and
may be subject to the attorney-client or other applicable privileges. If you are not the intended
recipient, please immediately reply to the sender and delete the message and any attachments. Thank
you.

From: Li, Viola ¥HLi@gibsondunn.com
Sent:Monday, February 24, 2025 3:46 PM

To: Monica McCarrollMMcCarroll@redgravellp.cormn Yin, Cliffordcyin@coblentzlaw.com Leong, Amber
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<aleong@coblentzlaw.corn Dallas, Melissardallas@coblentzlaw.cosmPatch, Richard
<rpatch@coblentzlaw.com Phan, Kimkphan@coblentzlaw.com) Parker, Clara
<cparker@-caoblentzlaw.com Kevin Reiskreiss@redgravellp.com

Cc:Brass, Rachel RRrass@agibsondunn.ceiHigney, Caeli ACkligney@gibsondunn.cemYu, Minae

<MYu@gibsondunn.com
Subject:[EXTERNAL] Dale v. Deutsche Telekom AG - Data field questions

All,

As we discussed on our call, below are some questions we had about DISH’s data fields. We've also noted
document requests to which DISH responded that it would produce structured data, but which we do not think
would be captured by structured data. We are happy to hop on a call to discuss if helpful.

10.

11.

12.

. Is there a field available in DISH'’s subscriber level-data that captures whether a subscriber is an individual or

an entity?

. Is there a field available in DISH’s subscriber level-data that captures demographic information related to the

prices paid by the subscriber (e.g., discounts for AARP members and things of that sort)?

. Is there a field available in DISH’s subscriber level-data that captures whether a subscriber purchased his or

her device from DISH? Relatedly, is there a field that captures any device subsidies provided by DISH (i.e.,
free device, discounts on devices, BOGO offers, trade-in offers, etc.)?

. Do the “BILLING TRANSACTIONS - TRANSACTION AMOUNT,” “BILLING TRANSACTIONS — TRANSACTION

TYPE,” and/or “VALUE ADDED SERVICES?” fields capture total monthly charges and show a breakdown of all
components of those charges, such as base plan price, taxes, fees, charges and surcharges, penalties,
promotions, discounts, refunds, subsidies, credits or any other applicable adjustments, including any one-
time charges or credits?

. We don’t see any subscriber-level cost data in the sample data fields. If DISH tracks costs at the subscriber-

level, could you please provide us with a sample of that data? If, instead, DISH tracks costs at a higher level
of granularity, we would like to see a sample of that less granular cost data.

. Does the “VALUE ADDED SERVICES?” field or any other field capture bundled services? What type of

additional services would be reflected in the “VALUE ADDED SERVICES” field?

. Are there data fields that capture a subscriber’s data, text, and voice allowances, respectively?

. Are there data fields that capture 1) the amount that a subscriber’s data, text, and voice usages surpassed

their respective allowances and 2) charges associated with those additional amounts?

. Do the “IP NETWORK NAME” and/or “NETWORK PROVIDER NAME" fields capture whether or when a

subscriber is using DISH’s own 5G network? Relatedly, does the MNOIP indicator mean that a subscriber
could be using any one of DISH 5G, TMO or ATT networks, but with no indication as to which specific network
is being used?

Is there a field available in DISH’s subscriber-level data that captures differences in the quality of services
available to subscribers on the same plan?

Does the “PORT IN FLAG” field capture which carrier the subscriber ported in from? Is there a field that
captures port-out information?

In response to document requests Nos. 6, 7, 8, 15, 16, 17, 23, 25, and 30, DISH responded that it would
produce structured data. We do not think the structured data fields you've provided provides all the
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information sought by these requests. To the extent you disagree, please specify how the information sought
would be reflected in the structured data fields you provided.

Best,

Viola Li
Associate Attorney

T:+1415.393.8231 | M: +1 628.213.4446
VHLi@gibsondunn.com

GIBSON DUNN
Gibson, Dunn & Crutcher LLP
One Embarcadero Center Suite 2600, San Francisco, CA 94111-3715

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website at https://www.gibsondunn.com/ for information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website faittps://www.gibsondunn.comfor information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website faitps://www.gibsondunn.comfor information regarding the firm and/or our
privacy policy.

This message may contain confidential and privileged information for the sole use of the intended
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recipient. Any review, disclosure, distribution by others or forwarding without express permission is
strictly prohibited. If it has been sent to you in error, please reply to advise the sender of the error and
then immediately delete this message.

Please see our website laitps://www.gibsondunn.comfor information regarding the firm and/or our
privacy policy.
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EXHIBITN
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EXHIBIT O
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